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S Genesys
Preface

Welcome to the Genesys Migration Guide. The Genesys migration process
involves the transition of current Genesys installations at customer sites to new
releases of Genesys products and solutions.

This guide provides system-level information for the Genesys 7.x and 8.x
releases to date, and assists the migration team in performing the migration
process at customer contact centers.

Note: To consult previous versions of this guide, please visit the Genesys

Documentation Website.
Or, order the Documentation Library DVD from Genesys Order
Management by email at orderman@genesys.com.

You will find the following information in Genesys Migration Guide:

Information for effective planning and execution of Genesys software
migrations: from releases 6.x to 7.x., from releases 7.x to higher releases of
7.x., and to some 8.x releases.

Interrelationships among Genesys products that are significant in
negotiating the migration process.

Step-by-step procedures for each stage of the migration process.

This Preface discusses the following topics:

Migration Guide

Intended Audience, page 34

Document Conventions, page 34

Related Resources, page 36

Making Comments on This Document, page 37
Contacting Genesys Customer Care, page 38
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Intended Audience

Intended Audience

The Genesys Migration Guide is primarily intended for those involved in the
migration process. The following list gives examples of the type of audience
who would use this guide.

* Genesys personnel

For example:
+ Genesys Account Team
+ Professional Services
+  Customer Care
+ System engineer(s)
*  Members of the migration teams at customer sites
For example:
+ Lead architect
+ Team project manager(s)
+ Implementation specialists for the various components and migration
phases
This guide assumes that you have a basic understanding of:

* Computer-telephony integration (CTI) concepts, processes, terminology,
and applications.

* Network design and operation.
*  Your company’s network configuration.

* Genesys Framework architecture and functions.

Document Conventions

34

This document uses certain stylistic and typographical
conventions—introduced here—that serve as shorthands for particular kinds of
information.

Document Version Number

A version number appears at the bottom of the inside front cover of this
document. Version numbers change as new information is added to this
document. Here is a sample version number:

72gets_ad_03-2006_v7.2.001.00

You will need this number when you are talking with Genesys Customer Care
about this product.

Genesys =
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Examples:

Examples:

Example:

Migration Guide

Document Conventions

Type Styles

[talic

In this document, italic is used for emphasis, for documents’ titles, for
definitions of (or first references to) unfamiliar terms, and for mathematical
variables.

* Please consult the Genesys Migration Guide for more information.

« A customary and usual practice is one that is widely accepted and used
within a particular industry or profession.

* Do not use this value for this option.

¢ The formula, X +1 = 7 where X stands for . . .

Monospace Font
A monospace font, which looks like teletype or typewriter text, is used for
all programming identifiers and GUI elements.

This convention includes the names of directories, files, folders, configuration
objects, paths, scripts, dialog boxes, options, fields, text and list boxes,
operational modes, all buttons (including radio buttons), check boxes,
commands, tabs, CTI events, and error messages; the values of options; logical
arguments and command syntax; and code samples.

¢ Select the Show variables on screen check box.

e Click the Summation button.

* Inthe Properties dialog box, enter the value for the host server in your
environment.

* In the Operand text box, enter your formula.
*  Click 0K to exit the Properties dialog box.

» The following table presents the complete set of error messages T-Server®
distributes in EventError events.

» Ifyou select true for the inbound-bsns-calls option, all established
inbound calls on a local agent are considered business calls.

Monospace is also used for any text that users must manually enter during a
configuration or installation procedure, or on a command line:

* Enter exit on the command line.

Screen Captures Used in This Document

Screen captures from the product GUI (graphical user interface), as used in this
document, may sometimes contain a minor spelling, capitalization, or

grammatical error. The text accompanying and explaining the screen captures
corrects such errors except when such a correction would prevent you from
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Related Resources

installing, configuring, or successfully using the product. For example, if the
name of an option contains a usage error, the name would be presented exactly
as it appears in the product GUI; the error would not be corrected in any
accompanying text.

Square Brackets

Square brackets indicate that a particular parameter or value is optional within
a logical argument, a command, or some programming syntax. That is, the
parameter’s or value’s presence is not required to resolve the argument,
command, or block of code. The user decides whether to include this optional
information. Here is a sample:

smcp_server -host [/flags]

Angle Brackets

Angle brackets indicate a placeholder for a value that the user must specify.
This might be a DN or port number specific to your enterprise. Here is a
sample:

smcp_server -host <{confighost)

Related Resources

36

The following resources provide additional information that is relevant to
Genesys software. Consult these additional resources as necessary.

Genesys

* Genesys Technical Publications Glossary, available on the Genesys
Documentation website, provides a comprehensive list of the Genesys and
computer-telephony integration (CTI) terminology and acronyms used in
this document.

* Release Notes and Product Advisories, which are available on the Genesys
Customer Care website at http://genesys.com/customer-care/.

Information about supported hardware and third-party software is available on
the Genesys Documentation website and the Genesys Customer Care website
in the following documents:

» Genesys Supported Operating Environment Reference Guide
* Genesys Supported Media Interfaces Reference Manual
Consult the following additional resources as necessary:

* Genesys Hardware Sizing Guide, which provides information about
Genesys hardware sizing guidelines for the Genesys releases.

Genesys =
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Making Comments on This Document

» Genesys Interoperability Guide, which provides information on the
compatibility of Genesys products with various Configuration Layer
Environments; Interoperability of Reporting Templates and Solutions; and
Gplus Adapters Interoperability.

* Genesys Licensing Guide, which introduces you to the concepts,
terminology, and procedures relevant to the Genesys licensing system.

* Genesys Database Sizing Estimator Worksheets which provide a range of
expected database sizes for various Genesys products.

For additional system-wide planning tools and information, see the release-
specific listings of System Level Documents on the Genesys Customer Care
website. These documents are accessible from the system level documents by
release tab in the Knowledge Base Browse Documents Section.

Genesys product documentation is available on the:

* Genesys Customer Care website at http://www.genesys.com/customer-
care/.

*  Genesys Documentation website at http://docs.genesys.com/.

*  Genesys Documentation Library DVD, which you can order by e-mail
from Genesys Order Management at ordermanegenesys. com.

Making Comments on This Document

Migration Guide

If you especially like or dislike anything about this document, please feel free
to e-mail your comments to Techpubs.webadminegenesys.com.

You can comment on what you regard as specific errors or omissions, and on
the accuracy, organization, subject matter, or completeness of this document.
Please limit your comments to the information in this document only and to the
way in which the information is presented. Speak to Genesys Customer Care if
you have suggestions about the product itself.

When you send us comments, you grant Genesys a nonexclusive right to use or
distribute your comments in any way it believes appropriate, without incurring
any obligation to you.

37


http://docs.genesys.com/MoreDocs/Genesys_Interoperability_Guide
mailto:techpubs.webadmin@genesyslab.com
mailto:techpubs.webadmin@genesys.com
http://genesys.com/support/dl/browse/Default.asp?view=list&list=mrno-cnti&grby=epms;0&publ=11,39&nflt=publ&show=tabl&epms=1&mask=83&indx=141&ctgr=30,23,27,31,683,736,1097,1241,1311,1321
http://genesys.com/support/dl/browse/Default.asp?view=list&list=mrno-cnti&grby=epms;0&publ=11,39&nflt=publ&show=tabl&epms=1&mask=83&indx=141&ctgr=30,23,27,31,683,736,1097,1241,1311,1321
http://genesys.com/customer-care
http://genesys.com/customer-care
http://docs.genesys.com/
mailto:orderman@genesys.com

Preface

Contacting Genesys Customer Care

Contacting Genesys Customer Care

38

If you have purchased support directly from Genesys, please contact Genesys
Customer Care.

Before contacting Customer Care, please refer to the Genesys Care Support
Guide for On-Premises for complete contact information and procedures.

0
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Part

Migration Guide

Overview of Migration
Process

This Part of the Genesys Migration Guide presents an overview of the
migration process and contains the following chapters:

Note: This migration information includes 7.x products as new 7.x versions
are released, and 8.x products as new 8.x versions are released, as well
as any changes to support information for maintenance versions of
previously released products.

«  Chapter 1, “Migration Roadmap,” on page 41 discusses migration and
upgrade, preparations for the migration process, and different approaches
to migration, including Genesys’ recommended approach with rollback
procedures.

«  Chapter 2, “Licensing Migration,” on page 47 discusses procedures for
upgrading your licensing system.
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Chapter

Migration Guide

Migration Roadmap

Migration is a transitional process during which an existing customer who has
installed Genesys products and solutions acquires new releases of these
products and solutions.

For some clients, migration might include installing new Genesys products
(deployment) or expanding the existing solutions to include new components
(upgrade).

This chapter introduces you to the migration process and discusses the
following topics:

Overview of Migration Process, page 42

Migration/Upgrade Order, page 42

Preparations for Migration, page 43

Approaches to Migration, page 44

Solutions/Components and Environment Compatibility, page 45

Note: This guide includes 7.0.x and 7.x products, and some 8.x products. The

product information will continue to be updated as additional 7.x and
8.x versions are released.
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Overview of Migration Process

Figure 1 shows the scope of the Genesys migration process.

SOLUTIONS

A A A A A
v

Services Layer

Media Layer

User Interaction Layer

Management Layer

Configuration Layer

FRAMEWORK

Figure 1: Scope of Migration

See Framework 8.0 Deployment Guide for an explanation of the different
layers.

Migration/Upgrade Order

Migration is generally done in the following order:
1. Install License Manager 9.5.

See Chapter 2, “Licensing Migration,” on page 47 and chapters on specific
solutions in this guide for components that require licensing.

2. Upgrade your hardware and your operating system and/or database, if
necessary.

This must be done before migrating your Genesys product.

0
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Note: Sece the Genesys Interoperability Guide for information on the
compatibility of Genesys products with various Configuration
Layer Environments; Interoperability of Reporting Templates and
Solutions; and Gplus Adapters Interoperability; and contact
Technical Support for deployment instructions before migrating
Configuration Layer.

3. Upgrade Configuration Server Proxy (if applicable).

For further information about the Configuration Server Proxy, see Part
Two, “Framework Migration” on page 59 in this guide.

4. Set up the migration environment, including Configuration Conversion
Wizard (CCW).

See Part Two, “Framework Migration” on page 59 in this guide.

5. Use CCW to convert existing data structures from Configuration Database
into appropriate 7.x format.

6. Upgrade Configuration Layer.

For further information about the Configuration Layer, see Part Two,
“Framework Migration” on page 59 in this guide.

7. Upgrade Management Layer.

Note: This can also be done later since Local Control Agent (LCA) 7.0.1
is compatible with LCA 7.2.

8. Upgrade core components.

See Part Two, “Framework Migration” on page 59 in this guide for Stat
Server upgrade instructions and Part Five, “T-Server Migration” on
page 407 in this guide.

9. Migrate Solution components.

See chapters on specific solutions in this guide.

Preparations for Migration

Migration Guide

Preparing for migration and analyzing the business and operational
environment are necessary for a successful migration.
1. Genesys Account Team works with the customer to do the following:

+ Identify the company’s reasons for migrating to the latest release of
Genesys solutions.

+ Define the roles and responsibilities of the participants in the migration
process.
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Genesys then provides the software and technical assistance to ensure a
successful migration.

If Professional Services (PS) is engaged, the Account Team informs the PS
representative of the company’s customized needs.

Note: Genesys strongly recommends that anyone considering migration

should engage Genesys Professional Services for the task.

4. Training of the migration team and contact center personnel using and

maintaining the new system is arranged at the customer site.

Note: Several training classes are available for customers engaged in the

migration project. A complete listing may be found on the Genesys
website.

5. Analysis of the customer’s business and operational environment by the

Genesys Professional Service Architecture Practice team, a Customer Care

Manager (CCM), or a system engineer includes:

+ Becoming familiar with the customer’s existing system management
and business requirements.

+ Examining the existing technology of the company’s contact center
and its overall architecture (network, hardware, and software).

+ Identifying anticipated growth or other changes in the company’s
operations.

Approaches to Migration

There are several different approaches to migration.

Basic Approaches

44

Overnight approach

In the overnight approach, all of the current applications are turned off and
the new 7.x applications are turned on in one night.

Phased approach (component-based)

The component-based, phased approach turns off all the applications of the
same type or all the components of a specific solution and then turns on
new versions of those same-type applications or solution-specific
components. (Same-type applications include all T-Servers; an example of
all components of one solution is Enterprise Routing components.)

Phased approach (site-by-site)

The site-by-site phased approach migrates all of the Genesys applications
one site at a time until all of the company sites are migrated. This approach
starts with the site or data center that contains the Configuration Database
and the Configuration Server.

Genesys =
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Chapter 1: Migration Roadmap Solutions/Components and Environment Compatibility

* Rollback procedures

Rollback The Genesys Migration Guide presents an approach that Genesys
Procedures recommends, which includes rollback procedures at each major step in the
migration process. The purpose of the rollback procedures is to secure the
system against loss of data or functionality during the migration. Should
the need arise, the rollback procedures can return a newly installed
component to its original condition before migration.

Solutions/Components and Environment
Compatibility

Interoperability between 6.1, 6.5, 7.0.x, and 7.x components is discussed in the
solution sections in this guide. For example, operating in a mixed environment
involves working with 7.2 components in a 7.1 environment, 7.0 components
in a 6.x environment, or 6.x components in a 7.0 environment. Also, some 8.x
migration paths, and additional 8.x products are being added as new products
are released.

Migration Guide 45
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Migration Guide

Licensing Migration

This chapter discusses how to upgrade your licensing system implemented
through the License Manager (FLEXIm Imgrd), vendor daemon, and license
file.

This chapter contains the following topics:

« License Control Architecture, page 48

« Upgrading Licensing System, page 48

« Upgrading Licensing System with Multiple Vendors, page 54

In migrating from Genesys 7.x to Genesys 8.x, you may use the license control

features specified in the license file. Existing 7.x components may use 7.x
license features; 8.x components may use 8.x license features.

a7
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License Control Architecture

For a description and overview of the Genesys licensing system, see the
Genesys Licensing Guide, Chapter 2: Licensing Concepts.

Upgrading Licensing System

To Upgrade

Licensing Control

48

System

When upgrading a product to 7.x or 8.x, check to see if there is a need for a
licensing upgrade. For a complete list of products and components which
perform license checking, see the Genesys Licensing Guide or contact Genesys
Technical Support.

In most cases, you may use the existing configuration for the new license
control system. Migration scenarios are described later in this chapter.

Alternatively, it is possible to change the license control configuration when
upgrading; for example, to replace a single-server configuration with a three-
server redundancy configuration. In this situation, you must first install the
selected new target configuration and then remove the current configuration.
To change the license control configuration, refer to the Genesys Licensing
Guide, Appendix C: Ordering Licenses; “Selecting License Server
Configuration.”

Note: Genesys recommends that you archive old license file(s), application
executables, FLEXIm 7.1, and Genesys 7.x vendor daemon, for use in
case of a potential rollback. A rollback is possible for all supported
license control configurations.

To upgrade the license control system, follow the steps provided in this
section.

Note: This is a general description. Specific details for license control
configuration are provided throughout this guide.

1. Request the appropriate license file for your products, configuration, and
computer hosts. Refer to the Genesys Licensing Guide, Appendix C:
Ordering Licenses; “Selecting License Server Configuration.”

2. Copy it to the proper directory.

In general, new licenses are needed only for components that are updated.
If both old and new license files are issued for the same host, it is possible
to merge them into one license file. However, depending on the migration
option, it would also be possible to issue new license files for both the
unchanged and the upgraded components.

Genesys =
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Migration Guide

Upgrading Licensing System

The license file configuration may depend on several factors. You may
provide the relevant information to Order Management when requesting
license files:

+ Platform the application is running on: On some new platforms,
applications are built with 11.9; the suggested license server is 11.9

+ Platform the license server is running on: Some new platforms require
the 11.9 license server, even if applications are still on older platforms.

The license file will be generated depending on the platform the license

logic is executed on:

+ Iflicenses are counted, file generation is based on the license server
platform.

+ Iflicenses are uncounted, file generation is either based on the
application’s platform (if no server is used), or on the license server
platform.

Note: In keeping with the FLEX compatibility rules, the new license
server also supports the old applications and their available FEATURE
entries in the license file.

You must ensure there is no conflicting information in the resulting license
file(s). In particular, for multiple entries with the same feature name, you
should retain only the valid entry and remove the others manually.

If you decide to keep the double entries, only the first line of a given
feature is taken into account, and the other lines are ignored. In addition,
this is logged by the license server.

Note: This is particularly relevant for feature names that are the same for
Genesys 7.x and 8.x, for example, CIW and GIS. In this case, the
feature line with the 7.x or8.x version should be kept, and the other
line(s) with the same feature should be removed. You must remove
them manually.

Install the new License Server 11.9.

The Genesys installation automatically installs both FLEX License
Manager and the new Genesys vendor daemon in the selected target
directory.

Note: If your current FLEX License Manager is 9.5 or later, you may
keep it, unless operating system support or [Pv.6 support requires
11.9. After installation, you should remove the License Manager
installed by Genesys, and if necessary, copy the new Genesys
vendor daemon and other installed files to the required directory.
Remove the License Manager manually; removal is not performed
automatically.
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4. Upgrade the license control system.

The new license server is started by:
Lmgrd -c license.dat

Note: This procedure provides the same functions previously available
by using run.bat script.

Configure and install the new Genesys 7.x or 8.x components.

Specify the license control options for new Genesys 7.x or 8.x applications
in the configuration environment. Depending on the application, you might
also need to configure objects that are the subject to license control.

Note: The application specific details for license control configuration
are described in the migration chapters in this guide.

Start the new Genesys 7.x or 8.x components and connect the Genesys 7.x
or 8.x application to the new license server using one of the following
options:

a. Use command line option.

To start a server application with the new license file, specify the
following in the startup command line for the application:
-1 [license file name or license server location]

b. Rely on application settings for license control in the Configuration
Server for location of license file or license server port@host address.

See the Genesys Licensing Guide for further information on how to
start applications.

Note: Generally, Genesys 7.x or 8.x applications rely on license
configurations in the Configuration Server without using command
line specifications. However, you should check for application
specific exceptions: for example, Call Concentrator 7.0 requires
specification in the command line.

Ensure that everything works correctly, then, uninstall the software that is
no longer needed, such as the old application and old license server.

Methods for Upgrading Licensing System

50

This section describes various methods for upgrading the licensing control
system:

Running old and new versions of license server on different hosts: see
“Running Two Versions of License Server” on page 51.

Replacing the old version of a single license server by a new one: see
“Replacing Existing License Server” on page 52.
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To Run Two
Versions of
License Server

Migration Guide

* Upgrading three-server redundancy: see “Upgrading Three-Server
Redundancy” on page 53.

It is not possible to run both old and new Genesys vendor daemons
concurrently on the same host.

Note: While replacing your license server, you may continue running your
applications. After the new license server is activated, replace the
migrated components with the new versions.

Running Two Versions of License Server

You may upgrade by installing the new 8.x licensing system while leaving the
current system intact. If any complications occur, you may easily perform a
rollback to the previous configuration.

Note: Running two versions of license servers in parallel requires a second
computer because you must run the license servers on different hosts.

1. Select a host for the new License Server 11.9.

Warning! This cannot be the computer where the old license server is
installed.

2. Order new licenses from Genesys using information about the selected
host.

Note: New licenses are required only for new or updated components.
Unchanged components do not need new licenses.

See Appendix C, “Ordering Licenses” in the Genesys Licensing Guide for
information on how to order licenses.

3. Install License Server 11.9 on the selected host.
See the Genesys Licensing Guide for installation instructions.

4. Set up the license file with license data for 8.x applications on the host for
the new License Server 11.9.

See the Genesys Licensing Guide for detailed instructions.
5. Start License Server 11.9.

6. Install the Genesys 8.x application, pointing to the new license server or
license file.

7. Modify the application configuration for the new Genesys 8.x application,
if necessary.
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Note: See component sections of this guide to identify application-
specific changes in licensing configuration.

8. Stop the 7.x application.
9. Start the 8.x application.
10. Monitor the 8.x application to ensure it is operating correctly.

11. If the new system is operating correctly, uninstall the 7.x application.

Replacing Existing License Server

If you replace the existing license server, you do not need a second host to run
the new License Server 11.9.

To Replace 1. Order new licenses from Genesys using information about the current

Existing License license server host.
Server

Note: New licenses are required only for new or updated components.
Unchanged components do not need new licenses. However, it is
possible to issue a completely new license file for both unchanged
and upgraded components.

See the Genesys Licensing Guide for information on how to order licenses.

2. Install License Server 11.9 on the same host, but in a separate directory.

Note: Rollback to the old configuration is easier if different directories
were used.

3. Use the same host and port parameters as with License Server 7.x.

Note: This avoids restarting the old applications after license server
upgrade.

See the Genesys Licensing Guide for installation instructions.

4, Combine 7.x and 8.x license FEATUREs. This allows migration of a given
component to Genesys 8.x release while you are still running some 7.x
components. Add 8.x licenses to the 7.x license file or vice versa.

See the Genesys Licensing Guide for instructions on modifying license
files.

5. Configure the new Genesys 8.x applications in Configuration Server.

See component sections of individual chapters of this guide to identify
application-specific changes in licensing configuration.
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To Upgrade Three-
Server
Redundancy

Migration Guide

6. Install Genesys 8.x application, pointing it to the new license server or the
appropriate license file.

7. Stop License Server 7.x.

Note: You should stop the old license server just before starting the new one.
You should install the License Server 11.9 and configure the
components while the old license server is running. This increases the
time that the license server is available.

8. Start License Server 11.9.

9. Stop the Genesys 7.x application.

10. Start the Genesys 8.x application.

11. Monitor the Genesys 8.x application to ensure it is operating correctly.

12. Uninstall the Genesys 7.x application.

Upgrading Three-Server Redundancy

For three-server redundancy configuration, it is recommended to replace the
old configuration with a new one.

It is possible to run both the old and new three-server redundancy
configurations in parallel (similar to the single server configuration) but this
would require six computers for the license servers.

Installing the new three-server redundancy configuration on the same
computers as the old one has the least impact on old applications. This
procedure avoids restarting them with new license information.

Note: The next procedure is based upon the assumption that you will be
following these recommendations. If you decide to change the
computers or run two three-server redundancy configurations in
parallel, the migration steps should be changed to accommodate these
modifications.

1. Order new licenses from Genesys using information about the current
license server hosts and generate a license file for all three license servers.

Note: New licenses are only required for new or updated components.
Unchanged components do not need new licenses. However, it is
possible to issue a new license file for both unchanged and
upgraded components.

2. Install License Server 11.9 on the same hosts as the previous three-server
redundancy configuration, but in separate directories.
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Note: Rollback to the old configuration is easier if different directories
are used.

3. Use the same hosts and port parameters as with License Server 7.x.
See the Genesys Licensing Guide for installation instructions.

4. Combine Genesys 7.x and 8.x license FEATUREs. This allows migration of a
given component to Genesys release 8.x while you are still running some
other Genesys 6.x components. Add 7.x licenses to the 8.x license file or
vice versa.

See the Genesys Licensing Guide for instructions on modifying license
files.

5. Configure the new Genesys 8.x applications in Configuration Server.

See component sections of this guide to identify application-specific
changes in licensing configuration.

6. Install Genesys 8.x application, pointing it to the new three-server
redundancy license server and the appropriate license file.

7. Stop the individual license servers of the existing three-server redundancy
configuration.

Note: The three-server redundancy servers should be stopped just before
starting the new ones. You should perform License Server
installation and component configuration while the old three-server
redundancy is running. This increases the time that license servers
are available.

8. Start new License Server 11.9 on all three hosts.

9. Stop the Genesys 7.x application.

10. Start the Genesys 8.x application.

11. Monitor the Genesys 8.x application to ensure it is operating correctly.

12. Uninstall the Genesys 7.x application.

Upgrading Licensing System with
Multiple Vendors

You may use FLEX to control not only Genesys products but other third-party
products, as well. In this situation, it is possible to have:

1. Separate license server instances for Genesys and for external products.
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2.

Upgrading Licensing System with Multiple Vendors

Same License Manager to control both Genesys vendor daemon and
license file, and external products, each with its own vendor daemon and
license file.

To Upgrade To upgrade a single-server configuration with multiple vendors, use the
Single-Server  following steps.

Configuration with
Multiple Vendors

See

Migration Guide

Note: Multiple vendor daemons on the same server machine are only

possible if they are from a different vendor.

Request a new Genesys license file.
Install and configure the new Genesys 8.x application.

Upgrade FLEX to version 11.9 if an upgrade has not already been
performed. For example, a License Manager upgrade may have been
previously required by a third-party software.

Note: Duec to FLEX compatibility rules, Genesys software also works
with newer versions of the License Manager.

Upgrade Genesys vendor daemon.

The Genesys installation automatically installs both FLEX License
Manager and the new Genesys vendor daemon in the selected target
directory.

If your current FLEX License Manager is 9.5 or later, you may keep it,
unless operating system support requires 11.9. For this purpose, after
installation, remove the License Manager installed by Genesys. If
necessary, copy the new Genesys vendor daemon and other installed files
to the required directory. Remove the License Manager manually; removal
is not performed automatically.

Note: The third-party vendor daemon does not need to be upgraded.

Figure 2 on page 56 for an example of this configuration.
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To Upgrade
Multiple,
Independent-
Servers

Configuration with

56

Multiple Vendors

Upgrading Licensing System with Multiple Vendors

License Server

Imgrd

N

Genesys Siebel
Vendor Vendor
Daemon Daemon

Vendor Vendor
License File License File

Single-Server Machine

Figure 2: Single-Server Configuration with Multiple Vendors (example)

To upgrade multiple, independent-servers configuration with multiple vendors,
follow these steps:

1.
2.
3.

Request a new Genesys license file.
Install and configure the new Genesys 8.x application.

Upgrade FLEX on one or more servers.

Upgrade FLEX to version 11.9 if an upgrade has not already been
performed. For example, a License Manager upgrade may have been
previously required by a third-party software.

Note: Due to FLEX compatibility rules, Genesys software also works
with newer versions of the License Manager..

Upgrade Genesys vendor daemon on one or more license servers.

The new Genesys installation automatically installs both FLEX 11.9
manager and the new Genesys vendor daemon in the selected target
directory.

If your current FLEX License Manager is 9.5 or later, you may keep it,
unless operating system support, or [Pv.6 support, requires 11.9. For this
purpose, after installation, remove the License Manager installed by
Genesys. If necessary, copy the new Genesys vendor daemon and other
installed files to the required directory. Remove the License Manager
manually; removal is not performed automatically.

Genesys =
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Note: The third-party vendor daemons on the license servers do not need
to be upgraded.

See Figure 3 for an example of this configuration.

License Server 1 License Server 2
Imgrd Imgrd
Genesys Siebel Genesys PeopleSoft
Vendor Vendor Vendor Vendor
Daemon Daemon Daemon Daemon
Vendor Vendor Vendor Vendor
License File License File License File License File
Server Machine 1 Server Machine 2

Figure 3: Multiple, Independent-Servers Configuration (example)
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Part

Migration Guide

Framework Migration

Note: For Management Framework, this part of the Genesys Migration
Guide provides information about migration to versions 8.1.3 or
earlier. For information about migration to releases 8.5.0 and later, see
the Management Framework Migration Guide, available on the
Genesys Documentation website.

The chapters in this Part describe the migration process from:

* Releases 7.6 and 8.0 of Genesys Management Framework to the latest 8.1,
as applicable.

* Releases 7.6, 8.0, and 8.1 of other Genesys Framework components to the
latest 8.5, as applicable.

This Part covers the following:

*  Migration order for the Genesys Framework, including the Configuration
Database conversion.

* Interoperability information for Framework components.
* Migration instructions.

The information is divided into the following chapters:

«  Chapter 3, “Introduction to Framework Migration,” on page 61 discusses
the preliminary migration procedures and component compatibility. It
provides an overview of the Framework migration process and of the
Configuration Conversion Wizard (CCW) used for data conversion.

«  Chapter 4, “Setup of Migration Environment,” on page 73 discusses the
steps you should take prior to database conversion.

«  Chapter 5, “Migration of Configuration Database,” on page 83 describes
the Configuration Database migration procedure. It also describes how to
convert a Configuration Database from single-tenant to multi-tenant, and
from a single-language database to a multi-language database using UTF-8
encoding.
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Chapter 6, “Update of Configuration Database Locale,” on page 99
describes the process of updating the locale of an 8.1.1 or later
Configuration Database.

Chapter 7, “Changes in Framework,” on page 103 describes major changes
in Framework architecture and configuration option changes in each server
component.

Chapter 8, “Upgrade of Framework Components,” on page 137 describes
how to upgrade applications that belong to the Genesys Framework, after
you have successfully converted the configuration data.

Chapter 9, “Migrating Genesys Administrator,” on page 147 describes how
to migrate to the latest version of Genesys Administrator, and also
describes major changes in Genesys Administrator functionality and
configuration options.

Chapter 10, “Migrating Genesys Administrator Extension,” on page 165
describes how to migrate to the latest version of Genesys Administrator
Extension, and also describes major changes in Genesys Administrator
Extension functionality and configuration options.

Chapter 11, “Load Distribution Server Migration,” on page 215 describes
migration from release 6.5 or 7.0 to release 7.1 of Load Distribution Server
(LDS), and configuration option changes in LDS release 7.0 and 7.1.

Chapter 12, “Stat Server Migration,” on page 221 describes migration to
release 7.x of Stat Server from prior releases beginning with release 6.5. It
also discusses changes in Stat Server behavior and configuration.

Chapter 13, “Integration Server and Software Development Kits
Migration,” on page 241 explains how to upgrade from version 6.1, 6.5.0,
6.5.1, or 7.x to version 7.0, 7.1, 7.2, 7.5 or 7.6, of Genesys Integration
Server (GIS) and related Software Development Kits (SDKs).

See the following appendix for further information:

Appendix A, “Login Procedure,” on page 1821 describes a standard login
procedure for a Genesys Framework GUI application.

In addition, the Genesys Interoperability Guide includes tables with
interoperability information about 6.1, 6.5, 7.x, and some 8.x releases of
Genesys products.

60

0

Genesys =


http://docs.genesys.com/MoreDocs/Genesys_Interoperability_Guide
http://docs.genesyslab.com/wiki/index.php?title=Genesys_Interoperability_Guide
http://docs.genesyslab.com/wiki/index.php?title=Genesys_Interoperability_Guide
http://docs.genesyslab.com/wiki/index.php?title=Genesys_Interoperability_Guide

S Genesys

Chapter

Introduction to Framework
Migration

This chapter discusses preliminary migration procedures and component
compatibility, and gives an overview of the Framework migration process and
the Configuration Conversion Wizard (CCW) used for data conversion.

This chapter contains the following topics:

+  Preliminary Migration Procedures, page 61

«  Order of Migration for 8.1, page 63

- Interoperability Among Framework Components, page 64

«  About CCW, page 69

Note: For Management Framework, this chapter provides information about
migration to versions 8.1.3 or earlier. For information about migration
to releases 8.5.0 and later, see the Management Framework Migration
Guide, available on the Genesys Documentation website.

Preliminary Migration Procedures

Migration Guide

Note: If you want to upgrade your operating system, you must do this before
migrating your Genesys product.

The migration process includes these preliminary procedures for
Framework 8.1:

1. Review Chapter 1, “Migration Roadmap,” in this guide.

2. Examine the order in which you must upgrade the Genesys software
required for Framework 8.1. See “Order of Migration for 8.1” on page 63.
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Examine “Component Changes for Framework™ on page 103. You might
also want to look at “Configuration Option Changes for Framework™ on
page 118.

Note: The tables in Chapter 7 on page 103 discuss only changes that
directly affect the migration of this product. For complete
information about what is new in this release of Framework and
how the 8.1 release functions, see the Framework Deployment
Guide. For a complete list of documentation relevant to the
migration of this product, see “Reference Materials”.

Review the licensing requirements for Framework 8.1. See Chapter 2,
“Licensing Migration”.

Note: Beginning with release 7.0, you do not need a license to operate
Stat Server. Stat Servers prior to release 7.0 did need a license.

Check the interoperability of the Framework 8.1 components during the
upgrade procedures. See the Genesys Interoperability Guide for more
information.

Review the capabilities of the Configuration Conversion Wizard (CCW)
on page 69.

Review other issues pertaining to the migration of Framework to release
8.1. See “Additional Information about Migration” on page 69.

Note: The Stat Server Application, Application Template, and
Configuration Wizard are packaged separately from Framework.
These components now reside on the Real-Time Metrics Engine
DVD. See the “Stat Server Migration,” chapter for more
information.

Reference Materials

62

Consult these additional resources as necessary:

Framework 8.1 Deployment Guide

For system-level information, consult the following guides on the Genesys
Documentation Wiki and the Genesys Technical Support websites in the
following documents:

Genesys 8.1 Security Deployment Guide

Genesys Hardware Sizing Guide

Genesys Licensing Guide

Genesys Supported Media Interfaces Reference Guide
Genesys Supported Operating Environment Reference Guide
Genesys Interoperability Guide
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Order of Migration for 8.1

This section discusses multi-site/single-site and multi-tenant migration,
migration order, and laboratory testing and rollback.

Multi-Site/Single-Site and Multi-Tenant Migration

It is possible to migrate all sites or all tenants simultaneously. It is possible to
migrate separate sites independently. There can also be interoperability of
different versions at different sites.

The conversion procedures for a Multi-Tenant environment and an Enterprise
(Single-Tenant) environment are the same.

Migration and Upgrade Order

Stage One

Migration Guide

The installation, configuration, and operation of Genesys software in a contact
center are solution-based instead of component- based. This approach calls for:

* Common functionality that integrates components.
* Applications that perform solution-level management.

* An enhanced configuration data model that supports new functions and
configuration objects.

Because of these changes, migration from previous releases must be performed
gradually in two stages.

Warning! If you are using Configuration Server Proxies in your distributed
configuration environment, you must convert the master
Configuration Server and then convert every Configuration Server
Proxy in your environment before you proceed to migrate other
Framework components. See Step 3 on page 139 for details.

The first stage involves:

» Setting up DB Server 8.1 to access the existing and subsequently the new
Configuration Databases.

* Migrating your Configuration Database, using the Configuration
Conversion Wizard (CCW) to automate the process.

* Setting up Configuration Server 8.1 to handle the reformatted database.

The Framework Configuration Layer upgraded during this stage is fully
backward compatible, and you can use it to run existing previous installations.

For a detailed description of the first migration stage, refer to:
* Chapter 4, “Setup of Migration Environment,” on page 73.
* Chapter 5, “Migration of Configuration Database,” on page 83.
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Conversion Permissions

Migrating your database might involve such tasks as creating a table space,
user, or database. To successfully perform a database migration, you must have
database administrator (DBA) permissions or ask your DBA for help.

Warning! Contact your DBA before migrating your Configuration Database
if your database administrator has added any additional columns
to the database tables. Configuration Conversion Wizard does not
migrate custom tables or columns that your DBA might have
added to the Genesys Configuration Database.

Terminology

When discussing various databases in this and other Framework-related
chapters, the term existing database refers to the Configuration Database you
have been using in your previous Genesys environment.

Stage Two  During the second stage you will deploy Framework 8.1 components. This
does not affect your existing configuration. Existing 7.x and 8.0 installations
can continue operating throughout the upgrade process and after the upgrade is
completed. Chapter 8, “Upgrade of Framework Components,” on page 137,
describes this second stage.

Laboratory Testing and Rollback

Given the changes introduced in recent releases, Genesys strongly
recommends that you test the new installation under laboratory conditions
before using it in a production mode. To preserve the possibility of a rollback
to the previous environment, do not remove existing components or their
configuration in the Configuration Database from the environment until
normal operation of the 8.1 installation is tested and verified in production
mode.

For information on new functionality and architectural changes implemented
in release 8.1, refer to the Framework 8.1 Deployment Guide.

Interoperability Among Framework
Components

The term interoperable means that different versions of Genesys solutions,
components, or options can work together compatibly during the migration
process.

Interoperability of Genesys products can occur at two levels of migration:

Two levels of « Interoperability at the suite level means combining different versions of
interoperability solutions and options during the migration process.
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Interoperability Among Framework Components

Example: You can migrate to the Configuration and Management Layers
of Framework 8.1 and continue using other 7.x and 8.0 components. See
the Genesys Interoperability Guide for information about suite-level
interoperability.

* Interoperability at the solution-specific level means combining different
versions of the components of a particular solution while upgrading them
sequentially during the migration process.

The mixture of components may include executables, applications, routing
strategies, scripts, and data that comprise a particular solution.

As you upgrade each of the components in sequence, you will need to
know if each is backward-compatible with the other Framework
components.

If you have several components to upgrade, determine if the first
components you upgrade to release 8.1 will be backward compatible with
the components that are not upgraded yet.

The following section provides the answer to this important question.

Compatibility Among Framework Components

Configuration

Layer

Management

Migration Guide

Layer

Framework 8.1 includes these components, listed by layer:

* Configuration Server
* Configuration Database
* Configuration Manager

The Configuration Layer also uses DB Server, a Services Layer component, to
access the Configuration Database.

In addition, the Configuration Layer includes a number of Genesys wizards. If
you have used release 8.0 or earlier wizards, replace them with corresponding
8.1 wizards using regular uninstallation and installation procedures.

Note: The Management Framework Configuration Wizard has not been
updated for 8.1. The 8.0 version is compatible with Management
Framework.

* Local Control Agent (LCA)

*  Solution Control Server (SCS)

* Solution Control Interface (SCI)
*  Message Server

* Log Database

* Genesys SNMP Master Agent (an optional component to interface the
Management Layer with a third-party Network Management System or
NMS)
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User Interaction
Layer

Media Layer

Services Layer

Configuration
Server 8.1

66

The Management Layer also uses DB Server, a Services Layer component, to
access the Log Database.

Starting in release 8.0, LCA also includes the Genesys Deployment Agent,
which is used by Genesys Administrator (a new interface in Release 8.0) to
deploy Genesys Applications and Solutions to the Host on which the LCA and
the Genesys Deployment Agent are deployed.

* Genesys Administrator

Genesys Administrator is a new component in release 8.0. It is a web-based

interface that combines most of the functionality of Configuration Manager

and Solution Control Interface.

* T-Server

* HA Proxy

* Load Distribution Server

Refer to the chapter “T-Server Migration Procedures,” for information about
migrating T-Server and HA Proxy.

* DB Server

« Stat Server

Refer to the chapter “Stat Server Migration,” for information about migrating
Stat Server.

Configuration Layer Components Compatibility

Configuration Server 8.1 operates with these versions of the other Framework
components:

* DB Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* Configuration Manager release 8.1

* Local Control Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

e Solution Control Server releases 8.1, 8.0, 7.6, 7.5, 7.1,and 7.0
* Message Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Genesys Administrator release 8.1, 8.0

o T-Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* HA Proxy releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* LDSreleases 7.2, 7.1, and 7.0

0
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* Stat Server releases 8.1, 8.0, 7.6, 7.5,7.2, 7.1, and 7.0

Warnings! « Configuration Server Proxy works only with the same or higher
version of Configuration Server.

* To ensure faultless operation, all Configuration Servers in the
environment must be running the same release. The only
exception to this is during the migration process, when different
Configuration Servers can be temporarily running different
releases before being upgraded. Temporarily means during an
upgrade procedure that requires stopping of master servers,
upgrading them, starting, stopping, and upgrading proxies.
Anything beyond that period leads to limited functionality on
the Proxy side, and should be avoided in production.

Note: Starting in release 7.5, Configuration Server does not support
backward compatibility of Keep-Alive Protocol (KPL) for release 6.5
clients. If you used KPL with previous Genesys versions, consider
using Automatic Disconnect Detection Protocol (ADDP) after you
upgrade to release 8.1. Refer to the Framework Deployment Guide for
information about ADDP.

Configuration  Configuration Manager 8.1 operates with these versions of the other
Manager 8.1  Framework components:

* Configuration Server release 8.1 only

Management Layer Components Compatibility

Local Control LCA 8.1 operates with 8.x and 7.x versions of any other Framework server
Agent 8.1  components.

Solution Control ~ SCS 8.1 operates with these versions of the other Framework components:
Server8.l Local Control Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0
¢ Solution Control Interface releases 8.0, 7.6, 7.5, 7.1, and 7.0
* Message Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0
* Genesys SNMP Master Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0
* Configuration Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* Genesys Administrator release 8.1 and 8.0

Solution Control  SCI 8.0 operates with these versions of the other Framework components:
Interface 8.0 Configuration Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0
¢  Solution Control Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0
* Message Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0
* DB Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0
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68

Message Server
8.1

SNMP Master
Agent 8.1

DB Server 8.1

Interoperability Among Framework Components

Message Server 8.1 operates with these versions of the other Framework
components:

* DB Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* Local Control Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Solution Control Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Log Database 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

o T-Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* HA Proxy releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

e LDSreleases 7.2, 7.1, and 7.0

* Stat Server releases 8.1, 8.0, 7.6, 7.5,7.2, 7.1, and 7.0

* Genesys SNMP Master Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0
* Configuration Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

Genesys SNMP Master Agent 8.1 operates with these versions of the other
Framework components:

* Local Control Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Solution Control Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Message Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Configuration Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

User Interface Layer Components Compatibility

Refer to the chapter “Migrating Genesys Administrator” for information about
Genesys Administrator.

Media Layer Components Compatibility

Refer to the T-Server Part of this guide for information about T-Server and
HA Proxy.

Services Layer Components Compatibility

DB Server 8.1 operates with these versions of the other Framework
components:

* Configuration Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0
* Local Control Agent releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

*  Message Server releases 8.1, 8.0, 7.6, 7.5, 7.1, and 7.0

* Stat Server releases 8.1, 8.0, 7.6, 7.5, 7.2, 7.1, and 7.0

* Solution Control Interface releases 8.0, 7.6, 7.5, 7.1, and 7.0
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Stat Server 8.1

Refer to the chapter “Stat Server Migration,” for information about
Stat Server.

Additional Information about Migration

The following information also pertains to the migration of Framework to
release 8.1.

* Ifyou have a distributed configuration environment supported by
Configuration Server Proxy, you must upgrade the Configuration
Database, master Configuration Server, then upgrade all Configuration
Server Proxies (in that order) before you proceed with the migration of
other components. Keeping an old Configuration Server Proxy for a site
where applications will remain at the old release is not recommended. See
Step 3 on page 139 for more information.

* Review suite-level migration issues. The section on Stat Server changes in
the Stat Server chapter of this guide, for instance, lists some algorithm
changes in Stat Server that affect statistical values sent to clients.

Note: For an overview of migration issues, please see Chapter 1, “Migration
Roadmap,” of this guide.

About CCW

Migration Guide

To make the existing Configuration Database compatible with Configuration
Server 8.1, you must convert the structure of the database to 8.1 format.

Use the Genesys Configuration Conversion Wizard (CCW) to convert existing
data structures to the 8.1 format. CCW performs automatic migration from any
release to release 8.1. When migrating the Configuration Database, CCW
makes a copy of the original database, and migrates that copy. This enables
you to keep the original Configuration Database and Configuration Server in
service while you are performing the migration.

CCW only converts the database structures originally created with the Genesys
initialization scripts. CCW does not convert any custom tables or columns that
you might have added to the Configuration Database.

After the conversion, CCW generates a detailed report of conversion statistics,
including database changes, for your review. The same information is stored in
a log file that CCW creates for each working session.

CCW can also help you:

* Update localization information in the Configuration Database by
executing localization scripts.

* Export data from your Genesys Configuration Database into a text file.
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Note: CCW only exports data from the database structures originally
created with the Genesys initialization scripts.

* Import the data, which you have previously exported with CCW, into an
initialized, empty Genesys Configuration Database. Both databases—the
one from which the data was exported and the one into which the data is
being imported—must be initialized using the initialization scripts from
Configuration Servers of the same release. The target database, the one
into which you are importing data, must be empty.

*  Check the business logic of data in your Genesys Configuration Database.
The business logic rules imply certain patterns in associations between
configuration objects in addition to the Configuration Server integrity
rules. For example, a report on business logic verification might indicate
which Places have no DNs assigned to them, which Agents have no Logins
assigned to them, and so on.

You might find these functions useful when you prepare your release 8.0 or
earlier database for migration, or when you work with your 8.1 database.

Migrating from Release 8.1.1 or Later

If you are migrating from release 8.1.1 or later, you do not have to migrate
your data to get new data types and enumerators that have been added in the
new Configuration Database schema. If you want to use the new types and
enumerators, you can use CCW to update only the localization information
stored in the database. Otherwise, you do not need to do anything - the new
version of Configuration Server 8.1 will run against your current Configuration
Database. Future versions of Configuration Server 8.1will include extensions
to the list of application types you can utilize without migrating your system.

Single-Tenant to Multi-Tenant Conversion
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Starting in release 8.1.3, you can use CCW to convert your single-tenant
Configuration Server to a multi-tenant Configuration Server. In effect, your
enterprise (single-tenant) environment becomes a multi-tenant environment,
with only one tenant—yours—as the root (or Environment) tenant. This
provides you with the flexibility to perhaps expand or better organize your
operations.

You can perform this conversion at any time, although Genesys recommends
that you do so when you are migrating to a new release or locale of the
Configuration Database. See “Migrating a Configuration Database from
Single-Tenant to Multi-Tenant” on page 93 for more information.
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Conversion to Multi-Language Support

Migration Guide

Starting in release 8.1.3, you can use CCW to convert an existing
Configuration Database with single-language character coding, to a multi-
language database using UTF-8 encoding.

You can perform this conversion at any time, although Genesys recommends
that you do so when you are migrating to a new release or locale of the
Configuration Database. See “Multi-Language Configuration Databases” on
page 96 for more information.
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Chapter

Setup of Migration
Environment

This chapter discusses the steps you must take prior to converting the
Configuration Database.

This chapter contains the following topics:

Calculating the New Size of the Configuration Database, page 73
Checking Configuration Data, page 74

Installing the Configuration Layer, page 76

Installing the Configuration Conversion Wizard, page 76
Specifying the Database Connection, page 77

Using Password-Encryption, page 80

Note: This chapter provides information about setting up your environment

for migration to versions 8.1.3 or earlier. For information about
migration to releases 8.5.0 and later, see the Management Framework
Migration Guide, available on the Genesys Documentation website.

Calculating the New Size of the
Configuration Database

Check the size of the existing Configuration Database and calculate the size of
the new database. Use the Genesys Database Sizing Estimator Worksheets, if
necessary. If data storage capacity is limited, refer to the Genesys Hardware
Sizing Guide to determine how much memory to allocate for every object in
the contact center. Places, DNs, and Agents usually account for the majority of
configuration objects.

Migration Guide
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For information on extending a database, refer to database management
manuals or contact your database administrator.

Checking Configuration Data

Primary and
Backup Servers

For the migration of the Configuration Database to be successful, your existing
data must be accurate. Some data integrity rules have changed since earlier
releases, and Configuration Conversion Wizard uses the latest rules. When
converting your data to the 8.1 database, CCW might encounter instances of
configuration that do not comply with the 8.1 rules, and it will inform you of
these instances.

Most often, this applies to the configurations of primary and backup servers. In
an 8.1 configuration, primary and backup servers:

1. Must be primary-backup pairs. That is, no backup servers can be
configured for a server that is configured to be a backup server itself.

2. Must have one-direction references. That is, a backup server must not have
a reference to its primary server in its Backup Server field.

For more information, about handling data inconsistencies, refer to “Resolving
Data Inconsistency” on page 90.

Migrating a Changed Database Structure

74

Note the following issues about the use of CCW for converting the
Configuration Database (and its importing and exporting procedures):

* Any modifications to the Configuration Database structure that you make
directly in the database engine are considered to be foreign (custom-
added). Foreign fields and tables are not migrated, and data from them is
not exported.

¢ CCW does not transfer foreign tables (such as those used to record a state
of the Configuration Database) during migration.

* Obsolete fields and tables of the original Configuration Database are
removed during conversion after CCW migrates the data they contain.
(Using a non-CCW import-export procedure does not prevent this
removal.)

Note: CCW applies these rules to migration of a release 8.0 database or
earlier to an 8.1 release.
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Database Structure Modification Discovery

Migrating with CCW brings with it a database structure modification
discovery procedure. This procedure detects:

* Foreign fields in Configuration Database tables
* Foreign tables
* Obsolete fields in Configuration Database tables and obsolete tables

The CCW discovery procedure generates a detailed report that is available for
viewing from the Configuration Database Information pane. Clicking the
button to the right of the Database Structure line on the pane opens a window
that contains information about what the Configuration Database Structure
wizard is currently connected to.

* Ifthe discovery procedures does not find any changes to the database
structure, the button’s label reads Original. Clicking it reveals information
about the original structure of the database.

* Ifthe discovery process finds changes, the button’s label reads Modi fied
(and a warning sign icon appears next to the button). Clicking it reveals
information about the modified structure of the database.

» Ifthe discovery process, for any reason, is unable to determine whether
there were any changes to the database structure, the button’s caption reads
Unknown.

The detailed report from the discovery process lists tables in the database, rows
in tables, and fields of tables (with their data types, lengths, and whether nulls
are allowed).

Changes to Enumerators—Now Business Attributes

Beginning with release 7.0.1 of the Configuration Layer, Business Attributes is
the new name for Enumerators, and Attribute Values is the new name for
Enumerator Values. In addition to the name change, Genesys has added new
predefined Business Attributes.

During migration from a release prior to 7.0.1, and for each predefined
Business Attribute being installed with the 8.1 release, if there already exists a
user-defined Business Attribute with the same name, the system renames the
existing Business Attribute and adds the new predefined Business Attribute in
its place. With multi-tenant databases, for each sub tenant, the system copies
the predefined Business Attributes from the super tenant. If there arise name
conflicts, the system renames the user-defined Business Attribute and adds the
predefined one to its place.

Note: This resolution to name conflicts found during migration may affect
applications that rely on the attributes of the user-defined objects.
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Migrating From Configuration Database 8.1.1 and
Later

Starting in release 8.1.2 of the Configuration Layer, new releases of
Configuration Server 8.1 include extensions to the Configuration Database
schema that contain new application types and enumerators. When you run the
Configuration Conversion Wizard (CCW) to update your Configuration
Database, the new types and enumerators are added to the database schema.
However, you do not have to migrate your data - CCW does not prompt you
for a new database and copy all of your configuration data to the new database.
This greatly reduces the time required to complete the migration to the new
release. CCW also updates the localization information stored, if required.

Installing the Configuration Layer

To Set Up
Components of
the Configuration
Layer

Note: Configuration Server 8.1 consumes no more memory than other 7.x or
8.0 versions. Allocate at least 1 GB of virtual memory to
Configuration Server 8.1 and adjust RAM as needed after you monitor
Configuration Server 8.1 operations.

To set up the components of the 8.1 Configuration Layer that are required for
the migration procedure, you must:

1. Install DB Server 8.1 and configure it to work with the existing database.

2. Install Configuration Server 8.1.

Warning! Do not execute the database initialization scripts at this point.

3. Install Configuration Manager 8.1.

For installation and configuration instructions for the Configuration Layer
components, refer to the Framework 8.1 Deployment Guide.

Installing the Configuration Conversion

Wizard

To Install CCW:

76

Note: If you have installed Configuration Conversion Wizard (CCW) for
any release prior to 8.1, uninstall it before installing CCW release 8.1.

1. Locate the installation package on the Management Framework 8.1
product DVD in the configuration_Llayer/convers_wizard/windows
directory.

2. Locate and double-click Setup.exe to start installation.
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3. Specify the program folder to which you want to add CCW. By default, it
is added to the Genesys Solutions/Framework folder.

4. When the CCW icons appear, click Finish to complete the installation.

When the setup program is finished, Configuration Conversion Wizard is ready
to start; however, to operate, CCW requires that you specify connection
parameters.

Specifying the Database Connection

To connect to your existing Configuration Database, CCW requires
information about that database and the DB Server through which the database
is to be accessed. You provide this information in one of two ways:

* As configuration option values within the database connection
configuration file named convers.cfg. See “Configuring the Local
Configuration File” on page 77 for instructions.

* As values entered interactively during startup. See “Entering Connection
Parameters Dynamically” on page 80 for instructions.

Configuring the Local Configuration File

To Create a File
Listing Database
Connection
Parameters

Migration Guide

1. Open the local configuration file (convers.cfg) in the directory where
CCW is installed.

2. Within this file, specify the values for the configuration options described
in “Configuration Options Description”, below. For configuration option
values, use information about DB Server 8.1, the existing Configuration
Database, and the DBMS user account through which the database is
currently accessed. (See “Sample Configuration File” on page 79 for an
example of a database connection configuration file.)

Warning! Do not use the Tab key for entries in the configuration file.

3. Save the configuration file.

Configuration Options Description

Specify values for the following options to provide the Configuration
Conversion Wizard with information about the Configuration Database, and
about the DB Server through which CCW must access this database.

Note: If you are changing the connection parameters after initial installation,
you must save the configuration file and re-specify it in the
Connection to the Configuration Layer Database screen of CCW.
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host

Default Value: No default value
Valid Value: Any valid host name
Changes Take Effect: After configuration file is specified in CCW

Specifies the host name of the computer running the DB Server 8.1 through
which the Configuration Database is to be accessed.

port

Default Value: No default value

Valid Value: Any valid TCP/IP port

Changes Take Effect: After configuration file is specified in CCW

Specifies the TCP/IP port that clients should use to connect to the DB Server
8.1 through which the Configuration Database is to be accessed.

dbengine
Default Value: No default value

Valid Values: oracle, sybase, informix, mssql, db2, postgresql
Changes Take Effect: After configuration file is specified in CCW

Specifies the type of DBMS that handles the Configuration Database.

dbname

Default Value: No default value

Valid Value: Any database name

Changes Take Effect: After configuration file is specified in CCW

Specifies the name of the Configuration Database to be accessed as specified

in the DBMS that handles this database. A value for this option must be
specified unless dbengine=oracle.

dbserver

Default Value: No default value
Valid Value: Any valid entry name
Changes Take Effect: After configuration file is specified in CCW

Specifies the name or alias identifying the DBMS that handles the
Configuration Database.

dbtimeout

Default Value: No default value

Valid Value: Any positive integer

Changes Take Effect: After configuration file is specified in CCW

Specifies the maximum time, in seconds, before which CCW should cease
attempting to make its initial connection to the Genesys Database Server.

0
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dbrequest-timeout

Default Value: 30

Valid Value: 1 - 3000

Changes Take Effect: After configuration file is specified in CCW

Specifies the maximum time, in seconds, in which the database request should
be completed. If the request does not complete in this time, the request is
cancelled, the import procedure is aborted, and a corresponding message is
displayed to the user.

username

Default Value: No default value

Valid Value: Any character string

Changes Take Effect: After configuration file is specified in CCW

Specifies the user name established in the DBMS to access the Configuration
Database.

password

Default Value: No default value

Valid Value: Any character string

Changes Take Effect: After configuration file is specified in CCW

Specifies the password established in the DBMS to access the Configuration
Database.

delete-in-size

Default Value: 200

Valid Value: 1 - 32767

Changes Take Effect: After configuration file is specified in CCW

Specified only when migrating from release 6.5; specifies the number of fields
in an SQL query that uses the IN statement, such as:
DELETE... FROM ... WHERE ... IN (X1, ..., An)

where n = value of delete-in-size.

Use this option to limit the length of SQL queries that use the IN statement.

Sample Configuration File

host = db-host

port = 4040

dbengine = mssql

dbserver = server_name

dbname = config

username = DBMS_user

password = DBMS_user_password
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Entering Connection Parameters Dynamically

To Provide CCW
with Parameters

If you do not configure a configuration file with the connection parameters,
CCW prompts you to enter the parameters during startup.

To provide Configuration Conversion Wizard with information about the
Configuration Database and about the DB Server through which CCW must
access this database, the following parameters are required:

1. The host name of the computer running the DB Server 8.1 that provides
access to the Configuration Database.

2. The TCP/IP port that clients should use to connect to the DB Server 8.1
through which the Configuration Database is to be accessed.

3. The type of DBMS (engine) that handles the Configuration Database.

4, The name or alias identifying the DBMS that handles the Configuration
Database.

5. The name of the Configuration Database to be accessed as specified in the
DBMS that handles this database.

6. The user name established in the DBMS to access the Configuration
Database.

7. The password established in the DBMS to access the Configuration
Database.

Using Password-Encryption

80

Starting with release 7.0, CCW can encrypt the password you use for accessing
the Configuration Database so that it does not explicitly appear in the CCW
configuration file or log. This improves configuration data security.

To enable access password encryption, start CCW with the following
command line:
ConversWizard.exe -p <config-file-name).cfg <password value)

Where

-p The command-line parameter that forces an instance of CCW
to start, encrypt the database password in the configuration file,
and terminate.

{config-file-name).cfg
The name ofthe CCW configuration file (usually, convers.cfg)
that describes parameters of the Configuration Database whose
access password is being encrypted.

password value
The password used for accessing the specified Configuration
Database.

0
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As a result of this command, CCW writes an encrypted password in the
configuration file and exits.
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Chapter

Migration of Configuration
Database

This chapter describes the procedure for converting a Configuration Database

to the latest release of 8.1.

It contains the following topics:

«  About Migration from Previous Releases, page 83

«  Migrating Configuration Database 8.1.0 or earlier, page 85

« Updating Locale of 8.1.1 Configuration Database to Release 8.1.x, page 91

«  Migrating a Configuration Database from Single-Tenant to Multi-Tenant,
page 93

«  Cross-DBMS Migration, page 95

«  Multi-Language Configuration Databases, page 96

Note: This chapter provides information about migrating your Configuration
Database to versions 8.1.3 or earlier. For information about migrating
it to releases 8.5.0 and later, see the Management Framework
Migration Guide, available on the Genesys Documentation website.

About Migration from Previous Releases

Migrating from
Configuration
Database 8.1.0

or earlier

Migration Guide

How you migrate your Configuration Database depends on the release of the
Database from which you are migrating.

If you are migrating from a release 8.1.0 or earlier Configuration Database, use
Configuration Conversion Wizard (CCW) to convert a copy of the
configuration data to the latest 8.1 format while the original configuration data
stays intact. The procedure is designed to protect data from corruption, and to
minimize Configuration Server downtime. As a result, the production database
remains operational during the conversion procedure and after the conversion
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Already Migrated

84

to Configuration
Database 8.1.1

Migrating from
Single-tenant to
Multi-tenant

Cross-DBMS
Migration

Migrating to
Multi-Language

About Migration from Previous Releases

is finished, and existing applications can connect to Configuration Server 8.1
and, thus, to the converted database. See “Migrating a Changed Database
Structure” on page 74 for information on how the migration process deals with
changes you may have made to your existing Configuration Database
structure.

Warning! Configuration Server release 8.1.0 or earlier is switched to Read-
only mode during the data conversion; this ensures that
Configuration Server clients do not modify existing data while it
is being converted. Configuration Server returns to normal
operational mode after the conversion procedure is complete.

To switch Configuration Server to Read-only mode, you must
supply login parameters of the Master Account or an account in
the Super Administrators group. If you do not have the account
information, ask the administrator for your Genesys Configuration
Database for help. For more information about the Master
Account, the Super Administrators group, and Read-only mode,
see the Framework 8.1 Deployment Guide and Framework 8.1
Configuration Manager Help.

Starting in release 8.1.2 of the Configuration Layer, new releases of
Configuration Server include extensions to the Configuration Database 8.1.1
schema that contain new application types and enumerators. If you have
previously migrated to Configuration Database 8.1.1, and want to use the latest
version of any Genesys products and features that depend on the new types or
enumerators, you only need to use CCW to update the locale information
stored in your database. You do not have to migrate your data, nor does CCW
copy your data. This greatly reduces the time required to complete the
migration to the new release. See “Updating Locale of 8.1.1 Configuration
Database to Release 8.1.x” on page 91.

If you have previously migrated to Configuration Database 8.1.1 and do not
need to use the new application types or enumerators, you do not need to
migrate your database any further. You can launch Configuration Server
against your database. You can always add the new types and enumerators later
(see “Updating Locale of 8.1.1 Configuration Database to Release 8.1.x” on

page 91).

If you want to convert your single-tenant Configuration Database to a multi-
tenant Configuration Database, you must first update the database to the latest
locale. See “Migrating a Configuration Database from Single-Tenant to Multi-
Tenant” on page 93 for more information.

If you are converting from one DBMS to another at the same time as you are
upgrading your Configuration Database, see “Cross-DBMS Migration” on
page 95.

If you want to convert your Configuration Database, supporting only one
language, to one that supports multiple languages using UTF-8 encoding, you
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must first update the database to the latest locale. See “Multi-Language
Configuration Databases” on page 96 for more information.

Note: If you are using CCW with a database that is in UTF-8 format already
and with which Configuration Server is currently running, you must
set the allow-mixed-encoding option to true in Configuration Server.
This ensures that older clients will be able to connect to Configuration
Server.

The Migration Process

To upgrade the existing database, first set up the migration environment as
described in Chapter 4 on page 73. Then proceed with the database conversion
as described in the following section.

Notes: « Support of the PostgreSQL DBMS is new in release 8.0, so
migration of a PostgreSQL database from a release prior to 8.0 is
not supported.

* The conversion procedure for Configuration Database 5.1 is similar
to the current procedure for Configuration Database. Note,
however, that the Configuration Conversion Wizard (CCW) does
not convert 5.1 data from DB2 databases.

* You must upgrade the Configuration Database if you are upgrading
from release 8.0 or earlier. However, if you are upgrading from
8.1.0 to 8.1.1, you must also convert the Configuration Database to
the 8.1.1 schema, using CCW.

Migrating Configuration Database 8.1.0 or
earlier

If you are migrating from a Configuration Database 8.1.0 or earlier, follow the
procedures described in this section to migrate your data.

Notes: If you are already using a release 8.1.1 Configuration Database,
migration of the database is not required. See “Updating Locale of
8.1.1 Configuration Database to Release 8.1.x” on page 91 for more
information.
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Starting Applications for Conversion

To Start CCW

To begin upgrading configuration data structures to the latest 8.1 format, start
DB Server 8.1 (refer to the Framework 8.1 Deployment Guide).Then start

CCW.

1. Make sure that you have the database connection parameters (see
“Specifying the Database Connection” on page 77).

2. From the Windows’ Start menu > Programs menu, run Configuration
Conversion Wizard (CCW).

3. Read the CCW WelLcome page and make sure that the listed preliminary
requirements are met.

4. Provide the database connection parameters, by doing one of the

following:

+ Select Use configuration file and provide the name and location of
the configuration file (see “Configuring the Local Configuration File”
on page 77).

+ Select Manually enter parameters and enter the parameters as
requested on the subsequent wizard pages (see “Entering Connection
Parameters Dynamically” on page 80).

When CCW connects to the database with the specified parameters, it:

Identifies the version of the database to which it has connected.
Checks the content of configuration data in the database.
Gathers some statistical information about the database.

Verifies whether Configuration Server runs against the database. If so,
CCW prompts the user for Configuration Server connection parameters
and sets Configuration Server to Read-only mode.

For instructions on what values to specify for Configuration Server
connection parameters, see Appendix A, “Login Procedure,” on

page 1821.

Use the user name and password of the Master Account or of an account

that is a member of the Super Administrator group; no other accounts have
permissions to switch Configuration Server to Read-only mode.

Converting Configuration Database
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Use the following procedure to migrate your 8.1.0 or earlier Configuration
Database 8.1.0.
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Procedure:
Converting an 8.1.0 or Earlier Configuration Database

Purpose: To migrate a release 8.1.0 or earlier Configuration Database to the
current Configuration Database schema.

Start of procedure

1. From the list of possible procedures that CCW displays, select Upgrade
Configuration Database.

2. When CCW prompts you to specify a new database that is to be used for
the conversion procedure:
a. Go to the database management system (DBMS) that handles your
existing Configuration Database and do one of the following:

* For all DBMS types except Oracle, create a new database, which
will be used as the database copy for conversion.

Note: The existing and new databases must be located within the
same DBMS. Use the same user account to access both
databases.

If you are using Sybase, see also “Recommendations for
Sybase Users” on page 89.

¢ For the Oracle DBMS, create a new user.

b. Using DBMS tools, copy the existing Configuration Database into the
newly created database.

Note: If you are using MS SQL, Genesys recommends that you use
the DBMS backup and restore procedures for copying the
database.

c. Return to the CCW window.

3. Specify the name of the newly created database (for all DBMS types
except Oracle) or the new user name and password (for the Oracle DBMS).

4. Click Next to start the data conversion.

The conversion process might take some time, depending on the database
size. A progress bar appears during conversion, indicating the progress of
the conversion process.

For example, conversion of a Configuration Database that contains around
200,000 configuration objects takes approximately 15 minutes if you use a
computer running Windows 2000 with 1.5 GHz and 1 GB RAM.
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If CCW detects that data in a particular table within your database does not
comply with the latest 8.1 integrity rules, a warning is displayed. If this
warning appears, exit CCW, resolve the data inconsistency as described on
page 90, and restart the conversion process.

5. When CCW prompts you for which localization script to execute:

* To load the English localization data from the Wizard’s internal source,
select Load default English Localization data.

* To load localization data from an external source, select Load specific
localization script which Iwill point out. Then browse for the
script that loads the CfgLocale table into the converted database. A
script for your database type is located inthe sql_scripts folder within
the directory where Configuration Server 8.1 is installed.

Table 1 provides a list of database types and their corresponding
localization script names for an enterprise or multi-tenant environment.

Table 1: CfgLocale Scripts

Database Type

Script Name

DB2 Cfglocale db2.sql
Informix Cfglocale ifx.sql
Microsoft SQL Cfglocale mssql.sql
Oracle CfgLocale_ora.sql
PostgreSQL CfgLocale_postgre.sql
Sybase Cfglocale syb.sql

Note: Support of the PostgreSQL DBMS was new in release 8.0, so
migration of a PostgreSQL database from a release prior to 8.0 is not

supported.

After executing the script, CCW checks the existing Switching Office
objects to find out if any are of these types:

*  WorldCom 800 Gateway
* AT&T 800 ICP Gateway
*  Concert 800 Gateway

This verification occurs because in the latest 8.1 Configuration Database, a
clear distinction is made among different switches of the general
WorldCom 800 type. If you use AT&T 800 ICP Gateway or Concert 800
Gateway switches in your environment, you must update the
corresponding Switching Office objects to reflect the actual type so that
T-Servers for these switches can operate.

0
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If the database contains one or more Switching Office objects of one of the
three types, CCW displays the list of these Switching Office objects and
suggests that you specify one of the three types for each Switching Office
in the list:

*  WorldCom 800 Gateway (the default choice)

* AT&T 800 ICP Gateway

*  Concert 800 Gateway

6. For each existing Switching Office, select the type that matches your
environment.

7. When a message appears indicating that the database upgrade is complete:

a. Click Statistics to review a report on how many objects in each
database table have been removed, added, or converted.

b. Click Finish to exit CCW.

End of procedure

CCW stores information about the conversion in a log file created in the Log
folder within the directory in which CCW is installed.

At shutdown, CCW sets the earlier Configuration Server back to the normal
operational mode.

Recommendations for Sybase Users

To migrate the Configuration Database that resides in the Sybase DBMS, the
option select into must be set to true for the new database (the copy that is
being converted). You can do this within the isql shell using the following
command sequence:

master..sp_dboption <your_db_name), ‘'select into', true

go

use <your_db_name>

checkpoint

go

Starting the 8.1 Environment

The conversion procedure places the converted data in the newly created
database. Use this database as your 8.1 Configuration Database.

To Start the New  After you exit the Configuration Conversion Wizard:

8.1 Environment

Migration Guide

1. Ifyou upgraded from Configuration Database 8.1.0 or earlier, ensure that a
configuration file for Configuration Server 8.1 exists in the directory where
Configuration Server 8.1 is installed. This file provides the Configuration
Server with the configuration information about:

+ The Configuration Database that has been created as a result of the
conversion procedure.

+ The user account through which the database can be accessed.
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+« DB Server 8.1.

In the configuration file for Configuration Server 8.1, set the following

options:

+ host and port equal to the values specified in the configuration file for
the release 8.0 or earlier Configuration Server.

+ dbname equal to the name of the DB Server 8.1 Application object.
Save the file.

Note: Starting in release 7.5, the port option in the configuration file is
used only during the first start of Configuration Server with an
initialized database. After Configuration Server has started, the
value of this option is written to the Configuration Database and
associated with the Configuration Server Application object. Then,
upon subsequent restarts, Configuration Server reads the port
information from its AppLlication object in the Configuration
Database and ignores the setting of the port option in the
configuration file.

Since the migrated Configuration Database already contains a
Configuration Server Application object, Configuration Server uses
the port specified in the database and not the port specified in its
configuration file.

This step ensures that port information is synchronized between the
Configuration Server configuration file and the Configuration
Database.

Stop the Configuration Server running the earlier release.
Start Configuration Server 8.1.

Start Genesys Administrator or Configuration Manager 8.1. Then, in the
Login window, specify the connection parameters of Configuration Server
8.1 (see Appendix A, “Login Procedure,” on page 1821).

Check the Configuration Server 8.1 log to verify that Configuration Server
is running correctly.

Resolving Data Inconsistency
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To Resolve Data
Inconsistency

During conversion, CCW might encounter instances of configuration that do
not comply with the latest 8.1 rules. In this case, a warning displays requesting
that you resolve the data inconsistency in a particular database table. If the
warning appears:

1.
2.

Click 0K to close the warning window and click Finish to exit CCW.

Check the CCW log file to identify the names of AppLlication objects
whose data do not comply with the latest 8.1 rules.
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3. Make a backup copy of the existing database before you make any changes
to the objects that CCW reported as inconsistent. This way, you can always
restore your original database.

4, Start Configuration Manager and specify parameters of the Configuration
Server that runs against the existing database at the Login Window (see
Appendix A, “Login Procedure,” on page 1821).

5. Decide which server(s) you want to leave as primary server(s) and which
as backup server(s) so that:
+ All primary and backup servers are primary-backup pairs. That is, no
backup servers are configured for a server that is configured to be a
backup server itself.

+ All primary and backup servers have one-direction references. That is,
no backup server has a reference to its primary server in the Backup
Server field.

6. For those Application objects that you decided to leave as backup servers,
set the Backup Server parameter to none.

After you resolve all instances of data inconsistency in your Configuration
Database:

+ Exit Configuration Manager.

* Restart the conversion process, beginning with “To Start CCW” on
page 86.

Updating Locale of 8.1.1 Configuration
Database to Release 8.1.x

Migration Guide

If you have previously migrated to Configuration Database 8.1.1, you do not
need to migrate your database to release 8.1.x. If you do not want to use the
latest versions of any Genesys products and features that depend on new types
or enumerators introduced by the new version of Configuration Server, you do
not have to migrate or update anything - Configuration Server will work with
your database as is.

However, if you want to use the latest versions of any Genesys products and
features that depend on new types or enumerators introduced by a version of
Configuration Server, you must update the locale information stored in the
database, Use the procedure “Updating the locale of an 8.1.1 Configuration
Database” on page 92. You do not have to migrate your data, nor does CCW
copy your data. This greatly reduces the time required to prepare your database
for use with the new release. In addition, you do not have to restrict access to
your existing database during the locale upgrade.
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Notes: There is no requirement to install the latest Configuration Server in
your environment, just update the locale. The current Configuration
Server will work with the updated database and the new definitions.

However, Genesys strongly recommends that you install the latest
Configuration Server available to obtain all recent defect fixes.

Procedure:
Updating the locale of an 8.1.1 Configuration Database

Purpose: To update the locale of an 8.1.1 Configuration Database to enable the
use of new Genesys products and features depending on the new application
types and enumerators included in a specific version of Configuration Server
release 8.1.2 or later.

Warning! Carefully select the location of the localization scripts that you are
loading using CCW. Selecting the incorrect localization script can
damage the database.

In addition, Genesys strongly recommends that you make a
backup of your current database using DBMS tools before you
start the update.

Start of procedure

1. Determine the version of Configuration Server 8.1.x that contains the
required definitions. Use documentation provided with new products that
require the new types and enumerators.

2. Launch Configuration Conversion Wizard (CCW).

Note: Make sure that you are using the latest available version of
CCW to ensure that you can update the locale without being
required to make a copy of your database.

3. From the list of possible procedures that CCW displays, select Upgrade
Configuration Database.

4, When CCW prompts you to re-load the localization script, select Yes.

When CCW prompts you for which localization script to execute, do one

of the following:

* To load the English localization data from the Wizard’s internal source,
select Default localization data (from internal source).

* To load localization data from an external source, select Load specific
localization script.
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6. Select the Cfglocale script in the installation package for the
Configuration Server version identified in Step 1, or in the sql_scripts
folder within the directory if that (or later) version of Configuration Server
8.1.x is installed.

Table 2 on page 93 provides a list of database types and their
corresponding localization script names for an enterprise or multi-tenant
environment.

Table 2: CfgLocale Scripts

Database Type Script Name
DB2 Cfglocale db2.sql
Informix Cfglocale_ifx.sql
Microsoft SQL Cfglocale mssql.sql
Oracle Cfglocale ora.sql
PostgreSQL Cfglocale postgre.sql
Sybase Cfglocale syb.sql

CCW loads the new locale into the database.

7. When a message appears indicating that the database upgrade is complete:

a. Click Statistics to review a report on how many objects in each
database table have been added or modified.

b. Click Finish to exit CCW.

8. Restart Configuration Server and its backup, if configured.

End of procedure

Migrating a Configuration Database from
Single-Tenant to Multi-Tenant

Note: If you are using CCW with a database that is in UTF-8 format already
and with which Configuration Server is currently running, you must
set the allow-mixed-encoding option to true in Configuration Server.
This ensures that older clients will be able to connect to Configuration
Server.

Starting in release 8.1.3, you can use CCW to convert a single-tenant
configuration database to a hierarchical multi-tenant configuration database. In
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effect, your data object model becomes a multi-tenant object model with only
one root (Environment) tenant—yours.

After the conversion, you might notice a few changes to your database, such
as:

» All folders previously located in the Resources Tenant are now in the
Environment Tenant.

* There is no longer a Tenant called Resources; it has been removed.

Note: If you are using CCW to convert a single-tenant database that is
already in UTF-8 format and with which Configuration Server is
already running, to a multi-tenant database, you must set the al Low-
mixed-encoding option to true in Configuration Server.

Procedure:
Migrating a single-tenant Configuration Database to a
multi-tenant Configuration Database

Purpose: To convert a Configuration Database from a single-tenant to multi-
tenant, using CCW. You can perform this procedure at any time so long as the
necessary prerequisites are met, but Genesys recommends that you perform
this procedure when migrating to a new release or locale.

Warning! You must perform this procedure on an exact copy of the single-
tenant Configuration Database. CCW compares the copy to the
original database, and will not perform the conversion if they are
not identical.

Prerequisites

* The single-tenant database must be in the current (release 8.1.1 or later)
schema.

* Permissions to the Environment tenant have been changed to allow full
access for Administrators.

* An exact copy of the single-tenant database exists. It is this copy that will
be converted to the multi-tenant structure. CCW does the conversion only
if the two databases are identical.

» If the single-tenant database is already migrated to UTF-8 format, and is
running with Configuration Server, the al Low-mixed-encoding option is set
to true in Configuration Server.
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Start of procedure

1.

Launch Configuration Conversion Wizard (CCW).

Note: Make sure that you are using the latest available version of
CCW.

From the list of possible procedures that CCW displays, select
Maintenance, and click Next.

Note: If the Maintenance option is disabled, the database is not in
the current schema. See “Migrating Configuration Database
8.1.0 or earlier” on page 85 to update the schema of your
database, then retry this procedure.

From the list of maintenance activities, select Migrate database to multi-
tenant mode, and click Next.

If you have not yet created an exact copy of the database to be converted,
do so now.

Enter the name of the copy of the database to be converted, and click Next.

CCW will connect to that database, and compare it to the original. If they
are identical, CCW will perform the conversion, ending with a final
notification that the migration is complete.

If they are not identical, CCW will not perform the conversion, and display
a warning. The two databases must be identical before CCW will proceed
with the conversion.

End of procedure

Cross-DBMS Migration

Genesys does not provide a tool for migration of a Configuration Database in
one DBMS to another DBMS. This section provides a general workaround that
will enable you to perform the cross-DBMS migration.

Migration Guide

1.

Upgrade the original (earlier) Configuration Database to the latest 8.1 in
the same DBMS.

Use CCW to export the upgraded Configuration Database. The output SQL
statements will be written in the syntax of the source DBMS.

If the SQL syntax of the source DBMS is different from that of the target
DBMS, manually convert the exported SQL statements into the syntax
necessary for the new DBMS.

Initialize the newly created Configuration Database in the target DBMS by
running the initialization script only. For example, if the target DBMS is
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Oracle and the database is for a single-tenant configuration, use the file
init_single_ora.sql. Do not run the file CfgLocale_ora.sql.

Warning! There will be some duplicate statements in the initialization file, at
least for default and confserv applications and for some ACEs.
These duplicate statements should be removed from the
initialization file, or the corresponding entries updated manually
using Genesys Administrator or Configuration Manager after
running the export file.

5. Execute the transformed export file using the target DBMS. Do not use
CCW for this purpose.

Multi-Language Configuration Databases
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In release 8.1.2 and earlier, a new multi-language configuration database could
only be created manually in the appropriate Database Management System
(DBMS). There was no automated way to migrate an existing database into
one that supported data in multiple languages simultaneously. If you wanted to
use multi-language functionality in those Genesys components that supported
it, you had to contact Genesys Professional Services.

Starting in release 8.1.3, you can use CCW to convert an existing
Configuration Database using a single type of character encoding, to a multi-
language database using UTF-8 encoding. Use the procedure “Migrating a
Configuration Database to a multi-language database using UTF-8 encoding”
on page 96.

Procedure:
Migrating a Configuration Database to a multi-
language database using UTF-8 encoding

Purpose: To convert a Configuration Database to a multi-language database
using UTF-8 encoding. You can perform this procedure at any time if the
necessary prerequisites are met, but Genesys recommends that you perform
this procedure when migrating to a new release.

Warning! Perform this procedure on an exact copy of the original
Configuration Database. If unforeseen problems occur, you can
then go back to the original database without any loss of data.

Prerequisites

* The original database must be in the current (release 8.1.1 or later) schema.

0
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* Permissions to the Environment tenant have been changed to allow full
access for Administrators.

* A new blank database in which the encoded data will be stored has been
created and initialized with a multi-language locale. Refer to the
Framework Deployment Guide for instructions about creating and
initializing a multi-language database.

Start of procedure

1. Launch Configuration Conversion Wizard (CCW).

Note: Make sure that you are using the latest available version of CCW.

2. From the list of possible procedures that CCW displays, select
Maintenance.

Note: [f the Maintenance option is disabled, the database is not in the
current schema. See “Migrating Configuration Database 8.1.0 or
earlier” on page 85 to update the schema of your database, then
retry this procedure.

3. From the list of maintenance activities, select Migrate database to UTF-8
mode.

4. When prompted, select the character encoding used by the original
database, and enter the parameters of the new database and the DB Server
as requested.

After performing some checks, CCW will start the migration. This may
take a while, depending on the size of your Configuration Database.

5. When the migration is completed, do one of the following:
* Press Next to view migration statistics, a list of tables that are in the
database and the number of rows in each that were migrated.
* Press Back to return to the list of maintenance activities.

End of procedure
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Chapter

Update of Configuration
Database Locale

This chapter describes the conversion for updating the locale (schema) of a
Configuration Database, version 8.1.1 or later, to the latest locale.

It contains the following topics:

* Overview, page 99

* Updating the Locale, page 100

* Next Steps, page 102

Note: This chapter provides information about updating your Configuration
Database Locale to versions 8.1.3 or earlier. For information about
migrating it to releases 8.5.0 and later, see the Management

Framework Migration Guide, available on the Genesys
Documentation website.

Overview

Migration Guide

If you are currently using Configuration Database 8.1.1 or later, you do not
need to migrate your database to a newer version. If you do not want to use the
latest versions of any Genesys products and features that depend on new types
or enumerators introduced by the new version of Configuration Server, you do
not have to migrate or update anything—Configuration Server will work with
your database as is.

See Table 1 “CfglLocale Scripts” on page 88 to determine if you need to update
the locale of your database. If you are not going to use those new features, or
are satisfied with the given workarounds, you do not have to migrate your
Configuration Database; Configuration Server 8.5 will work fine with your
current Configuration Database.
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However, if you want to use the latest versions of any Genesys products and
features that depend on new types or enumerators introduced by a version of
Configuration Server, you must update the locale information stored in the
database. You do not have to migrate your data, nor does CCW copy your data.
This greatly reduces the time required to prepare your database for use with the
new release. In addition, you do not have to restrict access to your existing
database during the locale upgrade.

Warning! You can upgrade only the latest available locale of your current
release. That is, you cannot load the 8.5 locale into an 8.1
database. You must first upgrade your database to 8.5, and then
load the 8.5 locale.

Notes: There is no requirement to install the latest Configuration Server 8.5
in your environment, just update the locale. The current Configuration
Server 8.5 will work with the updated database and the new
definitions.

However, Genesys strongly recommends that you install the latest
Configuration Server available to obtain all recent defect fixes.

Updating

100

the Locale

Use the following procedure to update the locale of your Configuration
Database without affecting the data.

Procedure:
Updating locale of Configuration Database

Purpose: To update the locale of a Configuration Database to enable the use of
new Genesys products and features that depend on new application types and
enumerators included in the current version of Configuration Server.

Warnings! « Carefully select the location of the localization scripts that you
are loading using CCW. Selecting the incorrect localization
script can damage the database.

» Genesys strongly recommends that you make a backup of your
current database using DBMS tools before you start the update.

* You can upgrade only the latest available locale of your current
release. That is, you cannot load the 8.5 locale into an 8.1

database. You must first upgrade your database to 8.5, and then
load the 8.5 locale.

0
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Prerequisites

Your Configuration Database must be in release 8.1.1 or later schema.

You must be using the version of CCW that matches the version of the
database being updated.

Start of procedure

1.

Determine the version of Configuration Server that contains the required
definitions. Use documentation provided with new products that require
the new types and enumerators.

Launch Configuration Conversion Wizard (CCW).

Note: Make sure that you are using the latest available version of
CCW to ensure that you can update the locale without being
required to make a copy of your database.

From the list of possible procedures that CCW displays, select Upgrade
Configuration Database.

When CCW prompts you to re-load the localization script, select Yes.

When CCW prompts you for which localization script to execute, do one

of the following;:

* To load the English localization data from the Wizard’s internal source,
select Default Llocalization data (from internal source).

* To load localization data from an external source, select Load specific
localization script.

Select the CfgLocale script in the installation package for the
Configuration Server version identified in Step 1, or in the sql_scripts
folder within the directory if that (or later) version of Configuration Server
is installed.

Table 3 provides a list of database types and their corresponding
localization script names for an enterprise or multi-tenant environment.

Table 3: CfgLocale Scripts

Database Type Script Name

DB2 Cfglocale db2.sql
Microsoft SQL Cfglocale mssql.sql
Oracle Cfglocale ora.sql
PostgreSQL Cfglocale postgre.sql

Note: Updating the locale of an Informix or Sybase database is not

Migration Guide

supported in release 8.5.
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CCW loads the new locale into the database.

7. When a message appears indicating that the database upgrade is complete:

a. Click Statistics to review a report on how many objects in each
database table have been added or modified.

b. Click Finish to exit CCW.

8. Restart Configuration Server and its backup, if configured.

End of procedure

Next Steps

102

After you have updated the locale/schema of your Configuration Database, you
might consider doing the following:

* Use CCW to convert a single-tenant database to a multi-tenant database.
See page 93.

* Use CCW to convert a single-language database to a multi-language
database. See page 96.
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Chapter

Changes in Framework

This chapter describes major changes in Framework architecture and
configuration option changes in each server component and discusses the
following topics:

«  Component Changes for Framework, page 103

«  Configuration Option Changes for Framework, page 118

Note: This chapter contains information about changes in Framework up to
version 8.1.3. For changes in releases 8.5.0 and later, see the
Management Framework Migration Guide, available on the Genesys
Documentation website.

Component Changes for Framework

Table 4 lists summaries of all high-level component differences for Framework
from release 7.0 through 8.1, with the most recent changes listed first. For
detailed information about all new features and functions available in
Framework 8.1, refer to the Framework 8.1 Deployment Guide.

Note: Starting with release 7.2, Stat Server information is provided in the
chapter “Stat Server Migration”.
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Table 4: Framework Component Changes Between Release 7.0 and 8.1

Current Type of Change | Details

Component | Change Occurred

Name in Release

All Framework | New 8.1 Genesys Framework now supports [Pv6 on most
components functionality connections.

Genesys Framework now supports the FlexLM 11.9
license manager.

TLS as implemented by Genesys meets the Federal
Information Processing Standards (FIPS). This applies to
those components that support TLS.

All Framework | New 8.1 The minimum permissions required to set up and operate
components functionality Management Framework are now documented.

(cont.)

Configuration | New 8.1 The Configuration Database can now store encrypted data
Database functionality using database encryption capabilities, but only if the

Database Management System (DBMS) supports the
encryption. (This refers to Transparent Data Encryption
(TDE)).

Migration is not required for Configuration Database
8.1.1; optional upgrade of locale information using CCW
is all that is required.

New multi-language environments are supported starting
in release 8.1.2. Configuration Database and client
databases must be configured appropriately when the
database is first created.

Configuration | New 8.1 You can use CCW to convert:

Conversion functionality  An existing Configuration Database from its current

Wizard character encoding to a multi-language Configuration
database encoded using UTF-8

* A single-tenant Configuration Database to a multi-
tenant Configuration Database

External New 8.1 LDAP external authentication can now be configured on
Authentication | functionality Configuration Server Proxy so authentication requests
will be performed directly without forwarding them to the
Master Configuration Server.

Configuration Server Proxy now supports multiple LDAP
servers.
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Component Changes for Framework

Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

External Changed 8.1 Only users with External IDs will be considered for
Authentication | functionality external authentication.

You can now configure Configuration Server to use
LDAP external authentication by setting configuration
options, instead of modifying the Configuration Server
configuration file and the Ldapclient.conf file.

You now configure Configuration Server to use RADIUS
external authentication by setting configuration options
instead of modifying the Configuration Server
configuration file.

Migration Guide
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Component Changes for Framework

Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current
Component
Name

Type of
Change

Change
Occurred
in Release

Details

Configuration
Server

New
functionality

8.1

With Oracle and MS SQL databases, users can configure
a new mode of operation using stored procedures that will
increase the performance of the system when processing

update requests.

Configuration Server now supports heartbeat detection
functionality used by Local Control Agent (LCA) to
detect unresponsive Genesys applications.

A system administrator, or a user with equivalent access
rights and permissions, can configure:

» Additional attributes for user passwords, such as case,
punctuation, character type, expiration, and reuse.

* A user to be required to change his or her password at
first login (if forced password reset is supported by the
user interface).

*  Whether an account can be locked out after a specified
number of unsuccessful login attempts.

*  Whether an account can be considered to be expired
after a specified time of inactivity.

The hash algorithm for the secure storage of passwords
has been updated. If you are using Configuration Server
Proxies running previous versions, you must set up
Configuration Server to use the older version of the
password hash until you upgrade all Configuration Server
Proxies.

When a user is editing an object that is linked to other
objects, only a user with access to one or more of those
linked objects can change the link between their linked
objects and the object being edited.

When configuring two applications as an HA pair, both
applications must be started from the same account.

Configuration Server now supports LDAP full referrals
returned by Microsoft Active Directory.

New multi-language startup mode that enables storage of
data in UTF-8 format in most fields.

A change of Wrap-up Time made at the Agent Login
level now also appears in the configuration of the Agent.

High capacity connections for SIP Server are now
available on Linux systems.
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Component Changes for Framework

Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details
Component | Change Occurred
Name in Release
Configuration | Enhanced 8.1 When configuring a Campaign Group, users can now
Server support for select Average Distribution Time or Maximum Gain as an
Outbound optimization method. Target Value for Maximum Gain is a
Contact calculated value based on Established Gain and
Solution Abandoned Loss.
Configuration | Enhanced 8.1 Support of Oracle’s large objects (LOB) data type for
Server support for Routing Strategies, making storage of Routing Strategies
Routing more efficient.
Solution Support of UTF-8 encoding for Business Attribute
objects.
Configuration | New 8.1 Users can now configure a writable Configuration Server
Server Proxy | functionality Proxy to allow its clients to add, delete, or modify
configuration objects and their permissions.
Configuration Server Proxy now supports heartbeat
detection functionality used by Local Control Agent
(LCA) to detect unresponsive Genesys applications.
Configuration Server Proxy now supports Client-Side
Port Definition on all its connections.
Client connections are now restored automatically by the
backup Configuration Server Proxy after a switchover of
the proxy servers.
Configuration | New 8.1 You can now configure the following new types of
Manager configuration configuration objects in Configuration Manager:
object types

* Application types—Advisors Cisco Adapter, Advisors
Genesys Adapter, Advisors Platform, Contact Center
Advisor, Frontline Advisor, Business Rules Execution
Server, Business Rules Application Server, CSTA
Connector, Federation Server, Federation Stat
Provider, Genesys Administrator Server, OT ICS
OMP Infra, OT ICS Server, Social Messaging Server,
UCM Connector, VP MRCP Proxy, VP Policy Server,
Web Engagement Backend Server, Web Engagement
Frontend Server, and Web RTC Gateway

* Script types—Business Rules Data

* Switch types—Aastra MX-ONE, Broadsoft
BroadWorks

Migration Guide
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

Local Control | New 8.1 Applications on a Host now connect to the LCA on that

Agent functionality Host using a loopback interface. This enables the

(including connection to remain stable regardless of the status of the

Genesys Network Interface Card.

Deployment Local Control Agent can now monitor the state of NTP

Agent services. New logs report when an NTP service ceases to
be available and when it becomes available. In addition,
users can now change the signature of an NTP
service/daemon.
Local Control Agent and Genesys Deployment Agent
now support TLS, including enabling you to secure
specified ports using the TLS Protocol.

Log Database | New 8.1 The Log Database can now store encrypted data using

functionality transparent database encryption as described for specified

databases.

Solution New 8.1 Solution Control Server now supports heartbeat detection

Control Server | functionality functionality used by Local Control Agent (LCA) to
detect unresponsive Genesys applications.

Solution New 8.1 You can now install the Solution Control Server utilities

Control Server | functionality without installing Solution Control Server. Previously, the

utilities utilities were only installed automatically with Solution
Control Server.
The mlecmd.exe utility now uses names or DBIDs, and
requires that the user provide credentials sufficient to
access Configuration Server information to use the utility.
In addition, parameters have been added that:
* clear all active alarms
+ report CPU usage for each thread of a given process of

a given application, and store the results in an XML
file.

Message New 8.1 Error messages for authentication errors no longer

Server functionality contain a hint or direct indication of the reason that
authentication failed.
Message Server now supports Client-Side Port Definition
and TLS on all its connections, and enables you to secure
specified ports using the TLS Protocol.
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Component Changes for Framework

Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

Message New 8.1 If Message Server is unable to enter a log into the Log

Server functionality Database, a log event is generated, and can be used to
trigger an alarm.

Logs and New 8.1 You can now enable and disable log filtering for

Alarms functionality individual applications.
Alarm Detection and Alarm Condition scripts now use
the name of the affected configuration object by default,
instead of the database identifier (dbid). This ensures
seamless XML import and export of Alarm Detection and
Alarm Reaction script definitions.
Host and Tenant attributes have been added to audit logs.
New options enable sensitive data in logs to be marked
for post-processing by the user, such as deletion,
replacement, or hiding

Deployment Removed 8.1 You can no longer use Framework Deployment Wizards

Wizards functionality on the new versions of software introduced in release 8.1.

Configuration | Extended 8.0 GVP objects are now stored in the Configuration

Database functionality Database. You can manage them using Genesys
Administrator, or with Configuration Manager and
Solution Control Interface.

DB Server New 8.0 DB Server can now detect database failures and try to

functionality reconnect.

DB Server now supports the PostgreSQL Database
Management System.

Configuration | Extended 8.0 You can now configure hierarchical multi-tenant

Server functionality environments, where each Tenant is a parent Tenant, child

Tenant, or both.

Advanced Disconnect Detection Protocol is now
supported between primary and backup Configuration
Servers.
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Component Changes for Framework

Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current
Component
Name

Type of
Change

Change
Occurred
in Release

Details

Configuration
Server

New
functionality

8.0

All Management Framework clients of Configuration
Server now subscribe for only necessary notifications,
improving system performance.

You can now configure, at a Tenant level, a minimum
length for all passwords used to gain access to
applications within that Tenant.

You can now configure a master Configuration Server
running 8.x to ensure that Configuration Server Proxy
running 7.6 or earlier reads configuration data correctly,
even if using a different database schema.

The History Log is now stored in the Configuration
Database by all Configuration Servers (the HA pair),
except Configuration Server Proxies.

Configuration
Manager

New
configuration
objects and

types

8.0

You can now configure the following new configuration
objects in Configuration Manager:

* Application types—Advisors, Capture Point,
Customer View, ESS Extensible Services, iWD
Manager, iWD Runtime Node, Interaction Workspace,
Orchestration Server, Rules ESP Server, SMS Server

¢ GVP Voice Platform Profiles

» Script types—ESS Dial Plan, Interaction Workflow
Trigger, Outbound Schedule

» Switch types—Avaya TSAPI, Cisco UCCE, Huawei
NGN

You can now set the following new values for Business
Attributes of type Media Type:

e smssession
*  mms

* mmssession

Configuration
Manager

New
functionality

8.0

By selecting an object in a Search results list, you can
now directly open the folder containing that object, or
view its list of dependent objects.

You can set Configuration Manager to Emergency Mode,
which provides read-only access to all Users except
members of the Super Administrators access group.

The on-line Help file now includes keyboard shortcuts
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current
Component
Name

Type of
Change

Change
Occurred
in Release

Details

Configuration
Manager

Changed
functionality

8.0

You can now enter up to 4 KB of text when defining
flexible option values of configuration objects.

Disabled users can no longer log in to any Genesys
Application.

Local Control
Agent

New
functionality

8.0

The Genesys Deployment Agent is now deployed with
LCA. The Genesys Deployment Agent works with
Genesys Administrator to deploy Genesys Applications
and Solutions on the Host.

Local Control Agent can now detect unresponsive
Genesys applications for which you can configure
appropriate actions, including alarms if required.

Solution
Control Server

New
functionality

8.0

In a Distributed Solution Control environment, any
Solution Control Server can detect the failure of a remote
site controlled by another Solution Control Server.

You can now use the mlcmd.exe command line utility to
stop and start Applications and Solutions; to retrieve the
status of Applications, Solutions, and Hosts; and to create
and send a custom log message.

Solution
Control
Interface

New
functionality

8.0

You can now shut down an Application gracefully, if the
Application supports Graceful Stop. Likewise, you can
shut down a Solution gracefully, if the Applications that
make up the Solution support Graceful Stop.

After a user logs in, the date and time when anyone last
logged in using that account is displayed.

Platform status is now color-coded, to provide a quick
visual reference as to the state of the system.

A user can now be granted read-only access to the alarm
interface, allowing them to monitor system status,
including alarms, but prohibiting them from clearing
alarms.

The on-line Help file now includes keyboard shortcuts.

Enhanced
functionality

8.0

If you upgrade the Log Database to 8.0 or later, SCI now
displays log records in descending order of generation
with no effect on performance for large log databases.
This upgrade is optional.

Logs and
Alarms

Changed
functionality

8.0

You can now specify a greater number of files (segments)
before logs expire.
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

Wizard New 8.0 Now supports the user inactivity timeout feature

Manager functionality introduced in 7.6.

Configuration | New 8.0 You can now enter configuration changes data in an XML

Import Wizard | functionality file, and then use the new x2c.exe command line utility to
apply those changes to the configuration data.

External New 8.0 New log events allow users to better monitor the

Authentication | functionality connection between Configuration Server and the
RADIUS or LDAP external authentication server.
When logging in, you will receive messages from the
RADIUS and LDARP servers indicating the success or
failure of your login.
You can now configure Configuration Server to accept an
empty password if the external authentication server
allows it.
You can now configure RADIUS external authentication
on Configuration Server Proxy.

Management | Removed 8.0 Replaced by the Deployment Wizard in Genesys

Framework functionality Administrator.

Deployment

Manager

Configuration | New 7.6 You can now improve system performance for large

Server functionality History Log updates.

Changed 7.6 By default, new users are no longer added automatically
functionality to a user group.

To enable new users created in 7.6 or later to be assigned
automatically to pre-defined Access Groups, you must
manually disable this feature.

Configuration | New 7.6 During installation, you can configure the circumstances

Manager functionality under which a Security Banner, which you can also
design, to appear at login.
You can now configure a time period after which users
who have been inactive during that time will be forced to
log in again.
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Table 4. Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details
Component | Change Occurred
Name in Release
Solution New 7.6 During installation, you can configure the circumstances
Control functionality under which a Security Banner, which you can also deign,
Interface to appear at login.
You can now configure a time period after which users
who have been inactive during that time will be forced to
log in again.
External New 7.6 You can now configure multiple LDAP external
Authentication | functionality authentication servers.
Logs and New 7.6 You can now customize log events for an application by
Alarms functionality changing the log level of an event, or by disabling the
event.
DB Server New 7.5 You can now configure multiple listening ports on those
functionality DB Server Application objects which are configured
using a configuration file.
You can now secure specified ports with Genesys
Security using the TLS Protocol.
Configuration | New 7.5 You can now configure multiple listening ports on
Server functionality Configuration Server.
You can now secure specified ports with Genesys
Security using the TLS Protocol.
History log functionality is now mandatory.
You can now configure Configuration Server to accept or
reject a blank password.
Configuration | New 7.5 You can now configure all objects and parameters for
Manager functionality Cost-based Routing in Configuration Manager.
Campaign groups can be associated with multiple servers.
Genesys New 7.5 Enables Genesys Security using the TLS Protocol on
Security Pack | component UNIX platforms.
on UNIX
Message New 7.5 Message Server can now connect to DB Server or
Server functionality Configuration Server as a client using a secure

connection.

You can now control how many messages Message
Server sends to DB Server without waiting for a response.
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

Solution New 7.5 You can now configure multiple listening ports on a
Control Server | functionality Solution Control Server.

(SCS)

You can now secure specified ports with Genesys
Security using the TLS Protocol.

You can now distribute control over a primary and
backup server in a redundant pair between different
Distributed Solution Control Servers.

External New 7.5 You can now configure multiple RADIUS external
authentication | functionality authentication servers.

Logs and New 7.5 Log messages and alarms generated by the SCS are now
alarms functionality processed without using the Message Server.

You can now control the size of the Log Messages queue
when the connection between Message Server and DB
Server is unavailable.

SCS and LCA logs now include a date and time stamp.

An alarm is now visible only if you have access to the
application that generated the alarm.

Alarm reaction parameters now include the host name.

The Alarm Reaction Wizard now enables you to
customize the Subject line and content of e-mail alarm

reactions.
Configuration | New 7.5 You can now install configuration wizards from the
Wizards functionality appropriate product DVD, and run the wizards from a

common Wizard Manager.

The Common Wizard Component Set is no longer
required. There is no longer any dependency between
wizards of any application.

Configuration | New 7.5 CIW now contains utilities to support configuration data
Import Wizard | functionality import from the Cisco CallManager switch.
(CIW)
Login Removed 7.5 Backup server information is removed from the login
functionality dialog for the Solution Control Interface module.

External New 7.2 In a Managed Services environment, different Tenants
Authentication | functionality can now authenticate through different LDAP servers.
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details
Component | Change Occurred
Name in Release
Configuration | New 7.2 Now you can associate a Supervisor with an Agent
Manager functionality Group.
Now you can specify automatic or manual reconnection.
Search function now accepts the wildcard characters ?
and * and can be case-insensitive.
Login Removed 7.2 Backup server information removed from login dialog for
functionality these modules:
» Configuration Manager
* Genesys Wizard Manager
Configuration | New 7.1.1 CIW no longer requires a separately-purchased license,
Import Wizard | functionality and can be run from the Configuration Manager Tools
menu.
Login New 7.1.1 New Login dialog for these modules includes backup
functionality server information:
* Configuration Manager
* Genesys Wizard Manager
* Solution Control Interface
Log Events New 7.1 You can control delivery of specified log events from
functionality specified applications and application types.
LDAP New 7.1 Framework now supports external authentication for the
authentication | functionality Lightweight Directory Access Protocol (LDAP) servers:
Novell E-Directory, IBM Tivoli Directory Server,
Microsoft Active Directory.
Configuration | New 7.1 Users can view help for program errors directly from the
Manager functionality menu bar.
Configuration | New 7.1 Configuration Server supports Stat Server’s new ability to
Server functionality collect Virtual Agent Group (VAG)-based data.
Configuration Server also checks VAGs converted from
earlier installations and displays a message if it finds
errors.
Management | New 7.1 The Management Layer supports Genesys Enterprise
Layer functionality Telephony Software (GETS) functionality.
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

Solution New 7.1 SCI now connects to the Configuration Server backup,

Control functionality after a lost connection, without requesting login

Interface information.

SCI/SCS New 7.1 SCI/SCS in the Management Layer can now detect
functionality probable stuck calls and either clear them automatically

or notify you to do it manually.

Solution New 7.1 SNMP Trap messages generated by Solution Control
Control Server | functionality Server now include host information.
New 7.1 The Management Layer supports ADDP trace output for
functionality Local Control Agent and Solution Control Server—which
used to appear only in stdout—now also appears in the
log file.
Local Control | New 7.1 You can now name a non-default configuration file, in the
Agent functionality command line, when you start Local Control Agent.
SNMP Master | New 7.1 SNMP Master Agent supports the “Clearance” alarm
Agent functionality level for SNMP Traps
Licensing New 7.0.1 License control for redundant configurations is now
functionality enforced. You must have a special high-availability (HA)

license to operate any Genesys server in a redundant
configuration, whether with the redundancy type warm
standby or hot standby.

Configuration | New 7.0.1 Configuration Server now supports certain third-party
Server functionality authentication systems. You can integrate Genesys
software with your established security system, which
may provide functions that Genesys does not provide.
Essentially, you can deploy your system to control user
access to Genesys applications and avoid creating an
additional security schema in your Genesys configuration
environment.
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Table 4: Framework Component Changes Between Release 7.0 and 8.1 (Continued)

Current Type of Change | Details

Component | Change Occurred

Name in Release

Configuration | Configuratio 7.0.1 You can perform the same configuration operation over

Manager n object multiple configuration objects in Configuration Manager

handling simultaneously.

The Enumerator and Enumerator Value configuration
objects are now called Business Attribute and Attribute
Value respectively. In addition, the Configuration
Database provides an increased number of predefined
objects of these types.

Configuration | New 7.0.1 Support for new data sources is added to the

Import Wizard | functionality Configuration Import Wizard, including:
* Microsoft Excel documents.
* NEC APEX 7400 switch configuration.

Solution New 7.0.1 You can use new commands in SCI to start all or a set of

Control functionality configured solutions.

Interface SCI now supports ADDP (Advanced Disconnect
Detection Protocol) for its connection to Solution Control
Server (SCS) and prompts users to reconnect to the
backup SCS once the connection to the primary SCS is
lost.

Solution Licensing 7.0.1 SCS now requires a special HA license to perform a

Control Server switchover between primary and backup servers for all
Genesys applications.

Configuration | Removed 7.0 Configuration Server 7.0, when running in Proxy mode,

Server Proxy provides support for geographically distributed
environments.

Management | Newly 7.0

Framework implemented

Deployment

Manager
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Configuration Option Changes for
Framework

Where to find
detailed
descriptions of the
configuration
options

This section documents all configuration option changes in specific
Framework server components from release 7.0 through 8.1, with the most
recent changes listed first. The changes are listed by component.

Refer to the Framework Configuration Options Reference Manual for detailed
descriptions of all of the Framework configuration options, with the following
exceptions:

* Configuration options for the Configuration Conversion Wizard are
described in detail in “Configuration Options Description” on page 77.

* Configuration options introduced or changed in 8.1 are described in the
Framework 8.1 Deployment Guide.

* Configuration options related to Genesys security features are described in
detail in the latest version of the Genesys Security Deployment Guide.

* Configuration options related to external authentication are described in
detail in the Framework External Authentication Reference Manual.

General Configuration Option Changes

Table 5 documents all changes in common configuration options (that is, those
that are supported by all Genesys serwver applications), from release 7.0 through
8.1, with the most recent changes listed first.

All Genesys server applications support the unified set of log options (called
common log options) in addition to application-specific log options. The
common log options are configured for each application in the following
sections: log, log-extended, log-filter, and log-filter-data.

Note: Lecaving the default settings for the common log options might

adversely affect performance in production mode.

Starting with release 7.6, all Genesys Server applications also support a set of
common options for operations that are not related to logs.

Table 5: Common Option Changes

Current Option Name | Configuration | Type of Change Additional
Section Name | Change Occurred in | Information
Release #
enable-async-dns common Changed values 8.1 New values 0, 1
cipher-list security New 8.1
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Table 5: Common Option Changes (Continued)

Configuration Option Changes for Framework

Current Option Name | Configuration | Type of Change Additional
Section Name | Change Occurred in | Information
Release #
tls-crl security New 8.1
tls-target-name-check security New 8.1
account-override-lockout | security- New 8.1 New section
authentication-
rules
last-expired-at security- New 8.1 Read-only
authentication- New section
rules
last-locked-at security- New 8.1 Read-only
authentication- New section
rules
no-change-password-at- | security- New 8.1 New section
first-login authentication-
rules
override-account- security- New 8.1 New section
expiration authentication-
rules
heartbeat-period sml Changed values 8.1
default-filter-type log-filter New value 8.1 New value: tag
filtering log-filter New 8.1
<key-name> log-filter-data New value 8.1 New value: tag
dml-retry dbserver New 8.1
enable-ipv6 common New 8.1
expire log New values 8.0 New range:
1-1000 files
default-filter-type log-filter New values 8.0
<key-name> log-filter-data New values 8.0
disable-rbac security New 8.0 New section
heartbeat-period sml New 8.0
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Table 5: Common Option Changes (Continued)

Current Option Name | Configuration | Type of Change Additional
Section Name | Change Occurred in | Information
Release #

heartbeat-period-thread- | sml New 8.0

class-<n>

hangup-restart sml New 8.0

suspending-wait-timeout | sml New 8.0

alarm log Moved 7.6 Moved from
Solution Control
Server.

x-conn-debug-open log New 7.6 Use only when
requested by

x-conn-debug-select log New 7.6 Genesys Technical

x-conn-debug-timers log New 7.6 Support.

x-conn-debug-write log New 7.6

x-conn-debug-security log New 7.6

x-conn-debug-api log New 7.6

x-conn-debug-dns log New 7.6

x-conn-debug-all log New 7.6

rebind-delay common New 7.6 Use only when
requested by
Genesys Technical
Support.
New section

enable-async-dns common New 7.6 Use only when
requested by
Genesys Technical
Support.
Use only with T-
Servers.

level-reassign-<eventID>| extended-log New 7.6 New section

level-reassign-disable extended-log New 7.6 New section

address Transport New 7.6

Parameters

0
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Table 5: Common Option Changes (Continued)

Configuration Option Changes for Framework

Current Option Name | Configuration | Type of Change Additional
Section Name | Change Occurred in | Information
Release #
backup-port Transport New 7.6
Parameters
port Transport New 7.6
Parameters
default-filter-type log-filter New 7.2 New section
<key name> log-filter-data New 7.2 New section
keep-startup-file log New 7.1 This option applies
only to T-Servers.
verbose log New values 7.0 New values:
interaction, debug
buffering log See Details 7.0 Now applies to
stderr and stdout
output.
memory-storage-size log New 7.0
message format log New default 7.0 New default value:
value short
time format log New value; new 7.0 New value (which
default value is the new default):
time
print-attributes log New 7.0
check-point log New 7.0
memory log New 7.0
spool log New 7.0
all log New output 7.0 New level: memory
level
standard log New output 7.0 New level: memory
level
interaction log New 7.0
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Table 5: Common Option Changes (Continued)

Configuration Option Changes for Framework

Current Option Name | Configuration | Type of Change Additional
Section Name | Change Occurred in | Information
Release #
trace log New output 7.0 New level: memory
level
See Details 7.0 Log events of
higher levels are
now also sent to the
specified output.
debug log New output 7.0 New level: memory
level
See Details 7.0 Log events of
higher levels are
now also sent to the
specified output.
DB Server

Table 6 lists all configuration option changes in DB Server from release 7.0
through 8.1, with the most recent changes listed first.

Table 6: Option Changes in DB Server

Current Configuration | Type of Change Additional
Option Name Section Name | Change Occurred in | Information
Release #
db-request-timeout dbserver New 8.0
dbprocess name dbserver New and 8.0 New value:
corrected dbclient postgre
values Removed ./ from other
values.
db2 name dbserver New and 8.0 New values:
corrected Jdbclient_db 32,
values Jdbclient_db2 64
Corrected value:
.J/dbclient_db2
informix name dbserver Corrected 8.0 Corrected value:
value J/dbclient_informix
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Table 6: Option Changes in DB Server (Continued)

Current Configuration | Type of Change Additional
Option Name Section Name | Change Occurred in | Information
Release #

msql name dbserver Corrected 8.0 Corrected value:
value /dbclient_msql

oracle name dbserver New and 8.0 New values:
corrected J/dbclient_oracle 32,
values Jdbclient_oracle 64

Corrected value:
J/dbclient_oracle

postgre _name dbserver New 8.0
sybase name dbserver Corrected 8.0 Corrected value:
value Jdbclient_sybase
tls Transport New 7.5
Parameter
dbprocess number dbserver Correction 7.1 The default value and

valid values were
incorrectly documented in
the previous releases of
the document.

Database Access Point

Table 7 lists all configuration option changes in Database Access Point from
release 7.0 through 8.1, with the most recent changes listed first.

Table 7: Option Changes in Database Access Point

Current Configuration | Type of Change Additional

Option Name Section Name | Change Occurred in | Information
Release #

utf8-ucs2 dbclient New 8.1

db-request-timeout dbserver New 8.0

Configuration Server

Migration Guide

Table 8 on page 124 documents all configuration option changes in
Configuration Server from release 7.0 through 8.1, with the most recent
changes listed first. These options apply to Configuration Server operating in
Master mode.
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Table 9 on page 127 documents configuration option changes in Configuration
Server 8.1 running in Proxy mode (also referred to as Configuration Server
Proxy).

Table 8: Option Changes in Configuration Server

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change | Occurredin
Release #
reconnect-timeout Configuration | Added 8.1 New value: 0
Database value
allow-mixed-encoding confserv New 8.1
enable-pre-812-security confserv New 8.1
force-md>5 confserv New 8.1
multi-languages confserv New 8.1
password-change confserv New 8.1
packet-size confserv New 8.1
chase-referrals gauth ldap[ n] | New 8.1
port soap Changed 8.1 New default value: 0
default
value
all history-log- Modified 8.0 Do not apply to Master
section Configuration Server.
. . . . Not documented in
failsafe-store-processing history-log- Modified 8.0 . . .
. previous versions of this
section
document.
protocol confserv / New 8.0
<application>
addp-timeout confserv / New 8.0 Same name as existing
<application> options, but placed in
different configuration
addp-remote-timeout confserv / New 8.0 section.
<application>
addp-trace confserv / New 8.0
<application>
fix_cs_version_7x confserv New 8.0
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Table 8: Option Changes in Configuration Server (Continued)

Configuration Option Changes for Framework

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change | Occurredin
Release #
allow-external-empty- confserv New 8.0
password
last-login confserv New 8.0
last-login-synchronize confserv New 8.0
objects-cache confserv New 8.0
disable-vag-calculation <application> | New 7.6
all history-log New value 7.6 New value: :memory:
history-log-file-name confserv Obsolete 7.6 Replaced by options in
history-log section.
history-log-expiration confserv Obsolete 7.6
history-log-client-expiration | confserv Obsolete 7.6
history-log-max-records confserv Obsolete 7.6
history-log-active confserv Obsolete 7.6
no-default-access security New 7.6
all history-log New 7.6
expiration history-log New 7.6
client-expiration history-log New 7.6
max-records history-log New 7.6
active history-log New 7.6
failsafe-store-processing history-log New 7.6
backlog Application New 7.6 Use only when requested
Parameter by Genesys Technical
Support.
history-log-save confserv Obsolete 7.5
history-log-file-save confserv Obsolete 7.5
history-log-keep confserv Obsolete 7.5
history-log-scan confserv Obsolete 7.5
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Table 8: Option Changes in Configuration Server (Continued)

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change | Occurredin
Release #

history-log-expiration confserv New 7.5

history-log-client-expiration | confserv New 7.5

history-log-max-records confserv New 7.5

history-log-active confserv New 7.5

allow-empty-password confserv New 7.5

transport dbserver New 7.5

schema hca See Details 7.5 The hca section is not
required for users of
Genesys InfoMart 7.5 or
later.

verbose gauth radius New 7.5 The gauth-radius section is
new in release 7.5.
Not documented in
previous versions.

tls Transport New 7.5

Parameter

force-reconnect-reload confserv New 7.2

addp dbserver New 7.1

addp-timeout dbserver New 7.1

addp-trace dbserver New 7.1

dbcheck confserv Obsolete 7.0

encoding confserv New 7.0

locale confserv New 7.0

schema hca New 7.0 The hca section is new to
release 7.0.

port soap New 7.0 The soap section is new to
release 7.0.

debug soap New 7.0

126 Management Framework 8.1.3 @




Chapter 7: Changes in Framework Configuration Option Changes for Framework

Table 8: Option Changes in Configuration Server (Continued)

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change | Occurredin

Release #
client lifespan soap New 7.0

Table 9: Option Changes in Configuration Server Proxy

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change Occurred in
Release #
library authentication | New 8.1 New section
enforce-external-auth authentication | New 8.1
allow-mixed-encoding CSProxy New 8.1
client-response-timeout CSproxy New 8.1
packet-size CSproxy New 8.1
Idap url gauth ldap New 8.1 New section
verbose gauth_ldap New 8.1
retry_attempts gauth_ldap New 8.1
retry interval gauth ldap New 8.1
proxy-writable CSproxy Scope 8.0 Scope expanded to all
expanded clients, not just Genesys
Agent Desktop.
last-login CSproxy New 8.0
last-login-synchronize CSproxy New 8.0
objects-cache CSproxy New 8.0
verbose gauth radius New 7.5 New section
Not documented in
previous versions.
proxy-writable CSpProxy New 7.6
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Table 9: Option Changes in Configuration Server Proxy (Continued)

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change Occurred in
Release #
expiration history-log Modified 7.6 Old Changes Take Effect:
- — : when After restart
client-expiration history-log ChlimgEE 7.6 New Changes Take Effect:
max-records history-log take etfect. 7.6 Immediately
failsafe-store-processing | history-log New 7.6
all history-log New value 7.6 New value: :memory
backlog See Details New 7.6 Use only when requested
by Genesys Technical
Support.
Defined in Application
Parameters section on the
Advanced tab of Port
Properties in Configuration
Manager.
verbose history-log Obsolete 7.5
expire history-log Obsolete 7.5
segment history-log Obsolete 7.5
all history-log New 7.5 Old default value: trlog
default New default value: histlog
value
expiration history-log New 7.5
client-expiration history-log New 7.5
max-records history-log New 7.5
active history-log New 7.5
license-file license New 7.0 Unified licensing option.
See Genesys Licensing
Guide for description.
New section
encoding CSproxy New 7.0 New section
locale CSproxy New 7.0 New section
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Table 9: Option Changes in Configuration Server Proxy (Continued)

Current Configuration | Type of Change | Additional Information
Option Name Section Name | Change Occurred in
Release #
verbose history-log New 7.0 New section
all history-log New 7.0
segment history-log New 7.0
expire history-log New 7.0
port soap New 7.0 New section
debug soap New 7.0
client lifespan soap New 7.0

Configuration Manager

Table 10 documents all configuration option changes in Configuration
Manager from release 7.0 through 8.1, with the most recent changes listed first.

Note: This table does not include configuration options for Genesys
Administrator, which are set in the Configuration Manager
Application object with which Genesys Administrator is bound, or
associated, during its deployment.

Table 10: Option Changes in Configuration Manager

Current Configuration Type of Change Change Additional
Option Name Section Name Occurred in | Information

Release #
inactivity-timeout | security New 7.6

Local Control Agent

Migration Guide

Starting with release 7.0, Local Control Agents supports common log options
which allows you to precisely configure log output for LCA. Because you do
not configure an App Lication object for LCA, if you need to change the default
log option settings, create a configuration file called Lca.cfg and specify new
values for appropriate options. The file must be located in the same directory
as the Local Control Agent executable file.
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Table 11 documents all other configuration option changes in Local Control
Agent from release 7.0 through 8.1, with the most recent changes listed first.

Table 11: Option Changes in Local Control Agent

Current Configuration Type of Change Change Additional

Option Name Section Name Occurred in | Information
Release #

lookup clienthost | general New 8.1

For more information on the LCA configuration file and for related
instructions, see the Framework Deployment Guide.

Genesys Deployment Agent

Starting with release 8.0, the Genesys Deployment Agent is deployed with
LCA. The Genesys Deployment Agent is used by of Genesys Administrator to
deploy Genesys Applications and Solutions on the Host. To enable this
functionality, you must identify what port on the Host that the Genesys
Deployment Agent will use to communicate with Genesys Administrator. You
provide this information in the Host’s Annex, in the new section rdm,
specifying the port number with the configuration option port.

Genesys Deployment Agent supports common log options which allows you to
precisely configure log output for Genesys Deployment Agent. Because you
do not configure an Application object for Genesys Deployment Agent, if you
need to change the default log option settings, create a configuration file called
gda.cfg (or rename and modify the gda.cfg.sample file that is located in the
installation folder) and specify new values for appropriate options. The file
must be located in the same directory as the Genesys Deployment Agent
executable file (gda.exe).

Table 12 on page 130 documents all other configuration option changes in
Genesys Deployment Agent from release 8.0 through 8.1, with the most recent
changes listed first.

Table 12: Option Changes in Genesys Deployment Agent

Current Configuration Type of Change Change Additional
Option Name Section Name Occurred in | Information
Release #

transport security New 8.1 New section

rootdir web New 8.0 New section
Not previously
documented
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For more information about the Genesys Deployment Agent, refer to the
Framework Deployment Guide.

Message Server

Table 13 documents all configuration option changes in Message Server from
release 7.0 through 8.1, with the most recent changes listed first.

Table 13: Option Changes in Message Server

Current Configuration Type of Change Change Additional

Option Name Section Name Occurred in | Information
Release #

signature MessageServer New 8.0

request-queue-size | messages Removed 8.0

log-queue-exp-time | messages New 7.5

log-queue-size messages New 7.5

log-queue-response | messages New 7.5

block-messages db-filter New 7.1

block-messages- db-filter New 7.1

from-<DBID>

block-messages-by- | db-filter New 7.1

<type>

db_binding messages New 7.0

Solution Control Server

Table 14 documents all configuration option changes in Solution Control
Server from release 7.0 through 8.1, with the most recent changes listed first.

Table 14: Option Changes in Solution Control Server

Current Configuration | Type of Change Change Additional

Option Name Section Name Occurred in | Information
Release #

ha service general New 8.1

unavail primary

lookup_clienthost general New 8.1

max-req-per-loop general New 8.1
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Table 14: Option Changes in Solution Control Server (Continued)

Current Configuration | Type of Change Change Additional
Option Name Section Name Occurred in | Information
Release #
alarms-port Transport New 8.1
Parameter
backup-alarms-port Transport New 8.1
Parameter
alarm log Moved 7.6 Moved to common
configuration options.
smtp from general See Details 7.1.1 Documented correctly
in7.2.
max_switchover time | general New 7.0 New section
distributed mode general New 7.0
distributed rights general New 7.0
alive_timeout general New 7.0
alarm log New value 7.0 New value: memory

Solution Control Interface

Table 15 documents all configuration option changes in Solution Control
Interface from release 7.0 through 8.0, with the most recent changes listed first.

Table 15: Option Changes in Solution Control Interface

Current Configuration Type of Change Change Additional

Option Name Section Name Occurred in | Information
Release #

critical-color host-status-display New 8.0 New section

major-color host-status-display New 8.0 New section

other-color host-status-display New 8.0 New section

inactivity-timeout | security New 7.6
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Genesys SNMP Master Agent

Table 16: Option Changes in SNMP Master Agent

Configuration Option Changes for Framework

Table 16 documents all configuration option changes in Genesys SNMP
Master Agent from release 7.0 through 8.1, with the most recent changes listed

first.

Current Configuration | Type of Change Additional
Option Name Section Name | Change Occurred in | Information

Release #
password snmp-v3-auth New 8.1 New section
password snmp-v3-priv New 8.1 New section
v3priv_protocol snmp Removed value 8.0 Unsupported value: IDEA
mode agentx Removed value 7.1.1 Obsolete value: UNIX
unix_port agentx Obsolete 7.1.1
trap _host snmp Obsolete 7.0 Replaced by trap target.
trap_port snmp Obsolete 7.0 Replaced by trap_target.
trap_target snmp New 7.0

Tenant

Table 17 on page 133 documents all Tenant-level configuration option changes
from release 7.0 through 8.1, with the most recent changes listed first.

Table 17: Tenant-Level Option Changes

Current Configuration | Type of Change Additional
Option Name Section Name | Change Occurred in | Information
Release #
force-password- security- New 8.1
reset authentication-
rules
max-account- security- New 8.1
sessions authentication-
rules
password- security- New 8.1
expiration authentication-
rules
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Table 17: Tenant-Level Option Changes (Continued)

Current Configuration | Type of Change Additional
Option Name Section Name | Change Occurred in | Information
Release #
password- security- New 8.1
expiration-notify | authentication-
rules
password-no- security- New 8.1
repeats authentication-
rules
password-req- security- New 8.1
punctuation authentication-
rules
tenant-override- security- New 8.1
section authentication-
rules
password-req- security- New 8.0 Not documented in
number authentication- previous releases of this
rules document.
password-req- security- New 8.0 Not documented in
mixed-case authentication- previous releases of this
rules document.
password-req- security- New 8.0 Not documented in
alpha authentication- previous releases of this
rules document.
account-lockout- | security- New 8.0 Not documented in
threshold authentication- previous releases of this
rules document.
account-lockout- | security- New 8.0 Not documented in
duration authentication- previous releases of this
rules document.
account-lockout- | security- New 8.0 Not documented in
attempts-period authentication- previous releases of this
rules document.
password-min- security- New 8.0
length authentication-
rules
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Host

Table 18 documents all Host-level configuration option changes from release
7.0 through 8.1, with the most recent changes listed first.

Table 18: Host-Level Option Changes

Current Configuration | Type of Change Additional
Option Name Section Name | Change Occurred in | Information
Release #

signature ntp-service- New 8.1 New section
control

Ica-upgrade security New 8.1

upgrade security New 8.1

ip-version transport New 8.1 New section

port rdm New 8.0 New section in 8.0.

Not documented in
previous releases of this
document.

gda-tls security New 8.0 New section in 8.0.

Not documented in
previous releases of this
document.

addp-remote- addp New 7.6 New section in 7.6.

timeout Not documented in

previous releases of this
document.

addp-timeout addp New 7.6 Not documented in
previous releases of this
document.
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Chapter

Upgrade of Framework
Components

This chapter describes how to upgrade applications that belong to the Genesys
Framework after you have successfully converted the configuration data. It
discusses the following topics:

« Upgrade Overview, page 137

«  Migrating Framework Components to 8.1, page 138

Note: This chapter provides information about migrating your Management
Framework components up to version 8.1.3. For information about
migrating themto releases 8.5.0 and later, see the Framework
Migration Guide, available on the Genesys Documentation website.

To migrate Genesys Administrator, refer to the chapter “Migrating
Genesys Administrator”.

To migrate Stat Server, refer to the chapter “Stat Server Migration™.

To migrate T-Servers, refer to the T-Server sections in this guide.

Upgrade Overview

Migration Guide

After you have successfully converted the Configuration Database to 8.1
format, install Framework 8.1 components. The Framework 8.1 Deployment
Guide provides recommendations for planning the Genesys Framework 8.1
installation. The Framework 8.1 Deployment Guide also describes the
configuration, installation, and startup procedures.

During the configuration procedure, you can skip configuration of the entities
present in the database as a result of the database conversion. Or you can
modify the preexisting components to enable new options and functions. If you
are using Configuration Wizards for component deployment, they will show
these configuration entities as existing.
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Notes: « Converting your database with the Configuration Conversion
Wizard (CCW) does not register the Framework instance in the
Configuration Database. When you are deploying Framework
components or Genesys solutions with Configuration Wizards, you
must first run the Framework Configuration Wizard, which
identifies the Framework-related objects in the database and
registers a Framework instance.

After completing the 8.1 installations of previously configured components,
check or modify the configuration parameters to enable the new features and
capabilities you would like to use. The Framework 8.1 Deployment Guide
helps you to evaluate features introduced to Genesys Framework in the latest
releases. The Framework 8.1 Configuration Options Reference Manual
describes configuration options for Framework components and highlights
newly introduced and retired options. The Framework 8.1 Management Layer
User’s Guide describes how to enable Management Layer functionality.

To take full advantage of the new features and functionality offered in a
particular release, Genesys recommends all software components be of the
same release whenever possible—particularly, the Configuration Layer and the
Management Layer. These two layers function as a unit in many respects.

Migrating Framework Components to 8.1
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Complete these preliminary procedures before upgrading your Framework
components:

1. Install FLEXIm License Manager, version 11.9
You should have the license files for 8.1 components.

Licensing is addressed in:
+  Genesys Licensing Guide
+ Chapter 2, “Licensing Migration”.

2. Migrate the Configuration Database if required. See “About Migration
from Previous Releases” on page 83.

Note: You must upgrade the Configuration Database if you are
upgrading from release 8.1.0 or earlier. If you are upgrading from
release 8.1.1, no migration is required—Configuration Server will
work with your current database. However, if you want to use the
new types and attributes in a later 8.1.x release of Configuration
Server, you have to use CCW to upgrade the localization
information stored in the database.

0
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3. Ifyou are using Configuration Server Proxies in a distributed environment,
you must upgrade the Configuration Database, master Configuration
Server, then upgrade all Configuration Server Proxies (in that order) before
you proceed with the migration of other components. Keeping an old
Configuration Server Proxy for a site where applications will remain at the
old release is not recommended.

To migrate your Configuration Server Proxies:
a. Upgrade the master Configuration Server and launch it.
b. Upgrade all the Configuration Server Proxies.

To ensure uninterrupted operations, you can keep existing proxies running
while upgrading the master server. This applies for all versions.

The following information summarizes the migration of Framework
components from release 8.0 or earlier:

1. Install physical 8.1 applications for each converted AppLication object.

2. Modify the configuration of converted AppLication objects for server
applications to enable or disable new functionality as required. This can
include:

+ Configuration options newly introduced for this application. See
“Configuration Option Changes for Framework™ on page 118.

+ In distributed configuration environments, replacing connections to
older Configuration Server Proxies with connections to updated
Configuration Servers running in Proxy mode.

+ Enabling ADDP for any connections. This is optional.

+ Disabling the automatic assignment of new users to access groups. See
“Disabling No Default Access for New Users” on page 140.

Note: Starting in release 7.5, Configuration Server does not support
backward compatibility of Keep-Alive Protocol (KPL) for release 6.5
clients. If you used KPL with previous Genesys versions, consider
using Automatic Disconnect Detection Protocol (ADDP). Refer to the
Framework 8.1 Deployment Guide for information about ADDP.

3. Update Contact Center configuration objects as needed:
+ Alarm Conditions
+ Alarm Reactions

Migration Procedures

Follow these migration procedures for Framework components.
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To Upgrade the
Configuration
Layer

Migrating Framework Components to 8.1

Upgrading Configuration Layer

Warnings! If you are using Configuration Server Proxies in a distributed
environment, you must upgrade every Configuration Server Proxy
before you upgrade any other Framework component. Refer to
Step 3 on page 139 for instructions.

Notes:

« Skip this section if you have already upgraded the Configuration
DB Server and Configuration Server as part of migrating the
Configuration Database (see “Installing the Configuration Layer”
on page 76).

 Configuration Server 8.1 consumes no more memory than other 7.x
or 8.0 versions. Allocate at least 1 GB of virtual memory to
Configuration Server 8.1 and adjust RAM as needed after you
monitor Configuration Server 8.1 operations.

To set up the components of the 8.1 Configuration Layer that are required for
the migration procedure, you must:

Install DB Server 8.1 and configure it to work with the existing
Configuration Database.

2. Install Configuration Server 8.1.

Warning! Do not execute the database initialization scripts.

Install Configuration Manager 8.1.

4. In geographically distributed environments, install as many release 8.1
Configuration Server Proxies as required.

For installation and configuration instructions for Configuration Layer
components, refer to the Framework 8.1 Deployment Guide.

Disabling No Default Access for New Users

Starting in release 7.6, new users are not automatically assigned to Access
Groups, by default. Users created prior to release 7.6 retain their existing
permissions and Access Groups assignments. If you want new users to be
assigned automatically to pre-defined Access Groups, as was done in release
7.5 and earlier, you must disable this feature as follows:

1. Open the release 8.1 Configuration Server Application object Properties
dialog box.

2. Select the Options tab.

3. Ifthe security section does not exist, create it.

0
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To Upgrade
DB Server

To Roll Back
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5.

Migrating Framework Components to 8.1

In the security section, set the no-default-access configuration option to
one (1) and click 0K. This will give new users the same default Access
Group assignments and permissions as were given in release 7.5 or earlier.

Click 0K.

Refer to the chapter “No Default Access for New Users” of the Genesys 8.1
Security Deployment Guide for more information about this feature and its
configuration option.

Upgrading DB Server

Note: This section describes an upgrade of a DB Server for databases other

than the Configuration Database.

For each DB Server Application object whose data was converted from the
carlier database:

1.

In Configuration Manager, back up the existing configuration option
settings in a *.cfg or *.conf file, using the Export button on the toolbar of
the Options tab in the Application Properties dialog box. Save this *.cfg
or *.conf file in a secure location in case of a rollback. Refer to
Framework 8.1 Configuration Manager Help for a description of the
Export function.

Install a physical DB Server 8.1 application. For installation instructions,
refer to the Framework 8.x DB Server User’s Guide.

Verify the following parameters on the Start Info tab of the DB Server
Application object in Configuration Manager: the DB Server working
directory, the executable name, and command-line parameters.

Specify any new configuration options on the Options tab of the DB Server
Application object in Configuration Manager. See Table 6 on page 122 for
details.

If you have not previously used the centralized-logging and alarm-
signaling capabilities of Management Layer, but would like to do so now,
add a connection to Message Server on the Connections tab of the DB
Server Application object in Configuration Manager. Do this after you
have configured Application objects for the Management Layer
components.

If using the Configuration Server Proxy to notify this DB Server about
configuration changes, use Genesys Administrator or Configuration
Manager to add a connection to the Configuration Server Proxy.

If you need to return to your earlier Genesys installation:

1.

If any DB Server configuration options have been changed, restore the
previously configured settings by importing the *.cfg or *.conf file in
which you backed up DB Server release 8.0 or earlier configuration
options. To do so, use the Import button on the toolbar of the Options tab in
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Points

To Roll Back

To Upgrade
Message Server

To Roll Back

3.

Migrating Framework Components to 8.1

the Application Properties dialog box in Configuration Manager. Refer to
Framework 8.1 Configuration Manager Help for a description of the
Import function.

Delete any new connections to server applications that you have
configured for the DB Server Application object in Genesys Administrator
or Configuration Manager.

Uninstall DB Server 8.1.

For each Database Access Point Application object whose data was converted
from the release 8.0 or earlier database, verify that this Database Access Point
references the 8.1 database. For additional instructions, refer to the Framework
8.x DB Server User’s Guide.

If you need to return to your 8.0 release or earlier Genesys installation, verify
that this Database Access Point references the release 8.0 or earlier database.

Upgrading Message Server

For each Message Server Application object whose data was converted from
the earlier database:

1.

In Configuration Manager, back up the existing configuration option

settings in a *.cfg or *.conf file using the Export button on the toolbar of
the Options tab in the Application Properties dialog box. Save this *.cfg
or *.conf file in a secure location in case of rollback. Refer to Framework
8.1 Configuration Manager Help for a description of the Export function.

Install a physical Message Server 8.1 application. For installation
instructions, refer to the Framework 8.1 Deployment Guide.

Verify the following parameters on the Start Info tab of the Message
Server Application object in Configuration Manager: the Message Server
working directory, the executable name, and command-line parameters.

If you are using the Configuration Server Proxy to notify this Message
Server about the configuration changes, add Configuration Server Proxy to
the Connections tab of the Message Server Application object in
Configuration Manager.

If you need to return to your earlier Genesys installation:

1.

If any Message Server configuration options have changed, restore the
previously configured settings by importing the *.cfg or *.conf file in
which you backed up the release 8.0 or earlier Message Server
configuration options. To do so, use the Import button on the toolbar of the
Options tab in the Application Properties dialog box in Configuration
Manager. Refer to Framework 8.1 Configuration Manager Help for a
description of the Import function.
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2. Delete any new connections to server applications that you have
configured on the Connections tab of the Message Server Application
object in Configuration Manager.

3. Uninstall Message Server 8.1.

Upgrading the Log Database

If you are upgrading from a release earlier than 7.0, you must upgrade your
Log Database after you install Message Server.

Using your DBMS tools, load the upgrade script appropriate to your DBMS
type. The scripts are located in the scripts folder within the directory to which
you installed Message Server. Table 19 lists database types and their
corresponding upgrade script names for an enterprise or multi-tenant
environment..

Table 19: Log Database Upgrade Scripts

Database Type Script Name
DB2 upgrade 6X270 db2.sql
Informix upgrade 6X270 informix.sql
Microsoft SQL upgrade 6X270 mssql.sql
Oracle upgrade 6X270 oracle.sql
Sybase upgrade 6X270 sybase.sql

If you have upgraded your Message Servers to 8.1 or later, you should also
upgrade your Log Databases, as follows:

Warning! Upgrading a large Log Database with a large number of records
can take a significantly long time.

1. For each Message Server configured on the log database to be updated, set
the configuration option db_storage to false.

2. Ifyou are using the Sybase DBMS, switch on the Select
into/bulkcopy/plLlsort option.

3. Execute the script upgrade_7Xto80_<DBMS type>.sql for the type of DBMS
that you are using.

4. After the upgrade script has completed running, set the configuration
option db_storage to true for those Message Servers configured on the
updated database, as necessary.
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Upgrading Local Control Agent

Note: When you stop and uninstall Local Control Agent (LCA), SCS

recognizes the loss of connection as a failure of the host. Thus, SCS
would perform switchover for redundant pairs whose primary server is
running on the host where LCA is down. If you want to avoid
switching operations over to backup servers, either stop SCS before
upgrading LCA or identify which applications are running as primary
on the LCA’s host and stop corresponding backup servers; restart
either SCS or the backup servers respectively after the upgrade.

For each host computer on which you were running LCA in your earlier

environment:

1. Uninstall the release 8.0 or earlier LCA release.

2. Change the LCA Port property in the appropriate Host Properties window
if necessary.

3. Install LCA release 8.1. For installation instructions, refer to the

Framework 8.1 Deployment Guide.

Note: If you want to use the Management Layer, you must manually install

LCA on every computer that runs Genesys servers. Install LCA from
the Management Framework DVD using the instructions documented
in the Framework 8.1 Deployment Guide.

If you need to return to your earlier Genesys installation, do not make any
modifications to your LCA installation. LCA 8.1 is fully backward compatible
and you can use it in an earlier environment.

Upgrading Solution Control Server

For each Solution Control Server Application object whose data was
converted from the earlier database:

1.

In Configuration Manager, back up the existing configuration option

settings in a *.cfg or *.conf file using the Export button on the toolbar of
the Options tab in the Application Properties dialog box. Save this *.cfg
or *.conf file in a secure location in case of rollback. Refer to Framework
8.1 Configuration Manager Help for a description of the Export function.

Install a physical Solution Control Server 8.1 application. For installation
instructions, refer to the Framework 8.1 Deployment Guide.

Verify the following parameters on the Start Info tab of the Solution
Control Server Application object in Configuration Manager: the
Solution Control Server working directory, the executable name, and
command-line parameters.
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Specify any new configuration options on the Options tab of the Solution
Control Server Application object in Configuration Manager. See Table 14
on page 131 for details.

If you have not previously used the centralized-logging and alarm-
signaling capabilities of the Management Layer, but want to use them now,
add a connection to Message Server on theConnections tab of the Solution
Control Server Application object in Configuration Manager. Do this
after you have configured an Application object for Message Server.

If using the SNMP Option to provide alarm reactions, verify that the SNMP
Master Agent Application is added to the Connections tab of the Solution
Control Server Application object in Configuration Manager. Do this

after you have configured an Application object for SNMP Master Agent.

If using Configuration Server Proxy to notify this Solution Control Server
about configuration changes, add Configuration Server Proxy to the
Connections tab of the Solution Control Server Application objectin
Configuration Manager.

If you need to return to your earlier Genesys installation:

1.

If any SCS configuration options have been changed, restore previously
configured settings by importing the *.cfg or *.conf file in which you
exported release 8.0 or earlier Solution Control Server configuration
options. To do so, use the Import button on the toolbar of the Options tab in
the AppLication Properties dialog box in Configuration Manager. Refer to
Framework 8.1 Configuration Manager Help for a description of the
Import function.

Delete any new connections to server applications that you have
configured on the Connections tab of the Solution Control Server
Application object in Configuration Manager.

Uninstall Solution Control Server 8.1.

Upgrading Solution Control Interface

For each Solution Control Interface Application object whose data was
converted from the earlier database:

1.

Install as many physical Solution Control Interface 8.0 applications as
needed. For installation instructions, refer to the Framework 8.1
Deployment Guide.

Verify that a connection to the correct Solution Control Server is
configured on the Connections tab of the Solution Control Interface
Application object in Configuration Manager.

Verify that a connection to the correct Database Access Point is configured
on the Connections tab of the Solution Control Interface Application
object in Configuration Manager.
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If you need to return to your 7.6 release or earlier Genesys installation:

1. Restore any preexisting connections and delete any new connections to
server applications that you have configured on the Connections tab of the
Solution Control Interface Application object in Configuration
Manager.

2. Uninstall Solution Control Interface 8.0.

Upgrading Stat Server

See the Stat Server chapter in this document.

Migrating Other Configuration Objects

After you have migrated all Framework components, migrate or configure the
following objects:

Alarm Conditions

Alarm Reactions

Review the recent changes to common log events and log events for each
Framework component listed in Framework 8.1 Combined Log Events Help.
Verify that your Alarm Condition and Alarm Reaction objects are based on
currently supported log events. If necessary, make appropriate changes or
configure new Alarm Conditions for newly-introduced log events.
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Migrating Genesys
Administrator

This chapter contains procedures for migrating to the latest version of Genesys
Administrator from an earlier version, and describes major changes in Genesys
Administrator and configuration option changes.

This chapter contains the following topics:

+ Interoperability with Other Framework Components, page 147

+  Preliminary Migration Procedures, page 147

- Migration to 8.1, page 148

« Changes in Genesys Administrator, page 152

Interoperability with Other Framework
Components

Genesys Administrator is a web-based interface that combines the
functionality of Configuration Manager and Solution Control Interface. It
resides in the User Interaction Layer of the Genesys Framework.

Genesys Administrator 8.1 operates with these versions of the other
Framework components:

* Configuration Server release 8.x

e Solution Control Server release 8.x

Preliminary Migration Procedures

Migration Guide

Complete the procedures in this section before upgrading Genesys
Administrator.
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Operating System and Web Browser Upgrades

Before migration, you might need to upgrade the operating system and/or the
web browser used by Genesys Administrator. Check the Genesys Supported
Operating Environment Reference Guide to determine if you do need to
upgrade your operating system or web browser.

Management Framework Upgrades

You must be running Management Framework 8.0 or later to support Genesys
Administrator. If you want to use the Role-Based Access Control (RBAC)
feature of Genesys Administrator, you must be running Genesys Administrator
8.0.2 or later. If you want to use the multi-language features in Management
Framework, you must be running Management Framework 8.1.2 or later with
Genesys Administrator 8.1.3 or later.

If you are currently running a release of Management Framework earlier than
that required in the previous paragraph, refer to Chapters 3 to 9 of this Guide to
upgrade to the required release of Management Framework.

Web Server Software Upgrades

Before migrating, you may need to upgrade the software that is required to
enable your web server to function properly with Genesys Administrator 8.1.
Refer to “Prerequisites” in the following section to determine if you need to
upgrade the software.

Migration to 8.1

Prerequisites

148

This section contains the prerequisites and procedures to upgrade to Genesys
Administrator 8.1.

To support Genesys Administrator 8.1, your web server must be running the
following software:

* on Windows 2003:
+  Microsoft Information Internet Services (IIS), version 6
+ NET Framework 3.5 SP1/ ASP.Net 2.0

* on Windows 2008:
+  Microsoft IIS, version 7
+ NET Framework 3.5 SP1/ ASP.Net 2.0

* on Windows 2008 R2:
+  Microsoft IIS, version 7.5

0
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« NET Framework 3.5 SP1/ ASP.Net 2.0

If you are running on Windows Server 2008 with Service Pack 2, and want to
use a remote IP repository for deployment functionality based on a remote
NFS file system, ensure that you have applied Windows update kb978845
and/or have taken other steps to address this issue.

Note: Genesys Administrator 8.1.3 does not support remote deployment of
IPs. This functionality was moved to Genesys Administrator
Extension 8.1.4.

Upgrading to Genesys Administrator 8.1.3

In release 8.1.3, Genesys Administrator optionally supports the import and
display of data encoded in UTF-8 format. This functionality requires
Management Framework 8.1.2 or later.

For Genesys Administrator to support UTF-8 encoding, the Configuration
Database and Configuration Server must be configured appropriately. For
more information about this configuration, refer to Chapter 4 in this Guide, and
to the Framework 8.1 Deployment Guide.

Conversion of IP Repositories

Migration Guide

When you migrate to Genesys Administrator 8.1.1 or later, deployment
repository content is converted to support the storage of 32-bit and 64-bit IPs
for the same platform. All IPs in existing repositories are treated as 32-bit IPs.

In Genesys Administrator 8.1.3, support of the remote deployment of IPs was
moved to Genesys Administrator Extension 8.1.4. In Genesys Administrator
Extension, you can upload IPs that are stored in a Genesys Administrator IP
repository, by using the following procedure.

Procedure:
Uploading Genesys Administrator Repositories into
Genesys Administrator Extension

Purpose: To enable Genesys Administrator Extension to deploy IPs formerly
stored in Genesys Administrator repositories.

Prerequisites

* You are using Genesys Administrator 8.1.4 or later.

Start of procedure

1. In Genesys Administrator Extension, go to Configuration > Solution
Deployment > Installation Packages.
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2. Inthe Installation Packages panel, click New.

3. Inthe new Software Installation Wizard panel, select UNC Path to an
Existing Administrator Repository.

4. In the text field, type the path to the existing Genesys Administrator
repository.

5. Click Next to open the path. A list of IPs found at the specified location is
displayed.

6. Click the check box beside each IP that you want to upload.

7. Click Finish.

A progress bar is displayed showing the status of the upload process. Click
Close at any time to close the panel without interrupting the upload
procedure. The status of the IP upload will be displayed in the Installation
Packages list.

End of procedure

Refer to Genesys Administrator Extension Help for specific instructions about
using the Solutions Deployment module.

Migration Procedure

150

After you have performed all necessary upgrades of your operating system,
Management Framework, and web server software, use the procedure
“Migrating to Genesys Administrator 8.1.x on page 150 to migrate to the
latest version of Genesys Administrator 8.1.x.

This migration procedure removes the previous version of Genesys
Administrator, reboots the machine if necessary, then finishes installing the
new version.

Warning! Do not remove your older version of Genesys Administrator
before upgrading to the new release. Doing so may result in
missing metadata or [P Repositories.

Procedure:
Migrating to Genesys Administrator 8.1.x

Purpose: To upgrade to the latest version of Genesys Administrator 8.1.x.

Prerequisites

* The correct version of Management Framework 8.0 or later, identified in
“Management Framework Upgrades” on page 148, is installed and
running.
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The web server is running the software identified in “Prerequisites” on
page 148.

Start of procedure

1.

On the Genesys Administrator 8.1 product CD, locate and open the
installation directory /web_configuration_manager/.

Locate and double-click setup.exe to start the Genesys Installation Wizard.

Use the About button on the wizard’s We Lcome page to review the readme
file. This file also contains a link to Genesys Administrator’s Release Note.

Click Next on the wizard’s We Lcome page to start the upgrade.

The wizard detects the old version of Genesys Administrator and the
Maintenance Setup page appears. Select the older version from the list, and
click Next to proceed.

The next step begins the upgrade itself. The wizard might restart the

computer during the process, so it is strongly recommended that you close

all open applications before proceeding.

On the Ready to Upgrade page, click:

+ Back to update any installation information.

+ Install toproceed with the upgrade. The computer might restart at this
point.

If the wizard did restart the computer, click Next on the wizard’s We Lcome
page to continue the upgrade.
On the Security Banner Configuration page, do one of the following:

* Ifyou want to configure a security banner to be displayed at login,
select Enable Security Banner. Follow the steps in the wizard, as
described in the Genesys 8.x Security Deployment Guide.

* If you do not want to configure a Security Banner, leave the Enable
Security Banner checkbox clear.
Click Next.

On the Ready to Install page, click:
+ Back to update any installation information.

+ Install to proceed with the installation. Installation Status displays
the installation progress.

10. On the Installation Complete page, click Finish.

End of procedure

Rollback Procedure

Migration Guide

When upgrading Genesys Administrator, the installation wizard detects the

previous version and removes it automatically. In general, to roll back to the
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previous version, use the procedure “Rolling back to the previous version of
Genesys Administrator” on page 152.

Procedure:
Rolling back to the previous version of Genesys
Administrator

Start of procedure

1. Remove the existing version of Genesys Administrator, as follows:
a. Goto Start > Settings > Control Panel.
b. Select Add or Remove Programs.

c. Select the version of Genesys Administrator already installed and click
Remove. The Installation Wizard will uninstall the application.

2. Reboot your computer. This step is not required but is recommended.

3. Install the previous version of Genesys Administrator. Refer to the Readme
file in the IP Installation Wizard to determine the appropriate version of
Genesys Administrator to install.

End of procedure

Changes in Genesys Administrator

This section describes major changes in Genesys Administrator functionality
and architecture, and in configuration options for Genesys Administrator.

Component Changes for Genesys Administrator

Table 20 on page 153 summarizes all high-level component differences for
Genesys Administrator from release 8.0 through 8.1, with the most recent
changes listed first. For detailed information about new features and functions
available in Genesys Administrator 8.1, refer to the Framework 8.1 Genesys
Administrator Deployment Guide.
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Changes in Genesys Administrator

Table 20: Genesys Administrator Configuration Changes Between Release 8.0 and

Release 8.1
Type of Change | Details
Change Occurred
in Release
Discontinued 8.1 Remote IP deployment is discontinued in Genesys Administrator 8.1.3
functionality and moved to Genesys Administrator Extension 8.1.4 as Solution
Deployment functionality. Genesys Administrator Extension can upload
IPs stored in Genesys Administrator repositories, so IPs do not need to be
manually transferred between repositories.
Deployment 8.1 When using the Remote Deployment Wizard, users can now:
enhancements + Configure connections for the Application being deployed. One or
more connections can be configured in a single step.
» Configure a secure client-side port connection for the Application
being deployed.
* Validate the uniqueness of ports selected during configuration.
Security 8.1 When using permissions:
enhancements

* Permissions can now be managed for all authorized users of an object
at once.

* Permissions can now be replaced recursively.

When using Role-Based Access Control:

* Role privileges for Genesys Administrator can be accessed only from
the Environment Tenant. In a multi-tenant environment, role privileges
for Applications other than Genesys Administrator can be accessed
from any Tenant.

* A User can now be granted privileges to create a new Tenant, without
being able to access all of the existing Tenants.

* A User can now be granted privileges to access the Search
functionality on the Provisioning tab.

Genesys Administrator now supports Read-only Mode and Emergency
Mode.

You can now configure Genesys Administrator to use a secure flag so the
cookie’s information is transmitted only over an HTTPS-encrypted
channel.

Migration Guide
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Changes in Genesys Administrator

Table 20: Genesys Administrator Configuration Changes Between Release 8.0 and
Release 8.1 (Continued)

Type of
Change

Change
Occurred
in Release

Details

Security
enhancements
(cont.)

8.1

When logging in:

Genesys Administrator now supports the standard Genesys Security
Banner feature at login.

The amount of detailed technical information displayed in an
authentication error message is now configurable.

Genesys Administrator can now be configured to prompt the User to
change his or her password, usually when the user is logging into the
system for the first time, or when their password is about to expire.
This feature must be activated in Configuration Server 8.1.1 or later to
be available for use in Genesys Administrator.

Solution
support

8.1

For the eServices Solution:

You can now use Genesys Administrator to provision
Multimedia/eServices SCXML applications on Interaction Queues.

Genesys Administrator now supports UTF-8 encoding for Business
Attributes objects.

Solution
support
(cont.)

8.1

For the Outbound Contact Solution:

You can now provision Script objects of type Outbound Schedule
under Outbound Contact. These Outbound Schedules enable the user
to automate periodic execution of dialing sessions (for example, daily,
weekly, monthly, and so on), based on preconfigured settings.
Outbound Schedules also allow automatic control over dialing session
executions (such as activation, deactivation, starting, stopping, and
modification of dialing mode) based on time or in response to meeting
user-defined conditions.

You can now change the name of the script that is associated with an
Outbound schedule from within the properties dialog box of the
schedule.

When configuring Schedules, you can define the dialing priorities for
each dialing session for the Load, Start, and Set Dialing Mode actions.

The list of Dialing Sessions now displays Stat Server, Max Queue
Size, IVR Profile, Interaction Queue, and Trunk Group DN for each
session.

Genesys Administrator now supports the creation of a Calling List
based on a PostgreSQL database.

The refresh rate that you set in Genesys Administrator User
Preferences now applies also to viewing Outbound Contact Reports.
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Table 20: Genesys Administrator Configuration Changes Between Release 8.0 and
Release 8.1 (Continued)

Type of Change | Details
Change Occurred
in Release
Solution 8.1 For the Outbound Contact Solution (cont.):
support + Genesys Administrator now supports an Outbound Contact Solution
(cont.) deployed using the PostgreSQL database.

The refresh rate that you set in Genesys Administrator User
Preferences now applies also to viewing Outbound Contact Reports.

You can now choose which statistics to display, and define the
properties of these statistics, for all Outbound Contact reports
available in Genesys Administrator.

The following features require Outbound Contact 8.1.2:

+ Genesys Administrator now supports the Predictive GVP dialing
mode and a new optimization parameter (Average Distribution
Time) for individual Campaigns, Campaign Sequences, and
Schedules.

+ Genesys Administrator now supports the new optimization
parameter, Maximum Gain, and its target value for individual
Campaigns, Campaign Sequences, and Schedules, in predictive
dialing modes.

+ You can now choose to use predefined Stored Procedures in
Outbound Contact Server for Calling Lists and Campaigns, or to
define customized Stored Procedures in Genesys Administrator.

For the Routing Solution:

You can now use Genesys Administrator to load and unload Routing
Strategies (Simple Routing Scripts) on and from DNs and DN Groups,
and to schedule that loading and unloading.

Genesys Administrator now validates Routing Strategies to confirm
that all applicable configuration objects exist.

Genesys Administrator supports the new Operational Reporting (OR)
feature on the Orchestration Server (release 8.1.0 or later), which
enables you to:

+ View specific statistics and details about active and recently active
sessions in an Orchestration deployment.

+ Search for sessions in an Orchestration deployment, and from the
search results, terminate any of those sessions.

+ Specify an alternate Universal Resource Identifier (URI) when
configuring a script of type Enhanced Routing for Orchestration

Genesys Administrator now supports UTF-8 encoding for Business
Attributes name and value.

Migration Guide
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Table 20: Genesys Administrator Configuration Changes Between Release 8.0 and
Release 8.1 (Continued)

Type of
Change

Change
Occurred
in Release

Details

Solution
Support
(cont.)

8.1

For the SIP Server Solution, you can now configure and synchronize peer
SIP Servers for Disaster Recovery.

For the Voice Platform Solution:

You can use the new Recording Server Resource Group to group and
manage Recording Group resources.

You can now view CTI Connector (CTIC) component and Intelligent
Contact Management (ICM) connection statistics using the new CTIC
Dashboard.

The new ASR/TTS Usage and ASR/TTS Usage Peaks Reports
generated by the Automatic Speech Recognition (ASR) Server and
Text-to-Speech (TTS) Server components provide metrics on a per-
component, -IVR Profile, -Tenant, and -deployment basis.

You can now validate the uniqueness of DIDs across all Tenants.

Historical Media Control Platform (MCP) Call Detail Record (CDR)

reports now include information to indicate which platform resources
have been used in the call. Examples of such resources include ASR,
TTS, Video, and VoiceXML. Please consult the GVP documentation

for a complete list.

You can now view information about the per-call Interaction Voice
Response (IVR) Actions and a list of custom variables for the session
using the Historical Call Browser for MCP.

You can now combine information from all sites in the system in the
following reports:

+ Tenant and IVR Profile Call Arrivals Reports

+ Voice Application Reporting (VAR) IVR Action Usage and
Summary

+ ASR/TTS Usage Report

Resource Manager (RM) CDRs displayed in the Active and Historical
Call Browser now include the Site ID.

You can now use the IVR Profile Wizard to enter authentication
parameters used by GVP context services.

If primary and backup Policy Servers are configured, when Genesys
Administrator tries to access the Policy Server to obtain information, it
will first try the Policy Server instance to which it was last successful
in gaining access.
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Table 20: Genesys Administrator Configuration Changes Between Release 8.0 and
Release 8.1 (Continued)

Type of Change | Details
Change Occurred
in Release
Usability 8.1 Genesys Administrator now supports access from client browsers and
enhancements connectivity to other Genesys servers via IPv6 when IPv6 addresses are

set up properly in the Domain Name System.

Third-party applications can now log in to Genesys Administrator on
behalf of the user, without the User having to interact with the Genesys
Administrator login dialog box.

The Centralized Log now supports searching of log records by user and
tenant.

You can, at any time, change the Log Database Access Point (DAP) or the
Solution Control Server to which Genesys Administrator is connected
without having to log out and log back in. The choices of Log DAPs and
Solution Control Servers to which Genesys Administrator can connect,
however, is limited to those in the list of connections for the Genesys
Administrator Application object in Configuration Server.

Configuration of connections is optimized so that you can add
connections with default parameters in a single step.

In the list of Applications and Solutions, the Status (stopped, started) is
now refreshed automatically at a rate that is the greater of every 15
seconds or the refresh rate specified in the User Preferences.

Genesys Administrator can now work with Alarm Reaction Scripts that
identify the application, host, or object by DBID or by its name as
supported by Management Layer 8.1.1 and later. This ensures full
compatibility with new and legacy script definitions.

Users can view additional fields added to audit logs, and can use these
new fields as filter criteria

Dates and times are now displayed using the same calendar and time zone
as the language pack installed on the Genesys Administrator server.

Genesys Administrator can now display UTF-8-encoded data from any
database that supports the multi-language feature in Management
Framework.

For each Host, a list of the Applications installed on that Host is
displayed, as is the status and mode of each Application.

For each Solution, a list of the Applications making up that Solution is
displayed, as is the status and mode of each Application.

Migration Guide
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Table 20: Genesys Administrator Configuration Changes Between Release 8.0 and
Release 8.1 (Continued)

Type of
Change

Change
Occurred
in Release

Details

Usability
enhancements
(cont.)

8.1

You can now provision more object and properties in bulk as follows:

e Create and modify User, DN, DN Group, Agent Group, Place, Place
Group, and Tenant objects by importing a .csv text file.

* Export to an import-compatible .csv file existing User, DN, DN
Group, Agent Group, Place, Place Group, and Tenant objects, which
can then be modified off-line and imported back into Genesys
Administrator, if required. You can also choose to sort the exported
data, enabling columns with master/details to be consolidated when
viewed in a spreadsheet. In release 8.1.3, you can also specify the list
delimiter used in the file.

» Create a range of User and Place objects.

* Add an Agent to one or more Agent Groups while configuring the
Agent.

You can optionally apply throttling to bulk operations to ensure that
Configuration Server is not overwhelmed by the volume of processing
requests.

Refer to Genesys Administrator Help for detailed instructions about bulk
operations, including throttling.

You can now view operating statistics about a Host.

In a multi-tenant environment, users can now view Permissions in a flat
list (Simple Mode) or in a logical tree structure by Tenant. In this mode, a
user with the necessary permissions and role privileges can setup every
possible combination of permissions. Users can switch between the two
modes as required.

In a multi-tenant environment, users can now view the list of Tenant
objects as a flat list (Simple Mode) or as a logical tree in which you open
the parent Tenant to view the child Tenants (Advanced Mode). Users can
switch between the two modes as required.

When creating new Tenants, users can set additional options to customize
the information that is required at creation.

Users can now configure an Agent Group with multiple supervisors.

Users can now filter a list of Agents by Skill and Skill Level properties.
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Configuration Option Changes for Genesys Administrator

This section documents all configuration option changes in Genesys
Administrator from release 8.0 through 8.1.

Genesys Administrator configuration options are described in detail in the
Genesys Administrator Deployment Guide.

Table 21: Option Changes in Genesys Administrator

Option Name Configuration Type of Change | Additional
Section Name Change | Occurred | Information
in Release
cs_resp_timeout default New 8.1
csv-separator default New 8.1
Stat<n> GAOutboundCampaign | New 8.1
Stats
BulkUpdateBatchSize CSThrottling New 8.1
BulkUpdateBatchTimeout CSThrottling New 8.1
Rowldx AgentBulkProcess New 8.1
MaxRowColumns AgentBulkProcess New 8.1
UserName AgentBulkProcess New 8.1
FirstName AgentBulkProcess New 8.1
LastName AgentBulkProcess New 8.1
Password AgentBulkProcess New 8.1
EmployeelD AgentBulkProcess New 8.1
State AgentBulkProcess New 8.1
AgentFlag AgentBulkProcess New 8.1
SkillAdded AgentBulkProcess New 8.1
SkillLevel AgentBulkProcess New 8.1
SkillDeleted AgentBulkProcess New 8.1
SwitchName AgentBulkProcess New 8.1
AgentLogin AgentBulkProcess New 8.1
WrapUpTime AgentBulkProcess New 8.1
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Table 21: Option Changes in Genesys Administrator (Continued)

Option Name Configuration Type of Change | Additional
Section Name Change | Occurred | Information
in Release
SectionName AgentBulkProcess New 8.1
OptionName AgentBulkProcess New 8.1
OptionValue AgentBulkProcess New 8.1
SwitchDeleted AgentBulkProcess New 8.1
AgentLoginDeleted AgentBulkProcess New 8.1
AccessGroup AgentBulkProcess New 8.1
AccessGroupDeleted AgentBulkProcess New 8.1
AgentGroup AgentBulkProcess New 8.1
AgentGroupDeleted AgentBulkProcess New 8.1
Rowldx AgentGroupBulkProcess | New 8.1
MaxRowColumns AgentGroupBulkProcess | New 8.1
AgentGroupName AgentGroupBulkProcess | New 8.1
State AgentGroupBulkProcess | New 8.1
Agent AgentGroupBulkProcess | New 8.1
AgentRemoved AgentGroupBulkProcess | New 8.1
SectionName AgentGroupBulkProcess | New 8.1
OptionName AgentGroupBulkProcess | New 8.1
OptionValue AgentGroupBulkProcess | New 8.1
Rowldx DNBulkProcess New 8.1
MaxRowColumns DNBulkProcess New 8.1
Number DNBulkProcess New 8.1
Type DNBulkProcess New 8.1
State DNBulkProcess New 8.1
Register DNBulkProcess New 8.1
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Table 21: Option Changes in Genesys Administrator (Continued)

Option Name Configuration Type of Change | Additional
Section Name Change | Occurred | Information
in Release
RouteType DNBulkProcess New 8.1
SwitchSpecificType DNBulkProcess New 8.1
Association DNBulkProcess New 8.1
Alias DNBulkProcess New 8.1
SectionName DNBulkProcess New 8.1
OptionName DNBulkProcess New 8.1
OptionValue DNBulkProcess New 8.1
Rowldx DNGroupBulkProcess New 8.1
MaxRowColumns DNGroupBulkProcess New 8.1
DNGroupName DNGroupBulkProcess New 8.1
State DNGroupBulkProcess New 8.1
GroupType DNGroupBulkProcess New 8.1
DNName DNGroupBulkProcess New 8.1
DNRemoved DNGroupBulkProcess New 8.1
SectionName DNGroupBulkProcess New 8.1
OptionName DNGroupBulkProcess New 8.1
OptionValue DNGroupBulkProcess New 8.1
Rowldx PlaceBulkProcess New 8.1
MaxRowColumns PlaceBulkProcess New 8.1
PlaceName PlaceBulkProcess New 8.1
State PlaceBulkProcess New 8.1
DN PlaceBulkProcess New 8.1
DNRemoved PlaceBulkProcess New 8.1
SectionName PlaceBulkProcess New 8.1
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Table 21: Option Changes in Genesys Administrator (Continued)

Option Name Configuration Type of Change | Additional
Section Name Change | Occurred | Information
in Release
OptionName PlaceBulkProcess New 8.1
OptionValue PlaceBulkProcess New 8.1
Rowldx PlaceGroupBulkProcess | New 8.1
MaxRowColumns PlaceGroupBulkProcess | New 8.1
PlaceGroupName PlaceGroupBulkProcess | New 8.1
State PlaceGroupBulkProcess | New 8.1
PlaceName PlaceGroupBulkProcess | New 8.1
PlaceNameRemoved PlaceGroupBulkProcess | New 8.1
SectionName PlaceGroupBulkProcess | New 8.1
OptionName PlaceGroupBulkProcess | New 8.1
OptionValue PlaceGroupBulkProcess | New 8.1
Rowldx TenantBulkProcess New 8.1
MaxRowColumns TenantBulkProcess New 8.1
TenantName TenantBulkProcess New 8.1
State TenantBulkProcess New 8.1
ParentName TenantBulkProcess New 8.1
ChargNumber TenantBulkProcess New 8.1
SectionName TenantBulkProcess New 8.1
OptionName TenantBulkProcess New 8.1
OptionValue TenantBulkProcess New 8.1
EnableNewTenCustomization TenantCreateDialog New 8.1
TenantAdminAccountChkbox TenantCreateDialog New 8.1
TenantAdministratorsRoles TenantCreateDialog New 8.1
TenantAdministratorsRolesChkbox | TenantCreateDialog New 8.1
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Table 21: Option Changes in Genesys Administrator (Continued)

Option Name Configuration Type of Change | Additional
Section Name Change | Occurred | Information
in Release

TenantUsersRoles TenantCreateDialog New 8.1
TenantUsersRolesChkbox TenantCreateDialog New 8.1
TenantAdminLoginChkbox TenantCreateDialog New 8.1
TenantUsersLoginChkbox TenantCreateDialog New 8.1
TenantAdministratorsAccess TenantCreateDialog New 8.1
TenantAdminCreateDefaultLegacy | TenantCreateDialog New 8.1
Ranks
TenantAppFolderCreateMode TenantCreateDialog New 8.1
TenantAppAccountCreateMode TenantCreateDialog New 8.1
TenantAppAccountCreateFormat | TenantCreateDialog New 8.1
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Chapter

1 0 Migrating Genesys
Administrator Extension

This chapter contains procedures for migrating to the latest version of Genesys
Administrator Extension from an earlier version, and describes major changes
in Genesys Administrator Extension and configuration option changes.

This chapter contains the following topics:

+ Interoperability with Other Framework Components, page 165

+  Preliminary Migration Procedures, page 166

- Migration to 8.5.0, page 166

«  Migration to 8.1.4, page 180

- Migration to 8.1.3, page 192

« Changes in Genesys Administrator Extension, page 209

Interoperability with Other Framework
Components

Genesys Administrator Extension resides in the User Interaction Layer of the
Genesys Framework. This Layer provides comprehensive user interfaces to:

* Configure, monitor, and control the management environment.

* Perform specific tasks related to Solution Deployment, Operational
Parameter Management, Audio Resource Management, and Configuration
Object Management (formerly Account Management).
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Preliminary Migration Procedures

Complete the procedures in this section before upgrading Genesys
Administrator Extension.

Management Framework Upgrades

You must be running Management Framework 8.1.0 or later to support
Genesys Administrator Extension.

If you are currently running a release of Management Framework earlier than
the one that is specified in the previous paragraph, refer to the Management
Framework chapters of this guide to upgrade to the required release of
Management Framework.

Migration to 8.5.0

This section contains the prerequisites and procedures that are needed to
upgrade to Genesys Administrator Extension 8.5.0.

Prerequisites

Genesys Administrator Extension uses Management Framework. To use the
Role-based Access Control feature, Configuration Server 8.0.x or higher is
required.

Notes: * A new application type, Genesys Administrator Server, was
introduced in Genesys Framework release 8.1.1 for use with
Genesys Administrator Extension release 8.1.2 or higher. Previous
versions of GAX do not support this new application type and must
use the Genesys Generic Server application type.

 To avoid issues with role assignments, you should upgrade the

application, metadata, and the roles to the new type when you
migrate to the latest version of GAX or perform a fresh install.

The computer on which you install Genesys Administrator Extension must be
capable of acting as a web application server, and must be running one of the
following:

* Red Hat Enterprise Linux 5.5 (64-bit) - Enterprise Edition, with Updates
from RHN enabled;

* Red Hat Enterprise Linux 6.0 (64-bit) - Enterprise Edition, with Updates
from RHN enabled;

Or,
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*  Windows Server 2008 R2, with 64-bit applications running natively on a
64-bit OS.

*  Windows Server 2012, with 64-bit applications running natively on a 64-
bit OS.

The computer must also run the following:

* Java 6 or Java 7 Runtime (JRE) from Oracle. See the Genesys
Administrator Extension Deployment Guide for information about
obtaining and installing Java, if necessary.

GAX 8.5.0 uses an embedded Jetty instance as the web application server; as a

result, Tomcat is no longer a prerequisite to use GAX. For those who chooseto

use Tomcat instead of Jetty, GAX requires Tomcat 6.0.37 from Apache. Refer
to “Migration Procedure” on page 169 for additional information.

In addition, each module of Genesys Administrator Extension might have

additional prerequisites. Refer to the Genesys Administrator Extension
Deployment Guide for more information.

Browser Requirements

Genesys Administrator Extension includes a web-based GUI with which you
can manage Genesys applications and solutions. It is compatible with the
following browsers:

*  Microsoft Internet Explorer 8.x, 9.x, 10.x, 11.x
*  Mozilla Firefox 17 or higher
* Safari 6 on Macintosh systems

e Chrome

Note: ° Genesys Administrator Extension supports all major browsers,
but it is optimized for Chrome.
* If you use Microsoft Internet Explorer or Safari, refer to the
Genesys Administrator Extension Deployment Guide for
troubleshooting information specific to your browser.

Genesys Administrator Extension is designed to be viewed at a minimum
screen resolution of 1024x768, although higher resolutions are recommended.
If you are working in 1024x768 mode, maximize your browser to ensure that
you can see all of the interface.

Required Permissions and Role Privileges
Genesys Administrator Extension uses a permission-based mechanism and a

role-based access control system to protect your data. Before installing and
using Genesys Administrator Extension, ensure that all users have the

167



Chapter 10: Migrating Genesys Administrator Extension Migration to 8.5.0

168

necessary access permissions and role privileges to do their work. The
following are examples of scenarios that require permissions:

* A Tenant user must have write (Update) permission on his or her User
object to set and save his or her User Preferences in Genesys Administrator
Extension.

* To log in to Genesys Administrator Extension, a user must have Read
permission on his or her User object, Read and Execute permissions on his
or her Tenant object, and Read and Execute permissions on the Genesys
Administrator Extension client AppLication object. These permissions are
usually assigned by adding the users to access groups.

There are no role privileges required to log in to GAX; however, GAX-specific

functions may require additional role privileges to be enabled. Refer to the

Genesys Administrator Extension Deployment Guide for more information

about role privileges that are specific to Genesys Administrator Extension.

Deploying Multiple Instances of GAX with Shared
Resources

You can install multiple instances of GAX to support both High Availability
(HA) and load balancing. You can also install multiple instances of GAX to
take advantage of the GAX plug-in architecture. Each instance of GAX can be
deployed with a different combination of plug-ins.

In either scenario, the multiple instances of GAX share the same data
resources, such as Configuration Server, the GAX database, and audio
resources, but are executed independently by different users on different hosts.

Minimum Required Firewall Permissions and Settings
for GAX Deployment

Your firewall must allow incoming connections on the http and https ports (for
example, 8080, 80, 433, and so on, based on your setup). The application
server can listen on more than one port at once.

You must allow outgoing connections to allow GAX to establish connections;
however, you can restrict the connections to networks that contain the
following components:

*  GDA hosts
e Databases

* Genesys configuration layer servers: Configuration Server, Message
Server, and Solution Control Server
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Minimum Required File System Permissions and
Settings for GAX Deployment

The GAX operating system user is the user that runs the GAX process. The
GAX operating system user must have the following permissions:

*  Write permission on the log file folder

* Read/write access to the folder configured for ARM (Audio Resource
Management)

Enabling UTF-8 Encoding (for Oracle Databases)

Starting in release 8.1.3, Genesys Administrator Extension optionally supports
UTF-8 character encoding for Oracle databases. This functionality requires
Configuration Server 8.1.2 or later.

For more information, refer to the Genesys Administrator Extension
Deployment Guide.

Migration Procedure

Migration Guide

After you have performed all necessary upgrades to your operating system,
Management Framework, and web browser, use the procedure “Upgrading
GAX (Management Framework 8.1.1 or higher)” or the procedure “Upgrading
GAX (Management Framework 8.1.0 or lower)” to migrate to the latest
version of Genesys Administrator Extension.

Note: Genesys Administrator Extension 8.5.0 uses an embedded instance of
Jetty for web-server functions, whereas previous releases have used
Tomcat. The following upgrade procedures explain how to upgrade
GAX to use Jetty. To continue using Tomcat, you must remove the old
{Tomcat Home)/webapps/gax folder and copy the new gax.war file from
the GAX installation folder to the <Tomcat Home)/webapps folder.

Procedure:
Upgrading GAX (Management Framework 8.1.1 or
higher)

1. Stop the instance of GAX that you want to upgrade.

2. Ensure that Management Framework, Configuration Server, and Genesys
Administrator are all upgraded to versions that are compatible with the
latest version of GAX before proceeding. Refer to the Genesys
Administrator Extension Deployment Guide for more information.
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3. Follow the procedure below that describes your GAX environment. You
can skip this step if your GAX Application object type is Genesys
Administrator Server and you do not intend to use the Pulse 8.5 plug-in.

Your GAX Application object is of type Genesys Generic Server.

Create and configure the configuration objects that are required for the
latest version of GAX by using Genesys Administrator to perform the
following steps:

Open your existing GAX AppLication object of type Genesys Generic
Server in edit mode.

Click the Options tab.

Click Export to save your configured GAX options to a file on your
local file system of type CONF/CFG.

Create and configure a new Server Application object for Genesys
Administrator Extension of type Genesys Administrator Server. Refer
to the Genesys Administrator Extension Deployment Guide for more
information.

I.  Ensure that you follow the steps that pertain to the use of
Management Framework Configuration Server 8.1.1, or higher.

il. Replicate any configuration that you wish to add to your newly
created Application object by referring to the GAX Application
object of your previous version.

iii. Click the Options tab.

iv. Click Import and specify the CONF/CFG file that you previously
created. Select No to not overwrite any existing options.

V. (Optional) Create a DAP that points to the Log Database (refer to
the Genesys Administrator Extension Deployment Guide for more
information). Set the role of the DAP to auditing. Enable auditing
by setting the value of the general/auditing option to true. Add
the DAP to your GAX connections. On the Options tab of the DAP,
in the GAX section, configure the role option with the value
auditing.

You intend to use the Pulse 8.5 plug-in.

You must reuse the existing GAX Application object if you intend to

migrate to Pulse 8.5. To do so, use Genesys Administrator to perform

the steps below:

Upload the GAX 8.5 Application Template. Refer to the Genesys

Administrator 8.1 Help for additional instructions on how to upload

Application Templates.

Open the GAX 8.5 Application Template object.

Click the Options tab.

Click Export to save your configured GAX options to a file on your
local file system of type CONF/CFG.

Close the GAX 8.5 Application Template.
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f.  Open your existing GAX Application object.
g. Click the Options tab.

h. Click Import and specify the CONF/CFG file that you previously created
from the GAX 8.5 Application Template. Select No to not overwrite
any existing options.

I. Click Save & Close.

4. (Optional) If you want to retain the installed plug-ins that you used with

GAX 8.1.4, go to the GAX folder and back up the webapp folder by
renaming it to webapp_backup.

On the target machine, run the GAX installer for the release to which you
want to upgrade. The installer copies the binary file and copies all of the
required files to the target directory. For more details, refer to the
Procedure: Installing Genesys Administrator Extension server on a Linux
host, on page 178 or Procedure: Installing Genesys Administrator
Extension server on a Windows Server host, on page 179.

Execute all applicable database upgrade scripts, if necessary. To determine
if you have to apply any database scripts:

a. Execute the following SQL statement upon your existing GAX
database: select * from db_schema_version.

b. Compare the result with the update scripts in the
resources/sql_scripts folder in the target directory of the installation.

Note: The latest database schema versions are:

* asd—8.5.000.01
* opm-arm—=_.1.301.01
* core—38.1.301.01

The following examples list the upgrade scripts for Solution Deployment:
* (Oracle only) gax asd upgrade db 8.1.320.01 to 8.5.000.01 ora.sql
¢ (Microsoft SQL only)

gax_asd upgrade db 8.1.320.01 to 8.5.000.01 mssql.sql

* (PostgreSQL only)
gax_asd upgrade db 8.1.320.01 to 8.5.000.01 postgres.sql

As a local user on the host machine, whether in person or via a remote
desktop connection, launch GAX and run Setup Mode. Follow the
instructions in Procedure: Deploying Genesys Administrator Extension, on
page 176.

(Optional) You can delete the previous GAX Application object after you
have verified that the new release is working correctly.

To use the System Dashboard feature, you must set up a connection to
Solution Control Server (SCS). Refer to Procedure: Adding a Connection
to Solution Control Server from GAX, on page 179.
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10. If you backed up the webapp folder in Step 4 to webapp_backup, you must
perform the following actions:

a.
b.

Stop GAX.

Copy the plug-in .jar files from webapp_backup to the new webapp folder
in the GAX 8.5.0 installation folder.

Delete the webapp_backup folder.
Start GAX.

End of procedure

Notes: * Some plug-ins might require additional configuration. Refer to the

plug-in documentation for more information about installing and
configuring the plug-in.

You must upload the plug-in installation package into GAX if the
plug-in contains new privileges.

If you are migrating from Tomcat to Jetty, you might need to update
the paths used in the asd configuration options if they refer to the
{CATALINA_HOME} variable that was previously used by Tomcat. For
example:

asd.silent_ini_path={CATALINA_HOME} /webapps/gax/WEB-
INF/classes/xmltemplates/ga_default/
genesys_silent_ini.xml

asd.local_ip_cache_dir = {CATALINA_HOME}/gaxLocalCache

The above two options must be set to a new path, such as:

asd.silent_ini_path=./plugin.data/asd/installation/
genesys_silent_ini.xml

asd. local_ip_cache_dir =./plugin.data/asd/gaxLocalCache

Role privileges must be renewed if the application type is changed.
Genesys stores role privileges that are associated with the
application type to which they apply, but since GAX is associated
with Genesys Administrator Server in 8.1.1 releases of
Management Framework (for GAX 8.1.2 and higher), not Genesys
Generic Server, the role privileges must be set using the correct
type.

Database upgrade scripts that have version numbers prior to the ones
from which you upgraded do not have to be executed. You must log
in to the database schema as a GAX user and run the commands
inside the SQL scripts as commands for the database.
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* If you are upgrading from release 8.1.x to 8.5.0, when you execute
the SQL upgrade scripts, make sure that the scripts are properly
committed. If your client application has auto-commit switched off,
you might have to add the following line(s) to the scripts.

a. For Oracle:
commit;

b. For MS SQL.:
BEGIN TRANSACTION;
COMMIT TRANSACTION;

* For PostgreSQL:
commit;

Procedure:
Upgrading GAX (Management Framework 8.1.0 or
lower)

1. Stop the instance of GAX that you intend to upgrade.

2. (Optional) Complete this step if you intend to migrate an earlier version of
Pulse to Pulse 8.5.

You must reuse the existing GAX Application object if you intend to
migrate to Pulse 8.5. To do so, use Genesys Administrator to perform the
steps below:

a. Upload the GAX 8.5 Application Template. Refer to the Genesys
Administrator 8.1 Help for additional instructions on how to upload
Application Templates.

b. Open the GAX 8.5 Application Template object.

C. Click the options tab.

d. Click Export to save your configured GAX options to a file on your
local file system of type CONF/CFG.

e. Close the GAX 8.5 Application Template.

f.  Open your existing GAX Application object.

g. Click the Options tab.

h. Click Import and specify the CONF/CFG file that you previously created

from the GAX 8.5 Application Template. Select No to not overwrite
any existing options.
I. Click Save & Close.
3. (Optional) If you want to retain the installed plug-ins that you used with

GAX 8.1.4, go to the GAX folder and back up the webapp folder by
renaming it to webapp_backup.
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4. On the target machine, run the GAX installer for the release to which you

want to upgrade. The installer copies the binary file to the target directory
that was defined during installation, and also copies all of the required files
to the target directory. For more details, refer to Procedure: Installing
Genesys Administrator Extension server on a Linux host, on page 178 or
Procedure: Installing Genesys Administrator Extension server on a
Windows Server host, on page 179.

Execute all applicable database upgrade scripts, if necessary. To determine
if you have to apply any database scripts:

a. Execute the following SQL statement upon your existing GAX
database: select * from db_schema_version.

b. Compare the result with the update scripts in the
resources/sql_scripts folder in the target directory of the installation.

Note: The latest database schema versions are:

+ asd—~8.5.000.01
* opm-arm—=_.1.301.01
* core—S8.1.301.01

The following examples list the upgrade scripts for Solution Deployment:
* (Oracle only) gax asd upgrade db 8.1.320.01 to 8.5.000.01 ora.sql
*  (Microsoft SQL only)

gax_asd upgrade db 8.1.320.01 to 8.5.000.01 mssql.sql

* (PostgreSQL only)
gax_asd upgrade db 8.1.320.01 to 8.5.000.01 postgres.sql

As alocal user on the host machine, whether in person or via a remote
desktop connection, launch GAX and run Setup Mode. Follow the
instructions in Procedure: Deploying Genesys Administrator Extension, on
page 176.

(Optional) You can delete the previous GAX Application object after you
have verified that the new release is working correctly.

To use the System Dashboard feature, you must set up a connection to
Solution Control Server (SCS). Refer to Procedure: Adding a Connection
to Solution Control Server from GAX, on page 179.

If you backed up the webapp folder in Step 3 to webapp_backup, you must
perform the following actions:
a. Stop GAX.

b. Copy the plug-in .jar files from webapp_backup to the new webapp folder
in the GAX 8.5.0 installation folder.

c. Delete the webapp_backup folder.

0
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d. Start GAX.

End of procedure

Notes:

Migration Guide

Some plug-ins might require additional configuration. Refer to the
plug-in documentation for more information about installing and
configuring the plug-in.

You must upload the plug-in installation package into GAX if the
plug-in contains new privileges.

If you are migrating from Tomcat to Jetty, you might need to update
the paths used in the asd configuration options if they refer to the
{CATALINA_HOME} variable that was previously used by Tomcat. For
example:

asd.silent_ini_path = {CATALINA_HOME}/webapps/gax/WEB-
INF/classes/xmltemplates/ga_default/
genesys_silent_ini.xml

asd.local_ip_cache_dir = {CATALINA_HOME}/gaxLocalCache

The above two options must be set to a new path, such as:

asd.silent_ini_path = ./plugin.data/asd/installation/
genesys_silent_ini.xml

asd. local_ip_cache_dir = ./plugin.data/asd/gaxLocalCache

Role privileges must be renewed if the application type is changed.
Genesys stores role privileges that are associated with the application
type to which they apply, but since GAX is associated with Genesys
Administrator Server in 8.1.1 releases of Management Framework
(for GAX 8.1.2 and higher), not Genesys Generic Server, the role
privileges must be set using the correct type.

Database upgrade scripts that have version numbers prior to the ones
from which you upgraded do not have to be executed. You must log
in to the database schema as a GAX user and run the commands
inside the SQL scripts as commands for the database.
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* If you are upgrading from release 8.1.x to 8.5.0, when you execute
the SQL upgrade scripts, make sure that the scripts are properly
committed. If your client application has auto-commit switched off,
you might have to add the following line(s) to the scripts.

a. For Oracle:
commit;

b. For MS SQL.:
BEGIN TRANSACTION;
COMMIT TRANSACTION;

c. For PostgreSQL:
commit;

Procedure:
Deploying Genesys Administrator Extension

Purpose: To use Setup Mode to deploy Genesys Administrator Extension
8.5.0.

Start of procedure

1. Connect to GAX locally by opening a supported web browser and
navigating to the location of your GAX host (for example:
http://localhost:8080/gax/).

Note: Setup Mode is accessible only through a local connection. You cannot
use Setup Mode if you connect remotely to the GAX host.

Select the Username field and enter root. By default, there is no password.
Click Log In.

Choose Connect to an Existing Deployment.

o~ N

You must provide configuration information about the existing
Management Framework deployment. This screen pre-populates with
existing details about the deployment, such as:

* Primary Configuration Server Host
* Port number

*  Default Client Application Name

* Username

* Password

If there are any errors, GAX prompts you to re-enter the configuration
information.

6. Click Next.

0
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10.
11.

12.
13.

Perform one of the following actions. If you intend to use the Pulse 8.5
plug-in with GAX, you must choose the first option:

» Select the GAX Application object to be associated with the existing
instance. The list includes all objects of type CfgApplications with a
subtype of either CFGGenesysAdministratorServer or
CFGGenesysGenericServer. If the associated Host object has the same
host names or IP addresses as the current GAX instance, it is
highlighted as recommended.

* Create a new Application object. You must provide the following
information:

* Administrator Extension Application Object Name—Enter the
name of the Application object to create.

* Template—Select the application template to use.
If the Host object does not exist, it is automatically created.
Click Next.

GAX prompts you to enter configuration information for the GAX
database. This screen pre-populates with existing details that might be
stored in Configuration Server. You must provide the following
configuration information:

* Database Server Type
* Database Host

*  Port (numeric only)

* Database Name

* Username

* Password

Click Next.

GAX verifies the database version and creates (or updates) the database
access configuration. If an error occurs, an error message displays and you
can either cancel or restart the deployment process.

Click Finish.

GAX restarts to finish the setup operation. When it is done, GAX displays
the login screen and you can log in to GAX.

End of procedure

Related Procedures

These procedures are not required to upgrade Genesys Administrator
Extension but might contain useful reference information.
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Install Genesys Administration Extension Server

Refer to the Procedure: Installing Genesys Administrator Extension server on a
Linux host, on page 178 or the Procedure: Installing Genesys Administrator
Extension server on a Windows Server host, on page 179.

Procedure:
Installing Genesys Administrator Extension server on
a Linux host

Prerequisites

*  The environment variable for JRE_HOME has been configured (see the
Genesys Administrator Extension Deployment Guide).

Purpose: To install the Genesys Administrator Extension application on a
Linux host.

Start of procedure

1. Copy the IP to the host machine.

2. Navigate to the folder to which you copied the IP, and change the
permissions of the installation file by entering the following command:
chmod 755 install.sh

3. Run the installation file to extract and copy the necessary files by entering
the following command:

./install.sh

Note: When you install Genesys Administrator Extension, you might
receive the following error message that indicates that installation
was unsuccessful:

Unable to find configuration information. Either you have
not used configuration wizards and the GCTISetup.ini file
was not created or the file is corrupted.

Ignore this message; Genesys Administrator Extension was
installed successfully.

4. Navigate to the folder in which you installed GAX, and run the
gax_startup.sh file.

End of procedure

0
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Procedure:
Installing Genesys Administrator Extension server on
a Windows Server host

Prerequisites

*  The environment variable for JRE_HOME has been configured (see the
Genesys Administrator Extension Deployment Guide).

Purpose: To install the Genesys Administrator Extension application on a
Windows Server host.

Start of procedure

1. Copy the IP to the host machine.

2. Run the installation file to extract and copy the necessary files by entering
the following command:

./setup.exe

If there is an existing installation of GAX on the host, the installer will
display a dialog box that prompts you to confirm whether or not you want
to maintain the existing installation.

3. Navigate to the folder in which you installed GAX and run the
gax_startup.bat file.

End of procedure

Procedure:
Adding a Connection to Solution Control Server from
GAX

Purpose: GAX must have a connection to Solution Control Server (SCS) for
the System Dashboard feature to function.

Start of procedure

1. In GAX, go to Configuration Manager.

2. Hover over the Environment icon and select Applications in the pop-up
list.

In the Applications list, open the Application object for GAX.
4. Inthe GAX Application object details window, click the Connections tab.
Click Add.

179



Chapter 10: Migrating Genesys Administrator Extension Migration to 8.1.4

In the pop-up window, enter information about the connection to SCS.
Refer to the Genesys Administrator Extension Help for more information
on how to configure a connection.

Click OK.
Click Save.
Restart GAX.

Migration to 8.1.4

This section contains the prerequisites and procedures that are needed to
upgrade to Genesys Administrator Extension 8.1.4.

Prerequisites

180

Genesys Administrator Extension uses Management Framework. To use the
Role-based Access Control feature, Configuration Server 8.1.x is required.

Notes: * A new application type, Genesys Administrator Server, was

introduced in Genesys Framework release 8.1.1 for use with
Genesys Administrator Extension release 8.1.2 or higher. Previous
versions of GAX do not support this new application type and must
use the Genesys Generic Server application type.

* To avoid issues with role assignments, you should upgrade the
application, metadata, and the roles to the new type when you
migrate to the latest version of GAX or perform a fresh install.

The computer on which you install Genesys Administrator Extension must be
capable of acting as a web application server, and must be running one of the
following:

Red Hat Enterprise Linux 5.5 (64-bit) - Enterprise Edition, with Updates
from RHN enabled;

Red Hat Enterprise Linux 6.0 (64-bit) - Enterprise Edition, with Updates
from RHN enabled;

Or,

Windows Server 2008 R2, with 64-bit applications running natively on a
64-bit OS.

Windows Server 2012, with 64-bit applications running natively on a 64-
bit OS.

The computer must also run the following:

0
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* Java 6 or Java 7 Runtime (JRE) from Oracle. See the Genesys
Administrator Extension Deployment Guide for information about
obtaining and installing Java, if necessary.

GAX 8.1.4 uses an embedded Jetty instance as the web application server; as a
result, Tomcat is no longer a prerequisite to use GAX. For those who chooseto
use Tomcat instead of Jetty, GAX requires Tomcat 6.0.37 from Apache. Refer
to “Migration Procedure” on page 183 for additional information.

In addition, each module of Genesys Administrator Extension might have
additional prerequisites. Refer to the Genesys Administrator Extension
Deployment Guide for more information.

Browser Requirements

Genesys Administrator Extension includes a web-based GUI with which you
can manage Genesys applications and solutions. It is compatible with the
following browsers:

*  Microsoft Internet Explorer 8.x, 9.x, 10.x
* Mozilla Firefox 17 or higher
» Safari 6 on Macintosh systems

e Chrome

Note: Genesys Administrator Extension supports all major browsers, but
it is optimized for Chrome.

Genesys Administrator Extension is designed to be viewed at a minimum
screen resolution of 1024x768, although higher resolutions are recommended.
If you are working in 1024x768 mode, maximize your browser to ensure that
you can see all of the interface.

Required Permissions and Role Privileges

Genesys Administrator Extension uses a permission-based mechanism and a
role-based access control system to protect your data. Before installing and
using Genesys Administrator Extension, ensure that all users have the
necessary access permissions and role privileges to do their work. The
following are examples of scenarios that require permissions:

* A Tenant user must have write (Update) permission on his or her User
object to set and save his or her User Preferences in Genesys Administrator
Extension.
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* To log in to Genesys Administrator Extension, a user must have Read
permission on his or her User object, Read and Execute permissions on his
or her Tenant object, and Read and Execute permissions on the Genesys
Administrator Extension client Application object. These permissions are
usually assigned by adding the users to access groups.

There are no role privileges required to log in to GAX; however, GAX-specific
functions may require additional role privileges to be enabled. Refer to the
Genesys Administrator Extension Deployment Guide for more information
about role privileges that are specific to Genesys Administrator Extension.

Deploying Multiple Instances of GAX with Shared
Resources

You can install multiple instances of GAX to support both High Availability
(HA) and load balancing. You can also install multiple instances of GAX to
take advantage of the GAX plug-in architecture. Each instance of GAX can be
deployed with a different combination of plug-ins.

In either scenario, the multiple instances of GAX share the same data
resources, such as Configuration Server, the GAX database, and audio
resources, but are executed independently by different users on different hosts.

Minimum Required Firewall Permissions and Settings
for GAX Deployment

Your firewall must allow incoming connections on the http and https ports (for
example, 8080, 80, 433, and so on, based on your setup). The application
server can listen on more than one port at once.

You must allow outgoing connections to allow GAX to establish connections;
however, you can restrict the connections to networks that contain the
following components:

e GDA hosts
e Databases

* Genesys configuration layer servers: Configuration Server, Message
Server, and Solution Control Server

Minimum Required File System Permissions and
Settings for GAX Deployment

The GAX operating system user is the user that runs the GAX process. The
GAX operating system user must have the following permissions:

*  Write permission on the log file folder

* Read/write access to the folder configured for ARM

0
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Enabling UTF-8 Encoding (for Oracle Databases)

Starting in release 8.1.3, Genesys Administrator Extension optionally supports
UTF-8 character encoding for Oracle databases. This functionality requires
Configuration Server 8.1.2 or later.

For more information, refer to the Genesys Administrator Extension
Deployment Guide.

Migration Procedure

After you have performed all necessary upgrades to your operating system,
Management Framework, and web browser, use the procedure “Upgrading to
the latest Genesys Administrator Extension for Management Framework 8.1.1
or higher” or the procedure “Upgrading to the latest Genesys Administrator
Extension for Management Framework 8.1.0 or lower” to migrate to the latest
version of Genesys Administrator Extension.

Note: Genesys Administrator Extension uses an embedded instance of Jetty
for web-server functions, whereas previous releases have used
Tomcat. The following upgrade procedures explain how to upgrade
GAX to use Jetty. To continue using Tomcat, you must remove the old
{Tomcat Home>/webapps/gax folder and copy the new gax.war file from
the GAX installation folder to the <Tomcat Home>/webapps folder.

Procedure:
Upgrading to the latest Genesys Administrator
Extension for Management Framework 8.1.1 or higher

Purpose: To upgrade from an earlier release of GAX to the latest release for
Management Framework 8.1.1 or higher.

Start of procedure

1. Stop the instance of GAX that you want to upgrade.

2. Ensure that Management Framework, Configuration Server, and Genesys
Administrator are all upgraded to versions that are compatible with the
latest version of GAX before proceeding. Refer to the Genesys
Administrator Extension Deployment Guide for more information.
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3. (This step applies only to instances that use GAX Application object of
type Genesys Generic Server.) Create and configure the configuration
objects that are required for the latest version of GAX by using Genesys
Administrator to perform the following steps:

a. Open your existing GAX Application object of type Genesys Generic
Server in edit mode.

b. Click the Options tab.

c. Click Export to save your configured GAX options to a file on your
local file system of type CONF/CFG.

d. Create and configure a new Server Application object for Genesys
Administrator Extension of type Genesys Administrator Server. Refer
to the Genesys Administrator Extension Deployment Guide for more
information.

i.  Ensure that you follow the steps that pertain to the use of
Management Framework Configuration Server 8.1.1, or higher.

il. Replicate any configuration that you wish to add to your newly
created Application object by referring to the GAX Application
object of your previous version.

iii. Click the Options tab.

iv. Click Import and specify the CONF/CFG file that you previously
created. Select No to not overwrite any existing options.

V. (Optional) Create a DAP that points to the Log Database (refer to
the Genesys Administrator Extension Deployment Guide for more
information). Set the role of the DAP to auditing. Enable auditing
by setting the value of the general/auditing option to true. Add
the DAP to your GAX connections. On the Options tab of the DAP,
in the GAX section, configure the role option with the value
auditing.

4. On the target machine, run the GAX installer for the release to which you
want to upgrade. The installer copies the binary file and copies all of the
required files to the target directory. For more details, refer to the
Procedure: Installing Genesys Administrator Extension server on a Linux
host, on page 190 or Procedure: Installing Genesys Administrator
Extension server on a Windows Server host, on page 191.

5. Remove or deactivate all old GAX objects. You can use only one GAX
Application object to point to one physical GAX instance. If you want
more than one GAX Application object to point to a single machine, you
must install separate physical GAX instances on the same machine.
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6. Execute all applicable database upgrade scripts, if necessary. To determine
if you have to apply any database scripts, check the resources/sql_scripts
folder in the target directory of the installation.

Note: GAX database schema version numbers are not necessarily

synchronized with the version numbers of plug-ins, nor will they
necessarily match the GAX release number. For example, your
version of GAX might be 8.1.310.36 and your database schema
version might be 8.1.301.01.

Perform one of the following actions, depending on your server
installation:

(Oracle only) Run all of the database upgrade scripts from the previous
version. To determine if you have to apply any database scripts, check
the resources/sql_scripts folder in the target directory of the
installation.

For example, if you intend to upgrade to the latest database version,
you must execute the following SQL scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.301.01_ora.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.301.01_t0_8.1.401.01_ora.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.301.01_ora.sql

(Microsoft SQL only) Run all of the database upgrade scripts from the

previous version. To determine if you have to apply any database

scripts, check the resources/sql_scripts folder in the target directory

of the installation.

For example, if you intend to upgrade to the latest database version,

you must execute the following SQL scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.301.01_mssql.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.301.01_t0_8.1.401.01_mssql.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.301.01_mssql.sql

(PostgreSQL only) Run all of the database upgrade scripts from the

previous version. To determine if you have to apply any database

scripts, check the resources/sql_scripts folder in the target directory

of the installation.

For example, if you intend to upgrade to the latest database version,

you must execute the following SQL script:
gax_asd_upgrade_db_8.1.301.01_t0_8.1.401.01_postgres.sql
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7. Asalocal user on the host machine, whether in person or via a remote
desktop connection, launch GAX and run Setup Mode. Follow the
instructions in Procedure: Deploying Genesys Administrator Extension, on
page 189.

8. (Optional) You can delete the previous GAX Application object after you
have verified that the new release is working correctly.

Notes: « Files that have version numbers prior to the ones from which
you upgraded do not have to be executed.

* You must log in to the database schema as a GAX user and run
the commands inside the SQL scripts as commands for the
database.

* If you are upgrading from release 8.1.x to 8.1.4, when you
execute the SQL upgrade scripts, make sure that the scripts are
properly committed. If your client application has auto-commit
switched off, you might have to add the following line(s) to the
scripts.

a. For Oracle:
commit;
b. For MS SQL.:
BEGIN TRANSACTION;
COMMIT TRANSACTION;
c. For PostgreSQL.:
commit;

* If you perform the upgrade and GAX does not function
properly, delete the webapp folder in the GAX directory of the
host machine.

Procedure:
Upgrading to the latest Genesys Administrator
Extension for Management Framework 8.1.0 or lower

Purpose: To upgrade from an earlier release of GAX to the latest release of
GAX for Management Framework 8.1.0 or lower.

Start of procedure

1. Stop the instance of GAX that you intend to upgrade.

2. On the target machine, run the GAX installer for the release to which you
want to upgrade. The installer copies the binary file to the target directory
that was defined during installation, and also copies all of the required files
to the target directory. For more details, refer to Procedure: Installing
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Genesys Administrator Extension server on a Linux host, on page 190 or
Procedure: Installing Genesys Administrator Extension server on a
Windows Server host, on page 191.

Execute all applicable database upgrade scripts, if necessary. To determine

if you have to apply any database scripts, check the resources/sql_scripts
folder in the target directory of the installation.

Note: GAX database schema version numbers are not necessarily

synchronized with the version numbers of plug-ins, nor will they
necessarily match the GAX release number. For example, your
version of GAX might be 8.1.310.36 and your database schema
version might be 8.1.301.01.

Perform one of the following actions, depending on your server
installation:

(Oracle only) Run all of the database upgrade scripts from the previous
version. To determine if you have to apply any database scripts, check
the resources/sql_scripts folder in the target directory of the
installation.

For example, if you intend to upgrade to the latest database version,

you must execute the following SQL scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.301.01_ora.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.301.01_t0_8.1.401.01_ora.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.301.01_ora.sql

(Microsoft SQL only) Run all of the database upgrade scripts from the

previous version. To determine if you have to apply any database

scripts, check the resources/sql_scripts folder in the target directory

of the installation.

For example, if you intend to upgrade to the latest database version,

you must execute the following SQL scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.301.01_mssql.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.301.01_t0_8.1.401.01_mssql.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.301.01_mssql.sql

(PostgreSQL only) Run all of the database upgrade scripts from the

previous version. To determine if you have to apply any database

scripts, check the resources/sql_scripts folder in the target directory

of the installation.

For example, if you intend to upgrade to the latest database version,

you must execute the following SQL script:
gax_asd_upgrade_db_8.1.301.01_t0_8.1.401.01_postgres.sql
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4. As alocal user on the host machine, whether in person or via a remote
desktop connection, launch GAX and run Setup Mode. Follow the
instructions in the procedure Procedure: Deploying Genesys Administrator
Extension, on page 189.

5. (Optional) You can delete the previous GAX Application object after you
have verified that the new release is working correctly.

Notes:

Role privileges must be renewed if the application type is
changed. Genesys stores role privileges that are associated with
the application type to which they apply, but since GAX is
associated with Genesys Administrator Server in 8.1.1
Management Frameworks (for GAX 8.1.2 and higher), not
Genesys Generic Server, the role privileges must be set using
the correct type.

Files that have version numbers prior to the ones from which
you upgraded do not have to be executed.

You must log in to the database schema as a GAX user and run
the commands inside the SQL scripts as commands for the
database.
If you are installing GAX for the first time or upgrading from
release 8.1.x to 8.1.4, when you execute the SQL upgrade
scripts, make sure that the scripts are properly committed. If
your client application has auto-commit switched off, you might
have to add the following line(s) to the scripts:
a. For Oracle:

commit;
b. For MS SQL:

BEGIN TRANSACTION;

COMMIT TRANSACTION;
c. For PostgreSQL.:

commit;

Genesys =
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Procedure:
Deploying Genesys Administrator Extension

Purpose: To use Setup Mode to deploy Genesys Administrator Extension
8.1.4.

Start of procedure

1.

Connect to GAX locally by opening a supported web browser and
navigating to the location of your GAX host (for example:
http://localhost:8080/gax/).

Note: Setup Mode is accessible only through a local connection. You cannot

a s~ WD

use Setup Mode if you connect remotely to the GAX host.

Select the Username field and enter root. By default, there is no password.
Click Log In.
Choose Connect to an Existing Deployment.

You must provide configuration information about the existing
Management Framework deployment. This screen pre-populates with
existing details about the deployment, such as:

Primary Configuration Server Host
* Port number

Default Client Application Name

Username

Password

If there are any errors, GAX prompts you to re-enter the configuration
information.

Click Next.

Perform one of the following actions:

» Select the GAX Application object to be associated with the existing
instance. The list includes all objects of type CfgApplications with a
subtype of either CFGGenesysAdministratorServer or
CFGGenesysGenericServer. If the associated Host object has the same
host names or IP addresses as the current GAX instance, it is
highlighted as recommended.

* Create a new Application object. You must provide the following
information:

* Administrator Extension Application Object Name—Enter the
name of the Application object to create.
* Template—Select the application template to use.

If the Host object does not exist, it is automatically created.
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8. Click Next.

9. GAX prompts you to enter configuration information for the GAX
database. This screen pre-populates with existing details that might be
stored in Configuration Server. You must provide the following
configuration information:
Database Server Type
Database Host

* Port (numeric only)
Database Name
Username
Password

10. Click Next.

11. GAX verifies the database version and creates (or updates) the database
access configuration. If an error occurs, an error message displays and you
can either cancel or restart the deployment process.

12. Click Finish.

13. GAX restarts to finish the setup operation. When it is done, GAX displays
the login screen and you can log in to GAX.

End of procedure

Related Procedures

190

These procedures are not required to upgrade Genesys Administrator
Extension but might contain useful reference information.

Install Genesys Administration Extension Server

Refer to the Procedure: Installing Genesys Administrator Extension server on a
Linux host, on page 190 or the Procedure: Installing Genesys Administrator
Extension server on a Windows Server host, on page 191.

Procedure:
Installing Genesys Administrator Extension server on
a Linux host

Prerequisites
* The environment variable for JRE_HOME has been configured (see the
Genesys Administrator Extension 8.1.4 Deployment Guide).

Purpose: To install the Genesys Administrator Extension application on a
Linux host.
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Start of procedure

1. Copy the IP to the host machine.

2. Navigate to the folder to which you copied the IP, and change the
permissions of the installation file by entering the following command:

chmod 755 install.sh

3. Run the installation file to extract and copy the necessary files by entering
the following command:

./install.sh

Note: When you install Genesys Administrator Extension, you might
receive the following error message that indicates that installation
was unsuccessful:

Unable to find configuration information. Either you have
not used configuration wizards and the GCTISetup.ini file
was not created or the file is corrupted.

Ignore this message; Genesys Administrator Extension was
installed successfully.

4. Navigate to the folder in which you installed GAX, and run the
gax_startup.sh file.

End of procedure
Procedure:

Installing Genesys Administrator Extension server on
a Windows Server host

Prerequisites

*  The environment variable for JRE_HOME has been configured (see the
Genesys Administrator Extension 8.1.4 Deployment Guide).

Purpose: To install the Genesys Administrator Extension application on a
Windows Server host.

Start of procedure

1. Copy the IP to the host machine.
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2.

3.

Run the installation file to extract and copy the necessary files by entering
the following command:

./setup.exe

If there is an existing installation of GAX on the host, the installer will
display a dialog box that prompts you to confirm whether or not you want
to maintain the existing installation.

Navigate to the folder in which you installed GAX and run the
gax_startup.bat file.

End of procedure

Migration to 8.1.3

This section contains the prerequisites and procedures that are needed to
upgrade to Genesys Administrator Extension 8.1.3.

Prerequisites

192

Genesys Administrator Extension requires Management Framework. To use
the Role-based Access Control feature, Configuration Server 8.1.x is required.

Notes: * A new application type, Genesys Administrator Server, was

introduced in Genesys Framework release 8.1.1 for use with
Genesys Administrator Extension release 8.1.2 or higher. Previous
versions of GAX do not support this new application type and must
use the Genesys Generic Server application type.

» To avoid issues with role assignments, you should upgrade the

application, metadata, and the roles to the new type when you
migrate to GAX 8.1.3 or perform a fresh install.

The computer on which you install Genesys Administrator Extension must be
capable of acting as a web application server, and must be running the
following:

Red Hat Enterprise Linux 5.5 (64-bit) - Enterprise Edition, with Updates
from RHN enabled;

Or,

Windows Server 2008 R2, with 64-bit applications running natively on a
64-bit OS.

Java 6 Runtime (JRE) from Oracle. See the Framework 8.1 Genesys
Administrator Extension Deployment Guide for information about
obtaining and installing Java, if necessary.

0

Genesys =



Chapter 10: Migrating Genesys Administrator Extension Migration to 8.1.3

Migration Guide

* Tomcat 6.0.37 from Apache. When setting up Tomcat, Genesys strongly
recommends that you enable gzip compression for responses. See the
Framework 8.1. Genesys Administrator Extension Deployment Guide for
more information.

In addition, each module of Genesys Administrator Extension might have
additional prerequisites. Refer to the Framework 8.1 Genesys Administrator
Extension Deployment Guide for more information.

Browser Requirements

Genesys Administrator Extension includes a web-based GUI with which you
can manage Genesys applications and solutions. It is compatible with the
following browsers:

*  Microsoft Internet Explorer 7.x, 8.x, and 9.x
* Mozilla Firefox 3.5 or higher

» Safari 5 or higher

¢ Chrome 8 or higher

Note: Genesys Administrator Extension supports all major browsers, but
is optimized for Chrome. Users of Internet Explorer 7.x might
experience rendering issues in the user interface.

Genesys Administrator Extension is designed to be viewed at a minimum
screen resolution of 1024x768, although higher resolutions are recommended.
If you are working in 1024x768 mode, maximize your browser to ensure that
you can see all of the interface.

Required Permissions and Role Privileges

Genesys Administrator Extension uses a permission-based mechanism and a
role-based access control system to protect your data. Before installing and
using Genesys Administrator Extension, ensure that all users have the
necessary access permissions and role privileges to do their work. The
following are examples of scenarios that require permissions:

* A Tenant user must have write (Update) permission on his or her User
object to set and save his or her User Preferences in Genesys Administrator
Extension.

* To log in to Genesys Administrator Extension, a user must have Read
permission on his or her User object, Read and Execute permissions on his
or her Tenant object, and Read and Execute permissions on the Genesys
Administrator Extension client Application object. These permissions are
usually assigned by adding the users to access groups.
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There are no role privileges required to log in to GAX; however, GAX-specific
functions may require additional role privileges to be enabled. Refer to the
Framework 8.1 Genesys Administrator Extension Deployment Guide for more
information about role privileges that are specific to Genesys Administrator
Extension.

Deploying Multiple Instances of GAX with Shared
Resources

You can install multiple instances of GAX to support both High Availability
(HA) and load balancing. You can also install multiple instances of GAX to
take advantage of the GAX plug-in architecture. Each instance of GAX can be
deployed with a different combination of plug-ins.

In either scenario, the multiple instances of GAX share the same data
resources, such as Configuration Server, the GAX database, and audio
resources, but are executed independently by different users on different hosts.

Minimum Required Firewall Permissions and Settings
for GAX Deployment

Your firewall must allow incoming connections on the Tomcat http and https
ports (for example, 8080, 80, 433, and so on, based on your setup). Tomcat can
listen on more than one port at once.

You must allow outgoing connections to allow GAX to establish connections;
however, you can restrict the connections to networks that contain the
following components:

*  GDA hosts
* Databases

* Genesys configuration layer servers: Configuration Server, Message
Server, and Solution Control Server

Minimum Required File System Permissions and
Settings for GAX Deployment

The GAX operating system user is the user that runs the GAX process. The
GAX operating system user must have the following permissions:

*  Write permission on the log file folder
* Read/write access to the folder configured for ARM

* Be the owner of the Tomcat folder

Note: If Tomcat was extracted from the . tar file, the permissions noted in
this list should already be correct.
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Enabling UTF-8 Encoding (for Oracle Databases)

Starting in release 8.1.3, Genesys Administrator Extension optionally supports
UTF-8 character encoding for Oracle databases. This functionality requires
Configuration Server 8.1.2 or later.

For more information, refer to the Framework 8.1 Genesys Administrator
Extension Deployment Guide.

Migration Procedure

Migration Guide

After you have performed all necessary upgrades to your operating system,
Management Framework, and web server software, use the procedure
“Upgrading to Genesys Administrator Extension 8.1.3 for Management
Framework 8.1.1 or higher” or the procedure “Upgrading to Genesys
Administrator Extension 8.1.3 for Management Framework 8.1.0 or lower” to
migrate to Genesys Administrator Extension 8.1.3.

Procedure:
Upgrading to Genesys Administrator Extension 8.1.3
for Management Framework 8.1.1 or higher

Purpose: To upgrade from an earlier release of GAX to GAX 8.1.3 for
Management Framework 8.1.1 or higher.

Start of procedure

1. Stop the instance of GAX that you want to upgrade.

2. Ensure that Management Framework, Configuration Server, and Genesys
Administrator are all upgraded to versions that are compatible with GAX
8.1.3 before proceeding. Refer to the Framework 8.1 Genesys
Administrator Extension Deployment Guide for more information.

3. (This step applies only to instances that use GAX Application object of
type Genesys Generic Server.) Create and configure the configuration
objects that are required for GAX 8.1.3 by using Genesys Administrator to
perform the following steps:

a. Open your existing GAX Application object of type Genesys Generic
Server in edit mode.

b. Click the Options tab.

c. Click Export to save your configured GAX options to a file on your
local file system of type CONF/CFG.
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d. Create and configure a new Server Application object for Genesys
Administrator Extension of type Genesys Administrator Server by
following Step 4 of Procedure: Creating the necessary configuration
objects for Genesys Administrator Extension, on page 200.

I.  Ensure that you follow the steps that pertain to the use of
Management Framework Configuration Server 8.1.1, or higher.

il. Replicate any configuration that you wish to add to your newly
created Application object by referring to the GAX Application
object of your previous version.

iii. Click the Options tab.

Iv. Click Import and specify the CONF/CFG file that you previously
created. Select No to not overwrite any existing options.

V. (Optional) Create a DAP that points to the Log Database (refer to
Step 3 of Procedure: Creating the necessary configuration objects
for Genesys Administrator Extension, on page 200 for more
information). Set the role of the DAP to auditing. Enable auditing
by setting the value of the general/auditing option to true. Add
the DAP to your GAX connections. On the Options tab of the DAP,
in the GAX section, configure the role option with the value
auditing.

On the target machine, run the GAX installer for the release to which you
want to upgrade. The installer copies the binary file to the Tomcat instance
that was defined during installation and copies all of the required files to
the target directory. For more details, refer to the Procedure: Installing
Genesys Administrator Extension server on a Linux host, on page 206 or
Procedure: Installing Genesys Administrator Extension server on a
Windows Server 2008 host, on page 207.

Remove or deactivate all old GAX objects. You can use only one GAX
Application object to point to one physical GAX instance. If you want
more than one GAX Application object to point to a single machine, you
must install separate physical GAX instances on the same machine, each
with a separate, independent, Tomcat installation.

Perform one of the following actions, depending on your server

installation:

* (Oracle only) Run all of the database upgrade scripts from the previous
version. To determine if you have to apply any database scripts, check
the resources/sql_scripts folder in the target directory of the
installation.

For example, if you have release 8.1.201.25 running and you intend to
upgrade to release 8.1.300.XX, you must execute the following SQL
scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.300.XX_ora.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.201.15_t0_8.1.300.XX_ora.sql

Genesys =
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* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.300.XX_ora.sql
*  (Microsoft SQL only) Run all of the database upgrade scripts from the
previous version. To determine if you have to apply any database
scripts, check the resources/sql_scripts folder in the target directory
of the installation.

For example, if you have release 8.1.201.25 running and you intend to
upgrade to release 8.1.300.XX, you must execute the following SQL
scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.300.XX_mssql.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.201.15_t0_8.1.300.XX_mssql.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.300.XX_mssql.sql

Notes: « Files that have version numbers prior to the ones from which
you upgraded do not have to be executed.

* GAX database schema version numbers are not necessarily
synchronized with the version numbers of plug-ins, nor will
they necessarily match the GAX release number.

* You must log in to the database schema as a GAX user and run
the commands inside the SQL scripts as commands for the
database.

* Ifyou are installing GAX for the first time or upgrading from
release 8.1.x to 8.1.3, when you execute the SQL upgrade
scripts, make sure that the scripts are properly committed. If
your client application has auto-commit switched off, you might
have to add the following line(s) to the scripts.

a. For Oracle:
commit;

b. For MS SQL.:
BEGIN TRANSACTION;
COMMIT TRANSACTION;

7. (Optional) You can delete the previous GAX Application object after you
have verified that the new release is working correctly.

End of procedure
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Procedure:
Upgrading to Genesys Administrator Extension 8.1.3
for Management Framework 8.1.0 or lower

Purpose: To upgrade from an earlier release of GAX to GAX 8.1.3 for
Management Framework 8.1.0 or lower.

Start of procedure

1. Stop the instance of GAX that you intend to upgrade.

2. On the target machine, run the GAX installer for the release to which you
want to upgrade. The installer copies the binary file to the Tomcat instance
that was defined during installation, and also copies all of the required files
to the target directory. For more details, refer to the Procedure: Installing
Genesys Administrator Extension server on a Linux host, on page 206 or
Procedure: Installing Genesys Administrator Extension server on a
Windows Server 2008 host, on page 207.

3. Perform one of the following actions, depending on your server
installation:

(Oracle only) Run all of the database upgrade scripts from the previous
version. To determine if you have to apply any database scripts, check
the resources/sql_scripts folder in the target directory of the
installation.

For example, if you have release 8.1.201.25 running and you intend to
upgrade to release 8.1.300.XX, you must execute the following SQL
scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.300.XX_ora.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.201.15_t0_8.1.300.XX_ora.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.300.XX_ora.sql

(Microsoft SQL only) Run all of the database upgrade scripts from the

previous version. To determine if you have to apply any database

scripts, check the resources/sql_scripts folder in the target directory

of the installation.

For example, if you have release 8.1.201.25 running and you intend to

upgrade to release 8.1.300.XX, you must execute the following SQL

scripts in this order:

* gax_core_upgrade_db_8.1.201.25_t0_8.1.300.XX_mssql.sql

* (For Solution Deployment only)
gax_asd_upgrade_db_8.1.201.15_t0_8.1.300.XX_mssql.sql

* (For Operational Parameter Management only)
gax_opm_upgrade_db_8.1.201.15_t0_8.1.300.XX_mssql.sql

0

Genesys =



Chapter 10: Migrating Genesys Administrator Extension Migration to 8.1.3

Migration Guide

Notes: « Role privileges must be renewed if the application type is
changed. Genesys stores role privileges that are associated with
the application type to which they apply, but since GAX is
associated with Genesys Administrator Server in8.1.1
Management Frameworks (for GAX 8.1.2 and higher), not
Genesys Generic Server, the role privileges must be set using
the correct type.

* Files that have version numbers prior to the ones from which
you upgraded do not have to be executed.

* GAX database schema version numbers are not necessarily
synchronized with he version numbers of plug-ins, nor will they
necessarily match the GAX release number.

* You must log in to the database schema as a GAX user and run
the commands inside the SQL scripts as commands for the
database.

* If you are installing GAX for the first time or upgrading from
release 8.1.x to 8.1.3, when you execute the SQL upgrade
scripts, make sure that the scripts are properly committed. If
your client application has auto-commit switched off, you might
have to add the following line(s) to the scripts:

a. For Oracle:
commit;

b. For MS SQL.:
BEGIN TRANSACTION;
COMMIT TRANSACTION;

4. (Optional) You can delete the previous GAX Application object after you

have verified that the new release is working correctly; however, you can
choose to maintain both versions simultaneously.

End of procedure

Upgrade Configuration Layer Objects

Connect the GAX Server object to Message Server to write audit logs.

Create a DAP that points to the Log Database (refer to Step 3 on page 201
for more information). Set the role of the DAP to auditing. Enable auditing
by setting the value of the general/auditing option to true. Add the DAP
to your GAX connections. In the Options tab of the DAP, in the GAX
section, configure the role option with the value auditing.
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These procedures are not required to upgrade Genesys Administrator
Extension but might contain useful reference information.

Procedure:
Creating the necessary configuration objects for
Genesys Administrator Extension

Purpose: To create the following configuration objects required by Genesys
Administrator Extension:

* Host object for the computer on which Genesys Administrator Extension is
to be installed (Step 1 on page 201)

* Host object for the computer on which the database to be used by Genesys
Administrator Extension will be located (Step 2 on page 201)

* Database Access Point to provide database access to the database to be
used by Genesys Administrator Extension (Step 3 on page 201)

* Application object for Genesys Administrator Extension with a connection
to Configuration Layer to retrieve configuration information (Step 4 on
page 202)

* Application object to provide the capability to log in to Genesys
Administrator Extension (Step 5 on page 204)

Notes: * All tasks in this procedure are completed by using Genesys
Administrator or a similar configuration utility to create the
necessary configuration objects in the Configuration Database.
This procedure assumes that you are using Genesys Administrator.

* In this procedure, use the instructions that are provided in Genesys
Administrator Help or the Framework 8.x Deployment Guide, and
add the object-specific configuration requirements listed here.

Prerequisites
* Management Framework 8.0.0 or higher is installed and running. You must
have Configuration Server 8.0.300.42 or higher.

* Ifyou are using Configuration Server 8.1.1 or higher, you must use
Genesys Administrator 8.1.2 or higher, as previous versions do not support
the GAX application type for configuring role privileges.

* Genesys Administrator 8.1 or higher is installed and running.
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Start of procedure

1. Create and configure a Host object for the computer on which Genesys
Administrator Extension will be installed, as follows:

Use the instructions in Genesys Administrator Help or the Framework

8.x Deployment Guide to create and configure a Host object.

On the Configuration tab, specify a Solution Control Server
Application object.

a.

C.

Click Save & Close to save the new object and its configuration.

2. Use the instructions in Genesys Administrator Help or the Framework 8.x
Deployment Guide to create and configure a Host object for the computer
on which the Oracle or Microsoft SQL Server 2008 R2 database to be used
by Genesys Administrator Extension will be installed.

Note: When using Genesys Administrator in a load-balanced

environment, make sure that all nodes have shared-access to the
application metadata. See the Genesys Administrator Deployment
Guide for details about how to set this up.

3. Use Genesys Administrator to create and configure a Database Access
Point (DAP) Application object, which is necessary for connectivity to
either the Oracle database or the Microsoft SQL Server 2008 R2 database
that will be used by Genesys Administrator Extension, as follows:

Use the instructions in the Framework 8.x Deployment Guide to create
and configure a DAP Application object.

a.

Open the Configuration tab.

In the Server Info section, enter the following information:

In the Tenants list, add the Environment Tenant.

In the Host field, select the Host object on which the database is to
be installed, and that was configured in Step 2. If you do not use a

non-standard port, enter 1521 for an Oracle database or 1433 for a
Microsoft SQL Server 2008 database.

In the DB Info section, enter the following:

i
.
iii.
Iv.
V.

Vi,

Vil.

In the Connection Type field, select JDBC.
In the Role ficld, select Main.

In the Debug field, select false.

In the JDBC Query Timeout field, enter 15.

In the DBMS Type field, select Oracle for an Oracle database ormssql
for a Microsoft SQL Server 2008 database.

In the Database Name ficld, enter the Solution name of the database
instance.

In the User Name field, enter the user name required to access
Oracle or Microsoft SQL Server 2008 R2.
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f.

viii. In the User Password field, enter the password required for the user
name specified in the previous step to access Oracle or Microsoft
SQL Server 2008 R2.

ix. Inthe Case Conversion field, select any.
Open the Options tab and complete the following steps:
I. Create a new section called GAX.

ii. In this new section, add the configuration option role and set its
value to main. This identifies this DAP as the one for the main
database that is used by Genesys Administrator Extension.

Click Save & Close to save the new object and its configuration.

4. Create and configure a Server Application object for Genesys
Administrator Extension, as follows:

a.

Import the Application Template object for Genesys Administrator
Extension. Refer to Framework 8.1 Genesys Administrator Help for
detailed instructions.

I.  Upload one of the following files from the installation package,
depending on which version of Management Framework you are
running:

— For Configuration Server up to version 8.1.0:
Genesys_Administrator_Extension_MF810_812.apd

— For Configuration Server from version 8.1.1 on:
Genesys_Administrator_Extension_812.apd

ii. Import the XML metadata file, which contains the GAX privilege
information and default settings, by clicking Import Metadata, then
navigate to the folder in which the application template was
deployed. There are two templates available, depending on which
version of Management Framework you are running;:

— For Configuration Server up to version 8.1.0:
Genesys_Administrator_Extension_MF810_812.xml

— For Configuration Server from version 8.1.1 on:
Genesys_Administrator_Extension_812.xml

iii. Click Save & Close to save the new object.

Use the instructions in the Framework 8.x Deployment Guide to create
and configure an AppLication object by using the template imported in
the previous step and on the Host object configured in Step 1 on

page 201. This new object will appear as being of type Generic
Genesys Server if you are running Management Framework <=8.1.0
and of type Genesys Administrator Server if you are running
Management Framework >8.1.0.

Open the Configuration tab.

In the General section, in the list of Connections, add connections to the
following components:

*  Primary Solution Control Server

Genesys =
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* Main DAP (configured in Step 3 on page 201)

* Auditing DAP. This should be linked to the database where the
auditing data will be written. The configuration (refer to Step 3 on
page 201) is the same as the Main DAP; however, the Role
property of the Auditing DAP should be set to the value auditing
instead of the value main.

Note: Both the Auditing DAP and the LRM DAP are not mandatory
for every installation.

If you configure GAX to use auditing, then you must have a
DAP configured. If you remove the LUR from the installation,
the DAP is not required.

* LRM DAP. This should be linked to the database that will hold the
LRM data that is displayed by License Usage Reporting. The
configuration (refer to Step 3 on page 201) is the same as the Main
DAP; however, the Role property of the LRM DAP should be set
to the value Lrm instead of the value main.

e. Inthe Server Info section, enter the following information:
i. IntheWorking Directory field, enter the path to your working
directory.
— (Linux) For example: /home/gcti/apache-tomcat-6.0.20/bin/.
— (Windows Server 2008) For example:
C:\GCTI\Tomcat6_GAX_812\bin
il. Inthe Command Line field, enter the following:
— Linux:
./gax_startup.sh
— Windows Server 2008:
.\gax_startup.bat
iii. In the Command Line Arguments field, enter the following (all on
one line):
-host <Configuration Server name or IP address) -port

{Configuration Server port)> -app <GAX Generic Server
Application name)

where <GAX Application name) is the name of the object being
created.
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204

f.

Note: Limitation:

If Configuration Server has several independent ports
configured, the port that GAX should use cannot be freely
chosen if GAX is started by Management Framework tools
such as Solution Control Server, Genesys Administrator, or
Solution Control Interface.

In that case, GAX will always connect to the port that Solution
Control Server uses to connect to Configuration Server.

Workaround:

If GAX should not use the same Configuration Server port as
Solution Control Server, GAX should not be started by using
Management Framework tools. GAX should only be started
manually or as a service.

Select the host object where GAX is to be deployed.

g. Specify the listening port by entering 8080 (the typical value for

Genesys; you can also specify another port) in the Listening Port field.
Note: Setting this port value does not change the port that is used by
GAX; it is overridden by Tomcat configuration.

On the Options tab, verify or update the name of your client object (to
be created in Step 5 on page 204) given by the following option:

general.client_app_name=<name>
Click Save & Close to save the new object and its configuration.

Note: The creation of a Client is optional. The default client will be

used in a standard installation
(general.client_app_name=default).

Perform the next step only if you need to allow access to GAX
for users that should not be able to access Genesys
Administrator.

5. Create and configure an Application object to allow users to log in to

Genesys Administrator Extension. The name of this object must be exactly
the same as that specified in Step 4h above. All users must have
Read/Execute permissions for this Application object.

Use the instructions in the Framework 8.x Deployment Guide to create and
configure an Application object by using the template Configuration

Manager.

This object acts as a client application for the Genesys Administrator
Extension server.

0
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6. Configure GAX logging by using the Genesys Log Wizard from Genesys
Administrator or from Genesys Solution Control Interface. The Log
Wizard creates a set of configuration options in the Log section of the GAX
Server application object.

(Optional) You can also create the log options manually by using the

values in Table 22. See the Framework 8.1 Genesys Administrator

Extension Deployment Guide for more information about these values.

Table 22: GAX Logging Value

Option | Description Value Required | Default
all Defines the types of stdout, <filename> | Yes stdout
logging to be executed as
a comma-separated list
verbose | Defines the log level all, trace, No standard
interaction,
standard, none
segment | Defines the maximum file | <file size in KB> | No «“
size for file logging
expire | Number of backup log <number of files > | No «“”
files to be maintained

7. Set up a user on the host to create a new user named gcti and a group

named gcti, which is the primary group for the new user, and set

/bin/bash as the default shell. This user will be used to run the Tomcat
service and to run LCA (unless you have configured LCA to run under the
root or another user). Refer to the Genesys Administrator 8.1 Help for
information about creating