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Preface

Welcome to the Framework 8.1 T-Server for Cisco Unified Communications
Manager Deployment Guide. This document introduces you to the concepts,
terminology, and procedures relevant to T-Servers® in general and provides
detailed reference information about T-Server for Cisco Unified
Communications Manager. The reference information includes, but is not
limited to, configuration options, limitations, and switch-specific functionality.
You must configure the configuration objects and options described in this
document in the Framework Configuration Layer.

Use this document only after you have read through the Framework 8.1
Deployment Guide, and the Release Note for your T-Server.

Note: For versions of this document created for other releases of this
product, visit the Genesys Customer Care website, or request the
Documentation Library DVD, which you can order by e-mail from
Genesys Order Management at ordermanegenesys.com.

This preface contains the following sections:

«  About T-Server for Cisco Unified Communications Manager, page 11
- Intended Audience, page 12

- Making Comments on This Document, page 13

«  Contacting Genesys Customer Care, page 13

«  Document Change History, page 13

For information about related resources and about the conventions that are
used in this document, see the supplementary material starting on page 295.

About T-Server for Cisco Unified
Communications Manager

T-Server is the Genesys software component that provides an interface
between your telephony hardware and the rest of the Genesys software
components in your enterprise. It translates and keeps track of events and
requests that come from, and are sent to, the CTI (computer-telephony

T-Server—Deployment Guide 11
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Intended Audience

integration) link in the telephony device. T-Server is a TCP/IP-based server
that can also act as a messaging interface between T-Server clients. It is the
critical point in allowing your Genesys solution to facilitate and track the
contacts that flow through your enterprise.

Note that the T-Server name has changed over the course of previous releases
for various reasons (including, but not limited to, changes in vendor name or in
Genesys policy). The former names include:

* T-Server for Cisco CallManager.

The current name is T-Server for Cisco Unified Communications Manager.

Intended Audience

12

This guide is intended primarily for system administrators, both those who are
new to T-Server and those who are familiar with it.

* Ifyou are new to T-Server, read the Framework 8.1 Deployment Guide and
the Release Note mentioned earlier, and then read all of the sections of this
document that apply to your software and its accompanying components.
Refer back to the Framework 8.1 Deployment Guide as needed.

* Ifyou are an experienced T-Server user—someone with computer
expertise, who is used to installing, configuring, testing, or maintaining
Genesys software—you may find it more time efficient to go to the Index
to see what is new or different in T-Server release 8.1. If you take that
approach, please also read Release Notes and refer to other related
resources, such as the Genesys Events and Models Reference Manual and
Platform SDK 8.x .NET (or Java) API Reference for technical details of
T-Library functions.

In general, this document assumes that you have a basic understanding of, and

familiarity with:

* Computer-telephony integration concepts, processes, terminology, and
applications.

* Network design and operation.

*  Your own network configurations.

*  Your telephony hardware and software.

* Genesys Framework architecture and functions.

* Configuration Manager interface and object-managing operations.

Based on your specific contact center environment and your responsibilities in

it, you may need to be familiar with a much wider range of issues as you
deploy T-Server.
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Preface Making Comments on This Document

Reading Prerequisites

You must read the Framework 8.1 Deployment Guide before using this
1-Server Deployment Guide. That book contains information about the
Genesys software you must deploy before deploying T-Server.

Making Comments on This Document

If you especially like or dislike anything about this document, feel free to
e-mail your comments to Techpubs.webadminegenesys.com.

You can comment on what you regard as specific errors or omissions, and on
the accuracy, organization, subject matter, or completeness of this document.
Please limit your comments to the scope of this document only and to the way
in which the information is presented. Contact your Genesys Account
Representative or Genesys Customer Care if you have suggestions about the
product itself.

When you send us comments, you grant Genesys a nonexclusive right to use or
distribute your comments in any way it believes appropriate, without incurring
any obligation to you.

Contacting Genesys Customer Care

If you have purchased support directly from Genesys, please contact Genesys
Customer Care.

Before contacting Customer Care, please refer to the Genesys Care Support
Guide for On-Premises for complete contact information and procedures.

Document Change History

This section lists topics that are new or that have changed significantly since
the first release of this document.

New in Document Version 8.1.203.00

The following topics have been added or changed since the previous release of
this document:

* Added “Call Participant Info” on page 143.
* Added “Providing AttributeDNIS in EventDialing” on page 161.

* Added the following configuration options:
+ clean-calls-on-all-links-up
+ delay-dialing

T-Server—Deployment Guide 13
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*

*

Document Change History

java-home
party-changed-from-external-release
recording-filename-pop
reg-failed-delay

reg-failed-retries
use-external-establish-from-other-Link
use-ringing-for-net-alerting

Updated the following configuration options:

*

*

recording-filename
TraceFileSize

New in Document Version 8.1.202.00

14

The following topics have been added or changed since the previous release of
this document:

Added “Transport Layer Security” on page 174.

Added support of Hunt Groups in Broadcast mode (parallel ringing). See
“Hunt Groups” on page 153 for details.

Added “Agent State for Out-Of-Service Agent DNs” on page 140.
Added “Disabling the Default MOH Treatment” on page 157.

Updated “Whisper Coaching and Extra Instance of Intercom Call” on
page 173.

Added the following configuration options:

*

*

*

*

*

force-moh-on-ms-down
moh-server-music (DN level)
password

tls-cert-path
tls-capf-host
tls-capf-port
tls-tftp-host
tls-tftp-port
tls-instance-id
tls-auth-code
out-of-service-action
out-of-service-action-delay

Removed options:

*

enable-pickup-jtapi-workaround
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Preface Document Change History

New in Document Version 8.1.201.00

The following topics have been added or changed since the previous release of
this document:

* Added “ANI Modification For Outbound Calls” on page 140.
* Added “Do Not Disturb” on page 151.
* Added the free-form-terminal-id option.

For configuration options additions, see “Changes from 8.0 to 8.1 on
page 289.

New in Document Version 8.1.1

The following topics have been added or changed since the previous release of
this document:

* Updated Table 10, “T-Server Device and CUCM DN Types,” on page 135.
* Added “Hunt Groups™ on page 153.

* Added “Single-Step Conference” on page 168.

* Added Chapter 13, “Integration with Genesys Media Server” on page 197.
* Added Chapter 14, “SIP Server In Front Deployment” on page 201.
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Part

T-Server Deployment

Part One of this 7-Server Deployment Guide familiarizes the reader with
T-Server in general. It addresses architectural, functional, and procedural
information common to all T-Servers.

The information in Part One is divided into the following chapters:

Chapter 1, “T-Server Fundamentals,” on page 19, describes T-Server, its
place in the Framework 8 architecture, T-Server redundancy, and multi-site
issues. It stops short of providing configuration and installation
information.

Chapter 2, “T-Server General Deployment,” on page 33, presents
configuration and installation procedures for all T-Servers.

Chapter 3, “High-Availability Deployment,” on page 47, addresses high
availability (HA).

Chapter 4, “Multi-Site Support,” on page 59, details the variations
available for T-Server implementations across geographical locations.

Chapter 5, “Starting and Stopping T-Server Components,” on page 117,
describes how, and in what order, to start up T-Server among other
Framework components. It also provides possible stopping commands.

New for All T-Servers in 8.1

Before looking at T-Server’s place in Genesys solutions and in the architecture
of the Genesys Framework, note the following general changes that have been
implemented in the 8.1 release of T-Server:

T-Server—Deployment Guide

T-Server no longer connects to applications that have disabled status in the
configuration environment.

The default value of the background-processing configuration option has
been changed to true. See “background-processing” on page 230 for
details.
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Part 1: T-Server Deployment

New for All T-Servers in 8.1

T-Server now supports the Unresponsive Process Detection feature. The
following configuration options enable this feature:

+  “heartbeat-period” on page 225
+  “hangup-restart” on page 226

For more information, refer to the Framework 8.1 Management Layer
User'’s Guide.

T-Server now supports [IPv6. For more information, refer to the Framework
8.1 Deployment Guide.

T-Server now supports vSphere 4 Hypervisor.

T-Server now supports Acresso FLEXNet Publisher v11.9 license manager.

Notes: * Configuration option changes common to all T-Servers are

18

described in “Changes from Release 8.0 to 8.1” on page 255.

 For information about the new features that are available in your
T-Server in the initial 8.1 release, see Part Two of this document.
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Chapter

T-Server Fundamentals

This chapter provides general information about T-Server features and
functionality and about its configuration and installation. For reference
information about your specific T-Server and about options for all T-Servers,
see “Part Two: Reference Information.”

This chapter has various levels of information, some of it intended for people
who have configured, installed, and used previous releases of T-Server, and
some of it aimed at those less familiar with such T-Server operations. That
means some sections will not necessarily be relevant for you.

* Ifyou are an experienced user of T-Server, start with “New for All
T-Servers in 8.1” on page 17, and then move to the chapters comprising
Part Two of this document, where specific information about your
T-Server is available.

* Ifyou are new to T-Server, begin with “Learning About T-Server.” Once
you have read through that and subsequent sections, you are ready for the
other chapters in Part One that go into detail about T-Server configuration
and installation.

Generally, this chapter presents overview information that applies to all
T-Servers (and Network T-Servers) and their deployment. This chapter is
divided into the following sections:

« Learning About T-Server, page 20

+ Advanced Disconnect Detection Protocol, page 26
« Redundant T-Servers, page 27

«  Multi-Site Support, page 30

- Agent Reservation, page 30

+  Client Connections, page 31

«  Next Steps, page 32
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Learning About T-Server

The Framework 8.1 Deployment Guide provides you with a high-level
introduction to the role that T-Server plays in the Genesys Framework. If you
have already looked through that guide, you may recall that T-Server is the
most important component of the Framework Media Layer (the other two
components are Load Distribution Server (LDS) and HA Proxy). The Media
Layer enables Genesys solutions to communicate with various media,
including traditional telephony systems, voice over IP (VoIP), e-mail, and the
Web. This layer also provides the mechanism for distributing
interaction-related business data, also referred to as attached data, within and
across solutions.

Framework and Media Layer Architecture
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Figure 1 illustrates the position Framework holds in a Genesys solution.
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Figure 1: Framework in a Genesys Solution

Moving a bit deeper, Figure 2 presents the various layers of the Framework
architecture.
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Figure 2: The Media Layer in the Framework Architecture

T-Server is the heart of the Media Layer—translating the information of the
media-device realm into information that Genesys solutions can use. It enables
your contact center to handle the computer-based form of the interactions that
arrive and it translates the information surrounding a customer contact into
reportable and actionable data.

Figure 3 presents the generalized architecture of the Media Layer.
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Figure 3: Media Layer Architecture
In addition to being the most important component of the Media Layer,

T-Server plays the most significant role in making information about
telephony traffic and its data available to Framework as a whole.
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One or more components in practically every solution are T-Server clients.
Solutions comprise a number of different Genesys software packages, from
collections of components for various types of routing to those that allow for
outbound dialing to still others. Framework in general, and T-Server in
particular, enable these solutions to function in your enterprise.

T-Server has several typical clients: Stat Server, Interaction Concentrator,
Universal Routing Server, and agent desktop applications. T-Server gets the
information it needs about the enterprise from Configuration Server.
Additionally, if you use the Management Layer, T-Server provides its ongoing
status and various other log messages to server components of the
Management Layer (for instance, allowing you to set alarms).

T-Server Requests and Events
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This section outlines the roles that T-Server plays in a contact center. While it
is possible to describe roles for all T-Servers, at a detailed level, T-Server’s
functionality depends on the hardware to which it is connected. (For example,
when connected to a traditional switch, it performs CTI functions, but when
connected to a VOIP-based telephony device, it controls IP traffic.) The CTI
connection is only for the switch.

Details of T-Server Functionality

T-Server 1s a TCP/IP server that enables intelligent communication between
media-specific protocols (such as the various CTI protocols, including CSTA
and ASAI) and TCP/IP-based clients of T-Server. Applications that are clients
to T-Server use the T-Library format to transmit requests to T-Server through a
TCP/IP socket. T-Server can then either translate those requests to CTI
protocol for switch use or relay them directly to other TCP/IP clients.

T-Server performs three general functions in the contact center: Bridging,
Messaging, and Interaction Tracking.

Bridging

T-Server acts as a platform-independent interface between media devices and
business applications. In the case of a telephony device, for instance, it
receives messages from and sends commands to the telephony equipment
using either CTI links provided by the switch manufacturer or interface
protocols provided by telephony network vendors.

On the client-application end, T-Server offers three models (call model, agent
model, and device model) unified for all switches. The core functionality (such
as processing an inbound call, an agent login, or a call-forwarding request)
translates into a unified application programming interface (API) called
T-Library, so that applications do not need to know what specific switch model
they are dealing with. On the other hand, T-Library accommodates many
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functions that are unique to a specific switch, so that client applications are
able to derive the maximum functionality offered by a particular switch.

Refer to the Genesys Events and Models Reference Manual for complete
information on all T-Server events and call models and to the
TServer.Requests section of the Platform SDK 8.x .NET (or Java) API
Reference for technical details of T-Library functions.

Messaging

In addition to translating requests and events for the client application involved
in an interaction, T-Server:

* Provides a subscription mechanism that applications can use to receive
notifications about interaction-related and non-interaction-related events
within the contact center.

* Broadcasts messages of major importance (such as a notification that the
link is down) to all clients.

* Broadcasts messages originated by a T-Server client to other T-Server
clients.

The subscription mechanism consists of two parts, the DN subscription and
event-type masking. Applications must register for a DN or a set of DN to
receive notifications about all events that occur in association with each
registered DN. For example, when two softphone applications are registered
for the same DN, and the first application initiates a call from the DN,
T-Server notifies both applications that the call is initiated from the DN.

Client applications can also specify one or more types of events, and T-Server
will filter out events of the non-specified types and only send events of the
requested types. For example, if agent supervisors are interested in receiving
agent-related events, such as AgentLogin and AgentLogout, they have to mask
EventAgentLogin and EventAgentLogout, provided that a particular T-Server
supports these events.

The combination of each client’s subscription for DNs and masking of event
types defines what messages T-Server distributes to what client.

Interaction Tracking

T-Server maintains call information for the life of the call (or other
T-Server-supported media type) and enables client applications to attach user
data to the call. Call information includes:

* A unique identifier, connection ID, that T-Server assigns when creating
the call.

* Automatic Number Identification (ANI) and Dialed Number Identification
Service (DNIS), if reported by the CTI link.

* User data that a client application (such as an Interactive Voice Response
unit or Genesys Universal Routing Server) provides.
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Difference and Likeness Across T-Servers

Although Figure 3 on page 21 (and other figures) depicts T-Server that works
with telephony systems as a single product, this is a simplification. Because
almost every traditional telephony device has its own characteristics and
communication protocols, Genesys makes different T-Servers for different
telephony systems. (That means your T-Server will not work with another
switch.) Thus, all T-Servers play a common role in the architecture, but their
specific features differ from implementation to implementation, based on the
media device in use.

Despite their switch-based differences, T-Servers for telephony systems are
similar to one another in at least one important respect: they are all built with a
certain amount of shared software code. This shared code is rolled into a single
unit and is called T-Server Common Part (TSCP). TSCP is the central,
common component for all T-Servers and has its own Release Note, which is
accessible via a hyperlink from your T-Server’s Release Note.

Note: This document separates common-code features based on TSCP into
separate sections and chapters, such as the “T-Server Common
Configuration Options” chapter. These are the options for all
T-Servers that TSCP makes available for configuration.

T-Server Functional Steps During a Sample Call

The following example, Figure 4, outlines some basic steps that T-Server
might take when a call arrives from outside the contact center. In this scenario,
T-Server starts tracking the call even before it is delivered to the agent.
T-Server then informs the selected agent that a call has arrived. When the
switch delivers the call to the agent’s extension, T-Server presents account
information, collected at an Interactive Voice Response (IVR) unit, to the agent
at the agent desktop application.
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Figure 4: Functional T-Server Steps

Step 1

When the call arrives at the switch, T-Server creates a call in its internal
structure. T-Server assigns the call a unique identifier, connection ID.

Step 2

The switch delivers the call to an Interactive Voice Response (IVR) unit, which
begins automated interactions with the caller.

Step 3

IVR acquires user information from the caller through prompts and requests
T-Server to attach that information to the call. T-Server updates the call with
the user information.

Step 4
IVR sends the call to an ACD (Automated Call Distribution) queue.

Step 5

The ACD unit distributes the call to an available agent logged in to a particular
DN (directory number).
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Step 6

T-Server notifies the agent desktop application that the call is ringing on the
agent DN. The notification event contains call data including ANI, DNIS, and
account information that the IVR has collected.

Step 7

The agent desktop application presents the account information, including the
name of the person whose account this is, on the agent’s screen, so that the
agent answering the call has all the relevant information.

These seven steps illustrate just a small part of T-Server’s bridging, messaging,
and interaction-processing capabilities.

Advanced Disconnect Detection Protocol
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Since the 6.0 release of T-Server, the Advanced Disconnect Detection Protocol
(ADDP) has replaced the Keep-Alive Protocol (KPL) as the method to detect
failures for certain T-Server connections, including connections between two
T-Servers and between a T-Server and its clients.

Notes: Starting with release 7.5, the KPL backward-compatibility feature is
no longer supported.

ADDP applies only to connections between Genesys software
components.

With ADDP, protocol activation and initialization is made on the client’s side
and you can change these parameters. No additional messages are sent when
there is existing activity over the connection. T-Server client applications and
the remote T-Server (if any) must be listening to the socket and respond
promptly to the polling signal for the connection to be preserved.

If you are going to enable ADDP, you must do it using the protocol,
addp-timeout, addp-remote-timeout, and addp-trace configuration options.
When configuring a timeout, consider the following issues:

* The configured timeout must be at least twice as long as the maximum
network latency.

* There may be an interval when T-Server does not check for network
activity.

* Ifthe link connection fails but the client is not notified (for example,
because the host is turned off, or because a network cable is unplugged),

the maximum reaction time to a link-connection failure is equal to double
the configured timeout plus the established network latency.
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Also keep in mind that the T-Server receiving the polling signal may not
respond immediately, and that a delay occurs after the polling signal, while the
response travels from one T-Server to another. If you do not account for these
contingencies when configuring a timeout, the connection that ADDP is
monitoring will be dropped periodically.

Redundant T-Servers

T-Servers can operate in a high-availability (HA) configuration, providing you
with redundant systems. The basics of each T-Server’s redundant capabilities
differ from T-Server to T-Server. One basic principle of redundant T-Servers is
the standby redundancy type, which dictates how quickly a backup T-Server
steps in when the primary T-Server goes down.

The Framework Management Layer currently supports two types of redundant
configurations: warm standby and hot standby. All T-Servers offer the warm
standby redundancy type and, starting with release 7.1, the hot standby
redundancy type is implemented in T-Servers for most types of switches. (See
Table 1.)

Instructions for configuring T-Server redundancy are available in Chapter 3,
“High-Availability Configuration and Installation.” Specifics on your
T-Server’s HA capabilities are outlined in Part Two of this document.

Note: IVR Server and some Network T-Servers can be configured for load
sharing or warm or hot standby; however, they do not support any
combination of these redundancy types. Details of your component’s
HA capabilities are discussed in Part Two of this document.

Support for Hot Standby Redundancy
in Various T-Servers

Use Table 1 to determine whether your T-Server supports the hot standby
redundancy type. The table also indicates whether HA Proxy components are
required for this support, and, if so, how many are required per pair of
redundant T-Servers (or per link, if so noted).

Table 1 only summarizes hot standby redundancy support in various
T-Servers. For detailed, up-to-date information on the subject, see the Genesys
Supported Operating Environment Reference Guide located on the Genesys
Care website.

T-Server—Deployment Guide 27


https://docs.genesys.com/MoreDocs/Genesys_Supported_Operating_Environment_Reference_Guide
https://docs.genesys.com/MoreDocs/Genesys_Supported_Operating_Environment_Reference_Guide

Chapter 1: T-Server Fundamentals

Table 1: T-Server Support of the Hot Standby Redundancy Type

Redundant T-Servers

T-Server Type Hot Standby HA Proxy Number of HA
Supported Required Proxy Components
Aastra MXONE CSTA 1 Yes No —
Alcatel A4200/0XO Yes No —
Alcatel A4400/0XE Yes No —
Aspect ACD Yes No —
Avaya Communication Manager Yes No? —
Avaya INDeX Yes No —
Avaya TSAPI Yes No —
Cisco UCCE Yes No —
Cisco Unified Communications Manager Yes No —
DataVoice Dharma Yes No —
Digitro AXS/20 Yes No —
EADS Intecom M6880 Yes No —
EADS Telecom M6500 Yes No —
e¢On eQueue Yes No —
Fujitsu F9600 Yes No —
Huawei C&CO08 Yes No —
Huawei NGN Yes No —
Mitel MiTAI Yes No —
NEC NEAX/APEX Yes No —
Nortel Communication Server 2000/2100 Yes Yes®, No® 1 per link
Nortel Communication Server 1000 with Yes No —
SCCS/MLS
Philips Sopho iS3000 Yes Nod 1
Radvision iContact No — —
Samsung IP-PCX IAP Yes No —
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Redundant T-Servers

Table 1: T-Server Support of the Hot Standby Redundancy Type (Continued)

T-Server Type Hot Standby HA Proxy Number of HA
Supported Required Proxy Components

Siemens Hicom 300/HiPath 4000 CSTA 1 Yes No —
Siemens HiPath 3000 Yes No —
Siemens HiPath 4000 CSTA III Yes No —
Siemens HiPath DX Yes No —

SIP Server Yes No —
Spectrum Yes No —
Tadiran Coral Yes No —
Teltronics 20-20 Yes Yes 1
Tenovis Integral 33/55 Yes No —

Network T-Servers

e

AT&T No — —
Concert No — —
CRSP No — —
DTAG No — —
GenSpec No — —
ISCP No — —
IVR Server, using network configuration Yes — —
KPN No — —
MCI No — —
NGSN No — —
Network SIP Server No — —
Sprint No — —
SR3511 No — —
Stentor No — —
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With release 7.1, T-Server for Avaya Communication Manager no longer uses HA Proxy for its support of
hot standby. Earlier releases of this T-Server require two HA Proxies to support hot standby.

For T-Server for Nortel Communication Server 2000/2100 in high-availability (hot standby) configura-
tion, Genesys recommends that you use link version SCAI14 or above with call-progress and noncon-
troller-released messages enabled. See the switch-specific information in Part 2 of this Deployment Guide
for additional information on HA configurations.

Starting with release 7.5, T-Server for Nortel Communication Server 2000/2100 supports HA without HA
Proxy when operating in Dual CTI Links mode. See the switch-specific information in Part 2 of this De-
ployment Guide for additional information on HA configurations.

Starting with release 6.5.3, T-Server for Philips Sopho iS3000 supports HA both with and without HA
Proxy.

Although they do not support high availability per se, Network T-Servers do support a load-sharing schema.

Multi-Site Support

Multi-site configuration implies the existence of two or more switches that
belong to the same enterprise or service provider, and that share the Genesys
Configuration Database. (In some cases this may include isolated partitions on
a given switch served by different T-Servers.) The main goal of T-Server
support for multi-site operations is to maintain critical information about a call
as it travels from one switch to another.

For instructions on installing and configuring a multi-site environment,
including information on the Inter Server Call Control (ISCC) features, please
see Chapter 4, “Multi-Site Support,” on page 59.

Agent Reservation
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T-Server provides support for clients to invoke the agent reservation function,
TReserveAgent () . This function allows a server application that is a client of
T-Server to reserve a DN along with an agent, a Place, or both, so that no
other T-Server client can route calls