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Configure Web Service Capture Point for
HTTPS
In a Web Service Capture Point application, named, for example, WSCP_812_zoo, set the following
options:

• server-key-file=<Path to wscpserver.pem>\wscpserver.pem
• password=<'PEM pass phrase' for wscpserver.pem>
• protocol=https
• require-client-authentication=true
• cacert-file=<Path to wscp_clients.pem>\wscp_clients.pem

Do not change any other options.

If client authentication is not required, set the option require-clientauthentication to false and
omit all procedures relevant to generation and manipulation of client certificates.
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