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Backend Server security
Purpose: Lists the options available for the
security section of the Genesys Web Engagement
Backend Server. This section defines the
authentication used for the REST API and its
clients. See Authentication for details.
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https://docs.genesys.com/Documentation/GWE/latest/API/Authentication


auth-scheme

• Default Value: none
• Valid Values: none or Basic
• Changes take effect:
• Description: Specifies the HTTP authentication scheme used to secure the History REST API. With the

Basic scheme, clients must be authenticated with a user ID and password.

user-id

• Default Value: No default value
• Valid Values: Any string
• Changes take effect:
• Description: The user identifier (login) used in authentication for the History REST API. See auth-

scheme.

password

• Default Value: No default value
• Valid Values: Any string
• Changes take effect:
• Description: The user password used in authentication for the HISTORY REST API. See auth-scheme.
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