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Security Configuration
You have the option of configuring:

• A secure Transport Layer Security (TLS) connection between Composer and Universal Contact Server
(UCS) during application design when connecting to Context Services.

• A secure TLS connection when connecting to Configuration Server during design time.

You can also configure:

• A security banner that displays when users establish a Configuration Server connection.
• An inactivity timeout. If a Composer user has authenticated with Configuration Server, Composer times

out after a configurable number of minutes of inactivity.
• Both certificate-based and key-based authentication.

For information on configuring the above features, see the Genesys Security Deployment Guide
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https://docs.genesys.com/Documentation/IW/8.1.3/Help/SettingContextServicesPreferences
https://docs.genesys.com/Documentation/IW/8.1.3/Help/WorkflowPostInstallation#Configuration_Server_Connection

	Composer Help
	Security Configuration

